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Lov om supplerende bestemmelser til forordning om beskyttelse af fysiske
personer 1 forbindelse med behandling af personoplysninger og om fri
udveksling af sddanne oplysninger (databeskyttelsesloven)"”

VI MARGRETHE DEN ANDEN, af Guds Nédde Danmarks Dronning, gor vitterligt:
Folketinget har vedtaget og Vi ved Vort samtykke stadfestet folgende lov:

Afsnit I

Indledende bestemmelser

Kapitel 1
Lovens materielle anvendelsesomrade

§ 1. Loven supplerer og gennemforer Europa-Parlamentets og Radets forordning nr. 2016/679 af 27.
april 2016 om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om
fri udveksling af sddanne oplysninger (databeskyttelsesforordningen), jf. bilag 1 til denne lov.

Stk. 2. Loven og databeskyttelsesforordningen gaelder for al behandling af personoplysninger, der helt
eller delvis foretages ved hjelp af automatisk databehandling, og for anden ikkeautomatisk behandling
af personoplysninger, der er eller vil blive indeholdt i et register. Loven og databeskyttelsesforordningen
gaelder dog ikke i de tilfelde, der er naevnt i databeskyttelsesforordningens artikel 2, stk. 2, litra b-d, og
lovens § 3.

Stk. 3. Regler om behandling af personoplysninger i anden lovgivning, som ligger inden for databeskyt-
telsesforordningens rammer for sa@rregler om behandling af personoplysninger, gar forud for reglerne i
denne lov.

§ 2. Lovens §§ 6-8 og 10 og § 11, stk. 1, og databeskyttelsesforordningens artikel 5, stk. 1, litra a-c,
artikel 6, artikel 7, stk. 3, 1. og 2. pkt., artikel 9 og 10 og artikel 77, stk. 1, gaelder ogsa for manuel videre-
givelse af personoplysninger til en anden forvaltningsmyndighed. Datatilsynet forer i overensstemmelse
med lovens kapitel 10 tilsyn med videregivelse som navnt i 1. pkt.

Stk. 2. Loven og databeskyttelsesforordningen galder endvidere for behandling af oplysninger om
virksomheder m.v., hvis denne behandling udferes for kreditoplysningsbureauer. Tilsvarende gelder, for
sa vidt angar behandlinger, som er omfattet af § 26, stk. 1, nr. 1.

Stk. 3. Kapitel 4 gaelder ogsa for behandling af oplysninger om virksomheder m.v., jf. § 1, stk. 1.

Stk. 4. Loven og databeskyttelsesforordningen gelder for enhver form for behandling af personoplys-
ninger i forbindelse med tv-overvagning.

Stk. 5. Loven og databeskyttelsesforordningen finder anvendelse pd oplysninger om afdede personer i
10 ar efter vedkommendes ded.

Stk. 6. Justitsministeren kan efter forhandling med vedkommende minister fastsatte regler om, at
loven og databeskyttelsesforordningen helt eller delvis skal finde anvendelse pa oplysninger om afdede
personer i en lengere eller kortere periode end angivet i stk. 5.

Stk. 7. Uden for de tilfaelde, der er nevnt i stk. 2, kan justitsministeren fastsaette regler om, at lovens
regler helt eller delvis skal finde anvendelse pa behandling af oplysninger om virksomheder m.v., som
udferes for private.

Stk. 8. Uden for de tilfeelde, der er navnt i stk. 3, kan vedkommende minister fastsatte regler om, at
lovens regler helt eller delvis skal finde anvendelse pa behandling af oplysninger om virksomheder m.v.,
som udferes for den offentlige forvaltning.
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§ 3. Loven og databeskyttelsesforordningen finder ikke anvendelse, hvis det vil vere i strid med artikel
10 1 Den Europaiske Menneskerettighedskonvention eller artikel 11 1 Den Europaiske Unions Charter
om Grundleggende Rettigheder.

Stk. 2. Loven og databeskyttelsesforordningen finder ikke anvendelse pd den behandling af personop-
lysninger, som udferes for eller af politiets og forsvarets efterretningstjenester.

Stk. 3. Loven og databeskyttelsesforordningen finder ikke anvendelse pa behandling af oplysninger, der
foretages som led 1 Folketingets parlamentariske arbejde.

Stk. 4. Loven og databeskyttelsesforordningen finder ikke anvendelse pa behandlinger, der er omfattet
af lov om massemediers informationsdatabaser.

Stk. 5. Loven og databeskyttelsesforordningens kapitel II-VII og kapitel IX finder ikke anvendelse pa
informationsdatabaser, hvori der udelukkende er indlagt allerede offentliggjorte periodiske skrifter eller
lyd- og billedprogrammer, der er omfattet af medieansvarslovens § 1, nr. 1 eller 2, eller dele heraf,
ndr indleggelsen 1 informationsdatabasen er sket uendret i1 forhold til offentliggerelsen. Dog galder
bestemmelserne 1 databeskyttelsesforordningens artikel 28 og 32.

Stk. 6. Loven og databeskyttelsesforordningens kapitel II-VII og kapitel IX galder ikke for informati-
onsdatabaser, hvori der udelukkende er indlagt allerede offentliggjorte tekster, billeder og lydprogrammer,
der omfattes af medieansvarslovens § 1, nr. 3, eller dele heraf, nar indlaeggelsen i informationsdatabasen
er sket uendret 1 forhold til offentliggarelsen. Dog gelder bestemmelserne i1 databeskyttelsesforordnin-
gens artikel 28 og 32.

Stk. 7. Loven og databeskyttelsesforordningens kapitel II-VII og kapitel IX finder ikke anvendelse pa
manuelle arkiver over udklip fra offentliggjorte trykte artikler, som udelukkende behandles i journalistisk
gjemed. Dog gaelder bestemmelserne 1 databeskyttelsesforordningens artikel 28 og 32.

Stk. 8. Loven og databeskyttelsesforordningens kapitel II-VII og kapitel IX finder ikke anvendelse
ved behandling af oplysninger, som 1 gvrigt udelukkende finder sted 1 journalistisk gjemed. Dog galder
bestemmelserne 1 databeskyttelsesforordningens artikel 28 og 32. 1. og 2. pkt. gelder tilsvarende for
behandling af oplysninger, som udelukkende sker med henblik pa kunstnerisk eller litteraer virksomhed.

Stk. 9. Justitsministeren kan efter forhandling med vedkommende minister fastsatte regler om, at
personoplysninger, der behandles 1 nermere bestemte it-systemer, og som feres for den offentlige forvalt-
ning, helt eller delvis alene mé opbevares her 1 landet.

Stk. 10. Forsvarsministeren kan fastsatte regler om, at loven og databeskyttelsesforordningen helt eller
delvis ikke finder anvendelse pé forsvarets behandling af personoplysninger i1 forbindelse med forsvarets
internationale operative virke.

Kapitel 2
Lovens geografiske anvendelsesomrdde

§ 4. Loven og regler udstedt 1 medfer af loven gzlder for behandling af personoplysninger, som
foretages som led 1 aktiviteter, der udferes for en dataansvarlig eller en databehandler, som er etableret 1
Danmark, uanset om behandlingen finder sted i EU.

Stk. 2. Loven og regler udstedt 1 medfer af loven galder endvidere for den behandling, som udferes for
danske diplomatiske reprasentationer.

Stk. 3. Loven og regler udstedt i medfer af loven galder for behandling af personoplysninger om
registrerede, der befinder sig i Danmark, som foretages af en dataansvarlig eller databehandler, der ikke er
etableret 1 EU, hvis behandlingsaktiviteterne vedrerer
1) udbud af varer eller tjenester til saidanne registrerede, der befinder sig i Danmark, uanset om betaling

fra den registrerede er pakravet, eller
2) overvagning af sddanne registreredes adfaerd, for si vidt deres adfaerd finder sted i Danmark.
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Afsnit II
Behandlingsregler

Kapitel 3
Behandling af oplysninger

§ 5. Personoplysninger skal indsamles til udtrykkeligt angivne og legitime formél og ma ikke viderebe-
handles pé en made, der er uforenelig med disse formal.
Stk. 2. For at afgere, om behandling til et andet formél er forenelig med det formal, som personoply-
sningerne oprindelig blev indsamlet til, jf. stk. 1, tager den dataansvarlige efter databeskyttelsesforordnin-
gens artikel 6, stk. 4, bl.a. hensyn til
1) enhver forbindelse mellem det formél, som personoplysningerne er indsamlet til, og formalet med
den patankte viderebehandling,

2) den sammenheeng, hvori personoplysningerne er blevet indsamlet, navnlig med hensyn til forholdet
mellem den registrerede og den dataansvarlige,

3) personoplysningernes art, navnlig om sarlige kategorier af personoplysninger behandles, jf. artikel 9,
eller om personoplysninger vedrerende straffedomme og lovovertradelser behandles, jf. artikel 10,

4) den patenkte viderebehandlings mulige konsekvenser for de registrerede og

5) tilstedevaerelse af fornedne garantier, som kan omfatte kryptering eller pseudonymisering.

Stk. 3. Uanset stk. 1 og 2 kan vedkommende minister efter forhandling med justitsministeren og inden
for rammerne af databeskyttelsesforordningens artikel 23 fastsatte nermere regler om, at personoplysnin-
ger af offentlige myndigheder md viderebehandles til andre formal, end de oprindelig var indsamlet
til, uafthengigt af formélenes forenelighed. 1. pkt. finder ikke anvendelse pa behandling af oplysninger
i medfer af § 10. For si vidt angér helbredsoplysninger og genetiske data navnt i databeskyttelsesfor-
ordningens artikel 9, stk. 1, som er indsamlet i medfer af denne lovs § 7, stk. 3, eller i medfor af
sundhedslovgivningen, finder 1. pkt. alene anvendelse, i det omfang formalet med den videre anvendelse
af disse oplysninger er foreneligt med det formal, som disse personoplysninger oprindelig blev indsamlet
til.

§ 6. Behandling af personoplysninger ma finde sted, hvis mindst en af betingelserne i databeskyttelses-
forordningens artikel 6, stk. 1, litra a-f, er opfyldt.

Stk. 2. Finder databeskyttelsesforordningens artikel 6, stk. 1, litra a, anvendelse i forbindelse med udbud
af informationssamfundstjenester direkte til bern, er behandling af personoplysninger om et barn lovlig,
hvis barnet er mindst 13 ar.

Stk. 3. Er barnet under 13 ar, er behandling kun lovlig, hvis og i det omfang samtykke gives eller
godkendes af indehaveren af foreldremyndigheden over barnet.

§ 7. Forbuddet mod behandling af falsomme personoplysninger omfattet af databeskyttelsesforordnin-
gens artikel 9, stk. 1, gaelder ikke i tilfaelde, hvor betingelserne for behandling af personoplysninger i
databeskyttelsesforordningens artikel 9, stk. 2, litra a, ¢, d, e eller f, er opfyldt.

Stk. 2. Behandling af oplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1, kan ske,
hvis behandling er nedvendig for at overholde den dataansvarliges eller den registreredes arbejdsretlige
forpligtelser og specifikke rettigheder, jf. databeskyttelsesforordningens artikel 9, stk. 2, litra b.

Stk. 3. Behandling af oplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1, kan
ske, hvis behandling af oplysninger er nedvendig med henblik pa forebyggende sygdomsbekampelse,
medicinsk diagnose, sygepleje eller patientbehandling eller forvaltning af laege- og sundhedstjenester og
behandlingen af oplysningerne foretages af en person inden for sundhedssektoren, der efter lovgivningen
er undergivet tavshedspligt, jf. databeskyttelsesforordningens artikel 9, stk. 2, litra h.

Stk. 4. Behandling af oplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1, kan ske,
hvis behandling af oplysninger er nedvendig af hensyn til vasentlige samfundsinteresser, jf. databeskyt-
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telsesforordningens artikel 9, stk. 2, litra g. Tilsynsmyndigheden giver tilladelse hertil, hvis behandlingen
efter 1. pkt. ikke foretages for en offentlig myndighed. Der kan i1 en tilladelse efter 2. pkt. fastsattes
naermere vilkar for behandlingen.

Stk. 5. Uden for de 1 stk. 1-4 nevnte tilfeelde kan vedkommende minister efter forhandling med justits-
ministeren og inden for databeskyttelsesforordningens rammer fastsatte naermere regler om behandling af
personoplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1.

§ 8. For den offentlige forvaltning ma der ikke behandles oplysninger om stratbare forhold, medmindre
det er nadvendigt for varetagelsen af myndighedens opgaver.

Stk. 2. De oplysninger, der er nevnt i stk. 1, mé ikke videregives. Videregivelse kan dog ske, hvis
1) den registrerede har givet sit udtrykkelige samtykke til videregivelsen,

2) videregivelsen sker til varetagelse af private eller offentlige interesser, der klart overstiger hensynet til
de interesser, der begrunder hemmeligholdelse, herunder hensynet til den, oplysningen angar,

3) videregivelsen er nedvendig for udferelsen af en myndigheds virksomhed eller pékrevet for en
afgerelse, som myndigheden skal treffe, eller

4) videregivelsen er nedvendig for udferelsen af en persons eller virksomheds opgaver for det offentlige.

Stk. 3. Private md behandle oplysninger om strafbare forhold, hvis den registrerede har givet sit
udtrykkelige samtykke hertil. Herudover kan behandling ske, hvis det er nedvendigt til varetagelse af en
berettiget interesse og denne interesse klart overstiger hensynet til den registrerede.

Stk. 4. De oplysninger, der er nevnt 1 stk. 3, ma ikke videregives uden den registreredes udtrykkelige
samtykke. Videregivelse kan dog ske uden samtykke, nér det sker til varetagelse af offentlige eller private
interesser, herunder hensynet til den pagaldende selv, der klart overstiger hensynet til de interesser, der
begrunder hemmeligholdelse.

Stk. 5. Behandling af oplysninger 1 de tilfzlde, der er reguleret 1 stk. 1-4, kan 1 gvrigt finde sted, hvis
betingelserne 1 § 7 er opfyldt.

§ 9. Oplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1, og artikel 10 ma behandles,
hvis dette alene sker med henblik pd at fere retsinformationssystemer af vesentlig samfundsmaessig
betydning, og hvis behandlingen er nedvendig for forelsen af systemerne.

Stk. 2. Oplysninger omfattet af stk. 1 mé ikke senere behandles 1 andet gjemed. Det samme galder
behandling af andre oplysninger, som alene foretages med henblik pa at fere retsinformationssystemer
efter forordningens artikel 6.

Stk. 3. Tilsynsmyndigheden kan meddele narmere vilkar for de behandlinger, der er naevnt i stk.
1. Tilsvarende geelder for de oplysninger, der er navnt i forordningens artikel 6, og som alene behandles 1
forbindelse med forelsen af retsinformationssystemer.

§ 10. Oplysninger som navnt 1 databeskyttelsesforordningens artikel 9, stk. 1, og artikel 10 ma
behandles, hvis dette alene sker med henblik pé at udfere statistiske eller videnskabelige undersogelser
af vaesentlig samfundsmaessig betydning, og hvis behandlingen er nodvendig af hensyn til udferelsen af
undersogelserne.

Stk. 2. De oplysninger, der er omfattet af stk. 1, ma ikke senere behandles i andet end videnskabeligt el-
ler statistisk gjemed. Det samme gaelder behandling af andre oplysninger, som alene foretages 1 statistisk
eller videnskabeligt gjemed efter databeskyttelsesforordningens artikel 6.

Stk. 3. Videregivelse af oplysninger omfattet af stk. 1 og 2 til tredjemand kraver forudgaende tilladelse
fra tilsynsmyndigheden, nar videregivelsen
1) sker til behandling uden for databeskyttelsesforordningens territoriale anvendelsesomrdde, jf. databe-

skyttelsesforordningens artikel 3,
2) vedrerer biologisk materiale eller
3) sker med henblik pé offentliggerelse 1 et anerkendt videnskabeligt tidsskrift el.lign.
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Stk. 4. Tilsynsmyndigheden kan fastsatte generelle vilkar for videregivelse af oplysninger omfattet af
stk. 1 og 2, herunder for videregivelse, der ikke kraever tilladelse efter stk. 3. Tilsynsmyndigheden kan
endvidere fastsette nermere vilkar for videregivelse af oplysninger efter stk. 3.

Stk. 5. Sundhedsministeren kan efter forhandling med justitsministeren uanset stk. 2 fastsatte regler
om, at oplysninger omfattet af stk. 1 og 2, som er behandlet med henblik pa at udfere sundhedsfaglige sta-
tistiske og videnskabelige undersogelser, senere kan behandles i1 andet end statistisk eller videnskabeligt
gjemed, hvis behandlingen er nedvendig af hensyn til varetagelse af den registreredes vitale interesser.

§ 11. Oftfentlige myndigheder kan behandle oplysninger om personnummer med henblik pd en entydig
identifikation eller som journalnummer.
Stk. 2. Private ma behandle oplysninger om personnummer, nar

1) det folger af lovgivningen,

2) den registrerede har givet samtykke hertil 1 overensstemmelse med databeskyttelsesforordningens
artikel 7,

3) behandlingen alene finder sted til videnskabelige eller statistiske formal, eller hvis der er tale om
videregivelse af oplysninger om personnummer, nar videregivelsen er et naturligt led 1 den normale
drift af virksomheder m.v. af den pageldende art, og nar videregivelsen er af afgerende betydning
for at sikre en entydig identifikation af den registrerede eller videregivelsen kreves af en offentlig
myndighed eller

4) betingelserne 1 § 7 er opfyldt.

Stk. 3. Uanset bestemmelsen 1 stk. 2, nr. 3, md personnummer ikke offentliggeres, medmindre der er

givet samtykke 1 overensstemmelse med databeskyttelsesforordningens artikel 7.

§ 12. Behandling af personoplysninger i forbindelse med ansattelsesforhold omfattet af artikel 6, stk.
1, og artikel 9, stk. 1, 1 databeskyttelsesforordningen kan finde sted, hvis behandlingen er nedvendig for
at overholde den dataansvarliges eller den registreredes arbejdsretlige forpligtelser eller rettigheder som
fastlagt 1 anden lovgivning eller kollektive overenskomster.

Stk. 2. Behandling af oplysninger som navnt i stk. 1 md ogsa finde sted, hvis behandlingen er
nedvendig for, at den dataansvarlige eller en tredjemand kan forfelge en legitim interesse, som udspringer
af anden lovgivning eller kollektive overenskomster, medmindre den registreredes interesser eller grund-
leeggende rettigheder og frihedsrettigheder gér forud herfor.

Stk. 3. Behandling af personoplysninger i ansattelsesforhold kan finde sted pa baggrund af den registre-
redes samtykke 1 overensstemmelse med artikel 7 1 databeskyttelsesforordningen.

§ 13. En virksomhed méa ikke videregive oplysninger om en forbruger til en anden virksomhed til
brug ved direkte markedsfering eller anvende oplysningerne pd vegne af en anden virksomhed 1 dette
gjemed, medmindre forbrugeren har givet sit udtrykkelige samtykke hertil. Et samtykke skal indhentes 1
overensstemmelse med reglerne 1 markedsferingslovens § 10.

Stk. 2. Videregivelse og anvendelse som navnt i stk. 1 kan dog ske uden samtykke, hvis der er tale om
generelle kundeoplysninger, der danner grundlag for inddeling 1 kundekategorier, og hvis betingelserne 1
databeskyttelsesforordningens artikel 6, stk. 1, litra f, er opfyldt.

Stk. 3. Der kan efter stk. 2 ikke videregives eller anvendes oplysninger som navnt i databeskyttelsesfor-
ordningens artikel 9, stk. 1, eller denne lovs § 8.

Stk. 4. Inden en virksomhed videregiver oplysninger om en forbruger til en anden virksomhed med
henblik pd direkte markedsfering eller anvender oplysningerne pd vegne af en anden virksomhed 1 dette
gjemed, skal den undersege 1 CPR, om forbrugeren har frabedt sig henvendelser 1 markedsferingsegjemed.

Stk. 5. Dataansvarlige, der med henblik pd direkte markedsforing selger fortegnelser over grupper
af personer, eller som for tredjemand foretager adressering eller udsendelse af meddelelser til sddanne
grupper, ma kun behandle
1) oplysninger om navn, adresse, stilling, erhverv, e-mailadresse, telefon- og telefaxnummer,
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2) oplysninger, der indgar i erhvervsregistre, som 1 henhold til lov eller bestemmelser fastsat i henhold
til lov er beregnet til at informere offentligheden, og

3) andre oplysninger, hvis den registrerede har givet udtrykkeligt samtykke dertil.

Stk. 6. Et samtykke efter stk. 5 skal indhentes 1 overensstemmelse med markedsferingslovens § 10.

Stk. 7. Behandling af oplysninger som navnt i stk. 5 méd ikke omfatte oplysninger som navnt i
databeskyttelsesforordningens artikel 9, stk. 1, eller denne lovs § 8.

Stk. 8. Justitsministeren kan fastsette yderligere begraensninger i1 adgangen til at videregive eller
anvende bestemte typer af oplysninger efter stk. 2.

Stk. 9. Justitsministeren kan fastsette yderligere begraensninger end de 1 stk. 7 naevnte 1 adgangen til at
behandle bestemte typer af oplysninger.

§ 14. Oplysninger, der er omfattet af denne lov, kan overfores til opbevaring 1 arkiv efter reglerne 1
arkivlovgivningen.

Kapitel 4
Videregivelse til kreditoplysningsbureauer af oplysninger om geeld til det offentlige

§ 15. Oplysninger om geld til det offentlige kan efter bestemmelserne 1 dette kapitel videregives til
kreditoplysningsbureauer.

Stk. 2. Oplysninger som navnt 1 databeskyttelsesforordningens artikel 9, stk. 1, eller artikel 10 ma ikke
videregives til kreditoplysningsbureauer.

Stk. 3. Fortrolige oplysninger, som videregives efter reglerne i dette kapitel, anses ikke som folge af
videregivelsen som offentligt tilgengelige.

§ 16. Oplysninger om geld til det offentlige kan videregives til et kreditoplysningsbureau, hvis
1) det folger af lov eller bestemmelser fastsat 1 henhold til lov eller
2) den samlede gald er forfalden og overstiger 7.500 kr., idet der dog ikke heri mé indgéd gaeldsposter,
der er omfattet af en overholdt aftale om henstand eller afdragsvis betaling, jf. dog stk. 2 og 3.
Stk. 2. Det er en betingelse for videregivelse efter stk. 1, nr. 2, at den samlede geld administreres af
samme inddrivelsesmyndighed.
Stk. 3. Det er endvidere en betingelse for videregivelse efter stk. 1, nr. 2, at
1) galden kan inddrives ved udpantning og der er fremsendt to rykkere til skyldneren,
2) der er foretaget eller forsegt foretaget udlaeg for kravet,
3) kravet er fastsliet ved endelig dom eller
4) det offentlige har erhvervet skyldnerens skriftlige erkendelse af den forfaldne gaeld.

§ 17. Myndigheden skal give skyldneren skriftlig meddelelse, forinden videregivelse finder sted. Vide-
regivelse ma tidligst ske, 4 uger efter at denne meddelelse er givet.
Stk. 2. Den meddelelse, der er nevnt i stk. 1, skal indeholde oplysninger om,
1) hvilke oplysninger der vil blive videregivet,
2) til hvilket kreditoplysningsbureau videregivelsen vil ske,
3) hvornér videregivelse vil finde sted, og
4) at videregivelse ikke vil ske, hvis betaling af gelden sker inden videregivelsen eller der indremmes
henstand eller indgéds og overholdes en aftale om afdragsvis betaling.

§ 18. Vedkommende minister kan fastsette nermere regler om fremgangsmaden ved videregivelse til
kreditoplysningsbureauer af oplysninger om geld til det offentlige. Der kan i den forbindelse fastsettes
regler om, at oplysninger om visse former for geld til det offentlige ikke mé videregives eller kun ma
videregives, hvis yderligere betingelser end dem, der er nevnt i § 16, er opfyldt.
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Kapitel 5
Kreditoplysningsbureauer

§ 19. Den, som gnsker at drive virksomhed med behandling af oplysninger til bedemmelse af gkono-
misk soliditet og kreditvaerdighed med henblik péd videregivelse (kreditoplysningsbureau), skal indhente
tilladelse hertil fra Datatilsynet, inden behandlingen padbegyndes, jf. § 26, stk. 1, nr. 2.

§ 20. Kreditoplysningsbureauer ma kun behandle oplysninger, som efter deres art er af betydning for
bedemmelse af gkonomisk soliditet og kreditvardighed.

Stk. 2. Kreditoplysningsbureauer mé ikke behandle oplysninger som navnt i databeskyttelsesforordnin-
gens artikel 9, stk. 1, eller artikel 10.

Stk. 3. Oplysninger om forhold, der taler imod kreditvaerdighed, og som er mere end 5 ar gamle, ma
ikke behandles, medmindre det i det enkelte tilfaelde er abenbart, at forholdet er af afgerende betydning
for bedemmelsen af den pagaeldendes skonomiske soliditet og kreditvaerdighed.

Stk. 4. Databeskyttelsesforordningens artikel 12-19 skal overholdes ved behandling af oplysninger om
virksomheder m.v., hvis denne behandling udferes for kreditoplysningsbureauer.

§ 21. Oplysninger om ekonomisk soliditet og kreditveerdighed til abonnenter ma kun meddeles skrift-
ligt. Kreditoplysningsbureauet kan dog meddele summariske oplysninger mundtligt eller pa lignende
made, hvis spergerens navn og adresse noteres og opbevares i mindst 6 maneder.

Stk. 2. Kreditoplysningsbureauers publikationer ma kun indeholde oplysninger i summarisk form og
kun udsendes til personer eller virksomheder, der abonnerer pd meddelelser fra bureauet. Publikationerne
m4 ikke indeholde oplysninger om de registreredes personnummer.

Stk. 3. Summariske oplysninger om skyldforhold ma kun videregives, hvis oplysningerne hidrerer fra
Statstidende, er indberettet af en offentlig myndighed efter reglerne i kapitel 4, eller hvis oplysningerne
vedrerer skyldforhold til samme kreditor pa mere end 1.000 kr. og kreditor enten har erhvervet den
registreredes skriftlige erkendelse af en forfalden geld eller der er foretaget retslige skridt mod den
pageldende. Oplysninger om endelig godkendt geldssanering ma dog ikke videregives. De regler, der
er nevnt i 1. og 2. pkt., geelder tillige for videregivelse af summariske oplysninger om skyldforhold i
forbindelse med udarbejdelse af bredere kreditbedemmelser.

Stk. 4. Videregivelse af summariske oplysninger om enkeltpersoners skyldforhold ma kun ske pa
en sddan made, at oplysningerne ikke kan danne grundlag for vurderingen af ekonomisk soliditet og
kreditvaerdighed for andre end de padgaldende enkeltpersoner.

Afsnit II1
Registreredes rettigheder

Kapitel 6
Begreensninger i registreredes rettigheder

§ 22. Bestemmelserne i databeskyttelsesforordningens artikel 13, stk. 1-3, artikel 14, stk. 1-4, artikel
15 og artikel 34 galder ikke, hvis den registreredes interesse i oplysningerne findes at burde vige for
afgerende hensyn til private interesser, herunder hensynet til den pagaldende selv.

Stk. 2. Undtagelse fra bestemmelserne i databeskyttelsesforordningens artikel 13, stk. 1-3, artikel 14,
stk. 1-4, artikel 15 og artikel 34 kan tillige geres, hvis den registreredes interesse i at f4 kendskab til
oplysningerne findes at burde vige for afgerende hensyn til offentlige interesser, herunder navnlig til
1) statens sikkerhed,

2) forsvaret,
3) den offentlige sikkerhed,
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4) forebyggelse, efterforskning, afslering eller retsforfelgning af strafbare handlinger eller fuldbyrdelse
af strafferetlige sanktioner, herunder beskyttelse mod og forebyggelse af trusler mod den offentlige
sikkerhed,

5) andre vigtige malsetninger 1 forbindelse med beskyttelse af Den Europaziske Unions eller en
medlemsstats generelle samfundsinteresser, navnlig Den Europaiske Unions eller en medlemsstats
vaesentlige okonomiske eller finansielle interesser, herunder valuta-, budget- og skatteanliggender,
folkesundhed og social sikkerhed,

6) beskyttelse af retsveesenets uathangighed og retssager,

7) forebyggelse, efterforskning, afslering og retsforfelgning 1 forbindelse med brud pa etiske regler for
lovregulerede erhverv,

8) kontrol-, tilsyns- eller reguleringsfunktioner, herunder opgaver af midlertidig karakter, der er forbun-
det med offentlig myndighedsudevelse 1 de tilfeelde, der er omhandlet i nr. 1-5 og 7,

9) beskyttelse af den registreredes eller andres rettigheder og frihedsrettigheder og

10) héndhevelse af civilretlige krav.

Stk. 3. Oplysninger, der behandles for den offentlige forvaltning som led 1 administrativ sagsbehandling,
kan undtages fra retten til indsigt efter databeskyttelsesforordningens artikel 15, stk. 1, i samme omfang
som efter reglerne 1 §§ 19-29 og 35 1 lov om offentlighed 1 forvaltningen.

Stk. 4. Databeskyttelsesforordningens artikel 13-15 finder ikke anvendelse pa behandling af personop-
lysninger, der foretages for domstolene, nér disse handler i deres egenskab af domstol.

Stk. 5. Databeskyttelsesforordningens artikel 15, 16, 18 og 21 finder ikke anvendelse, hvis oplysninger-
ne udelukkende behandles 1 videnskabeligt eller statistisk gjemed.

Stk. 6. Databeskyttelsesforordningens artikel 34 galder ikke, s& leenge underretning af registrerede
konkret m4 antages at vanskeliggere efterforskningen af stratbare forhold. Anvendelse af 1. pkt. kan alene
besluttes af politiet.

§ 23. Oplysningspligten efter databeskyttelsesforordningens artikel 13, stk. 3, og artikel 14, stk. 4,
finder ikke anvendelse, nar offentlige myndigheder viderebehandler personoplysningerne til et andet
formal end det, hvortil de er indsamlet, og viderebehandlingen sker pd baggrund af regler fastsat efter
lovens § 5, stk. 3. 1. pkt. finder ikke anvendelse, nar formalet er sammenstilling eller samkering af
personoplysninger 1 kontrolgjemed.

Afsnit IV
Supplerende bestemmelser til databeskyttelsesforordningens kapitel IV
Kapitel 7
Tavshedspligt for databeskyttelsesradgivere

§ 24. Databeskyttelsesradgivere, der er udpeget efter databeskyttelsesforordningens artikel 37, stk. 1,
litra b og ¢, ma ikke uberettiget videregive eller udnytte oplysninger, som de under udevelsen af deres
hverv som databeskyttelsesradgiver er blevet bekendt med.

Kapitel 8
Akkreditering af certificeringsorganer

§ 25. Datatilsynet og det nationale akkrediteringsorgan, som er udpeget i overensstemmelse med
Europa-Parlamentets og Radets forordning (EF) nr. 765/2008 af 9. juli 2008 om kravene til akkreditering
og markedsovervagning 1 forbindelse med markedsforing af produkter og om ophzvelse af Radets
forordning (EQF) nr. 339/93, er bemyndiget til at akkreditere certificeringsorganer, jf. databeskyttelses-
forordningens artikel 43, stk. 1, litra a og b.
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Afsnit V
Tilladelse til behandling

Kapitel 9
Tilladelse til behandling

§ 26. Forinden ivarksattelse af en behandling, der foretages for en privat dataansvarlig, skal Datatilsy-
nets tilladelse indhentes, nar
1) behandlingen af oplysningerne sker med henblik pa at advare andre mod forretningsforbindelser med
eller ansettelsesforhold til en registreret,

2) behandlingen sker med henblik pa erhvervsmessig videregivelse af oplysninger til bedemmelse af
gkonomisk soliditet og kreditveerdighed eller

3) behandlingen udelukkende finder sted med henblik pé at fore retsinformationssystemer.

Stk. 2. Justitsministeren kan fastsette regler om undtagelser fra bestemmelserne i stk. 1.

Stk. 3. Justitsministeren kan fastsatte regler om, at der forinden iverksattelse af andre behandlinger
end dem, der er nevnt i stk. 1, skal indhentes tilladelse fra tilsynet, herunder for behandlinger, der
foretages for en offentlig myndighed.

Stk. 4. Tilsynet kan i1 forbindelse med meddelelse af tilladelse efter stk. 1 eller 3 fastsatte vilkar for
udferelsen af behandlingerne til beskyttelse af de registreredes privatliv.

Stk. 5. Forinden ivarksattelse af aendringer i de behandlinger, der er navnt i stk. 1 eller 3, skal
Datatilsynets tilladelse indhentes pa ny, hvis der er tale om vasentlige endringer.

Afsnit VI
Uafthaengige tilsynsmyndigheder

Kapitel 10
Datatilsynet

§ 27. Datatilsynet, der bestdr af et rad og et sekretariat, forer i overensstemmelse med databeskyttel-
sesforordningens kapitel VI og VII tilsyn med enhver behandling, der omfattes af denne lov, databeskyt-
telsesforordningen og anden lovgivning, som ligger inden for databeskyttelsesforordningens rammer
for serregler om behandling af personoplysninger, jf. dog lovens kapitel 11. Datatilsynet udever sine
funktioner i fuld uathengighed.

Stk. 2. Tilsynets daglige forretninger varetages af et sekretariat, der ledes af en direkteor.

Stk. 3. Justitsministeren nedsetter Dataradet, som bestar af 1 formand, der skal vaere landsdommer cller
hgjesteretsdommer, og af 7 andre medlemmer. Erhvervsministeren og ministeren for offentlig innovation
udnaevner hver 1 af de 7 andre medlemmer omfattet af 1. pkt. Justitsministeren kan udnavne stedfortree-
dere for 5 medlemmer, og erhvervsministeren og ministeren for offentlig innovation kan udnavne hver
en af stedfortrederne. Formanden, medlemmerne og stedfortreederne for disse udnavnes for 4 &r. Der
kan ske genudpegning to gange. Udpegelsen af formand, medlemmer og stedfortraedere for disse sker pa
baggrund af disses faglige kvalifikationer.

Stk. 4. Rédet fastsetter sin forretningsorden og de nermere regler om arbejdets fordeling mellem rad og
sekretariat.

Stk. 5. Udpegelsen af formand, medlemmer og stedfortreedere for disse er betinget af, at de pdgaldende
sikkerhedsgodkendes, og at godkendelsen opretholdes i hele embedsperioden.

Stk. 6. Hvervet som formand, medlem eller stedfortraeder opherer ved udgangen af embedsperioden
eller ved frivillig fratreeden.

Stk. 7. Formanden, medlemmerne og stedfortreederne for disse kan alene afskediges i tilfzelde af
alvorligt embedsmisbrug, eller hvis disse ikke leengere opfylder betingelserne for at varetage hvervet.
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Stk. 8. Sekretariatets personale samt Dataraddets formand og medlemmer og stedfortreedere for disse kan
kun have bibeskaftigelse, 1 det omfang det er foreneligt med udevelsen af de pligter, der er knyttet til
stillingen eller hvervet.

Stk. 9. Datatilsynet reprasenterer tilsynsmyndighederne 1 Det Europaiske Databeskyttelsesrad i over-
ensstemmelse med databeskyttelsesforordningens kapitel VII, afdeling 1 og 2.

§ 28. Ved udarbejdelse af lovforslag, bekendtgerelser, cirkulerer eller lignende generelle retsforskrifter,
der har betydning for beskyttelsen af privatlivet i forbindelse med behandling af personoplysninger, skal
der indhentes en udtalelse fra Datatilsynet.

§ 29. Datatilsynet kan kreve enhver oplysning, der er af betydning for dets virksomhed, herunder til
afgerelse af, om et forhold falder ind under databeskyttelsesforordningens og lovens bestemmelser.

Stk. 2. Datatilsynets medlemmer og personale har mod beherig legitimation til enhver tid uden retsken-
delse adgang til alle lokaler, hvorfra en behandling af personoplysninger foretages. Politiet yder om
fornedent bistand hertil.

§ 30. Datatilsynets afgorelser kan ikke indbringes for anden administrativ myndighed.
Stk. 2. Datatilsynet kan indbringe spergsmdl om overtraedelser af denne lov og databeskyttelsesforord-
ningen for retten 1 den borgerlige retsplejes former.

§ 31. Er der ikke vedtaget en afgerelse om tilstreekkeligheden af beskyttelsesniveauet efter artikel 45
1 databeskyttelsesforordningen, kan Datatilsynet 1 serlige tilfelde forbyde, begrense eller suspendere
overforsel af sa@rlige kategorier af oplysninger omfattet af databeskyttelsesforordningens artikel 9, stk. 1,
til et tredjeland eller en international organisation.

§ 32. Datatilsynet kan pase, at en behandling af oplysninger, som finder sted 1 Danmark, er lovlig,
uanset at den pageldende behandling er undergivet en anden medlemsstats lovgivning. Bestemmelsen i §
29 finder tilsvarende anvendelse.

Stk. 2. Datatilsynet kan videregive oplysninger til tilsynsmyndigheder i andre medlemsstater, 1 det
omfang det er nedvendigt for at pase overholdelsen af bestemmelserne 1 denne lov, databeskyttelsesfor-
ordningen eller den pageldende medlemsstats databeskyttelseslovgivning.

§ 33. Datatilsynet kan offentliggere sine udtalelser og afgerelser. Bestemmelsen 1 § 22 finder anvendel-
se pé offentliggorelsen.

§ 34. Datatilsynet og Domstolsstyrelsen samarbejder, 1 det omfang det er nedvendigt for at opfylde
deres pligter, navnlig ved at udveksle alle relevante oplysninger.

§ 35. Justitsministeren kan fastsatte nermere regler om, at Datatilsynet og Domstolsstyrelsen har
yderligere befgjelser end dem, der er omhandlet i1 databeskyttelsesforordningens artikel 58, stk. 1, 2 og 3.

§ 36. Datatilsynet kan bestemme, at ansegninger om tilladelse efter denne lov og @ndringer heri kan
eller skal indgives pa nermere angiven made.

Stk. 2. Justitsministeren kan 1 henhold til denne lov fastsatte regler om betaling af gebyr for indgivelse
af ansegninger om tilladelser og @ndringer heri, herunder regler om gebyrets storrelse og om, at en
tilladelse ikke meddeles, for betaling er sket.

Stk. 3. Justitsministeren kan fastsette regler om betaling af gebyr efter databeskyttelsesforordningens
artikel 57, stk. 4.

Stk. 4. Justitsministeren kan fastsette regler om, at henvendelser til Datatilsynet om databeskyttelsesfor-
ordningen og loven skal foregéd digitalt. Justitsministeren kan i den forbindelse fastsatte nermere regler
om digital kommunikation, herunder om anvendelse af bestemte it-systemer, s@rlige digitale formater
og digital signatur el.lign. Justitsministeren kan endvidere fastsatte naermere regler om afvisning af
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henvendelser, der ikke indgives digitalt, og om undtagelser herfra. Justitsministeren kan endelig fastsatte
narmere regler om, hvornér en digital meddelelse anses for at veere kommet frem.

Kapitel 11

Tilsyn med domstolene

§ 37. Domstolsstyrelsen forer i overensstemmelse med databeskyttelsesforordningens kapitel VI og
VII tilsyn med behandling af oplysninger, der foretages for domstolene, nar disse ikke handler i deres
egenskab af domstol.

Stk. 2. For anden behandling af oplysninger treffes afgerelse af vedkommende ret. Afgerelsen kan
keeres til hojere ret. For sarlige domstole, hvis afgerelser ikke kan indbringes for hgjere ret, kan den
afgerelse, der er nevnt 1 1. pkt., kaeres til den landsret, 1 hvis kreds retten er beliggende. Karefristen er 4
uger, fra den dag afgerelsen er meddelt den padgaldende.

§ 38. For Domstolsstyrelsens udevelse af tilsyn 1 henhold til § 37 gelder bestemmelserne 1 §§ 29 og
34. Domstolsstyrelsens afgerelser er endelige.

Afsnit VII

Retsmidler, ansvar, sanktioner og afsluttende bestemmelser

Kapitel 12

Retsmidler, ansvar og sanktioner

§ 39. Den registrerede eller dennes repreesentant kan klage til vedkommende tilsynsmyndighed over
behandling af oplysninger vedrerende den registrerede, jf. databeskyttelsesforordningens artikel 77.

Stk. 2. Tilsynsmyndighedernes afgerelser, undladelser af at behandle en klage fra en registreret eller
manglende underretning kan af den registrerede eller dennes reprasentant indbringes for domstolene 1 den
borgerlige retsplejes former, jf. databeskyttelsesforordningens artikel 78.

Stk. 3. Den registrerede eller dennes reprasentant kan indbringe spergsmal om dataansvarliges og
databehandleres overholdelse af denne lov for domstolene i den borgerlige retsplejes former, jf. databe-
skyttelsesforordningens artikel 79.

§ 40. Enhver person, som har lidt materiel eller immateriel skade som folge af en ulovlig behandlings-
aktivitet eller enhver anden behandling i strid med denne lov og databeskyttelsesforordningen, har ret til
erstatning efter databeskyttelsesforordningens artikel 82.

§ 41. Medmindre hgjere straf er forskyldt efter den evrige lovgivning, straffes med bede eller feengsel
indtil 6 maneder den, der overtreder bestemmelserne om
1) den dataansvarliges og databehandlerens forpligtelser i henhold til databeskyttelsesforordningens
artikel 8, 11, 25-39, 42 eller 43,
2) certificeringsorganets forpligtelser 1 henhold til databeskyttelsesforordningens artikel 42 eller 43,
3) kontrolorganets forpligtelser 1 henhold til databeskyttelsesforordningens artikel 41, stk. 4,
4) de grundleggende principper for behandling, herunder betingelserne for samtykke, 1 databeskyttelses-
forordningens artikel 5-7 og 9,
5) de registreredes rettigheder 1 henhold til databeskyttelsesforordningen artikel 12-22 eller
6) overforsel af personoplysninger til en modtager 1 et tredjeland eller en international organisation i
henhold til databeskyttelsesforordningens artikel 44-49.
Stk. 2. Pa samme made straffes den, der
1) overtreder § 5, stk. 1 0g2,§6,§ 7, stk. 1-4, § 8, § 9, stk. 1 og 2, § 10, stk. 1-4, §§ 11 og 12, § 13, stk.
1-7, § 20, § 21 eller § 26, stk. 1 og 5,
2) overtreder databeskyttelsesforordningens artikel 10, medmindre forholdet er omfattet af § 8,
3) hindrer tilsynsmyndigheden i at fa adgang efter artikel 58, stk. 1,
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4) undlader at efterkomme et pabud eller en midlertidig eller definitiv begraensning af behandling eller
tilsynsmyndighedens suspension af overfersel af oplysninger 1 henhold til databeskyttelsesforordnin-
gens artikel 58, stk. 2,

5) undlader at efterkomme et pabud fra tilsynsmyndigheden som omhandlet 1 databeskyttelsesforordnin-
gens artikel 58, stk. 2,

6) undlader at efterkomme Datatilsynets krav efter § 29, stk. 1, eller § 32, stk. 1, 2. pkt., jf. § 29, stk. 1,

7) hindrer Datatilsynet i at fa adgang efter § 29, stk. 2, eller § 32, stk. 1, 2. pkt., jf. § 29, stk. 2, eller

8) 1 evrigt undlader at efterkomme Datatilsynets afgerelser efter loven eller tilsidesatter Datatilsynets
vilkér for en tilladelse 1 medfer af loven.

Stk. 3. Databeskyttelsesforordningens artikel 83, stk. 2, skal folges ved pdlaeggelse af straf efter stk. 1
og 2.

Stk. 4. Den, der overtreder § 24, straffes med bade, medmindre hgjere straf er forskyldt efter den ovrige
lovgivning.

Stk. 5. 1 regler, der udstedes 1 medfer af loven, kan der fastsattes straf af bede eller feengsel indtil 6
maneder.

Stk. 6. Der kan pélagges selskaber m.v. (juridiske personer) strafansvar efter reglerne i straffelovens
5. kapitel. Uanset straffelovens § 27, stk. 2, kan offentlige myndigheder og institutioner m.v., som er
omfattet af forvaltningslovens § 1, stk. 1 eller 2, straffes 1 anledning af overtraedelser, der begas ved
udevelse af virksomhed, der ikke svarer til eller kan sidestilles med virksomhed udevet af private.

Stk. 7. Foraldelsesfristen for overtredelse af databeskyttelsesforordningen, denne lov eller regler ud-
stedt 1 medfer af loven er 5 ar.

§ 42. Skennes en overtredelse af denne lov eller databeskyttelsesforordningen eller regler, der er
udstedt 1 medfor af loven, ikke at ville medfere hgjere straf end bede, kan Datatilsynet 1 et bedeforelaeg
tilkendegive, at sagen kan afgeres uden retssag, hvis den, der har begdet overtredelsen, erklerer sig
skyldig 1 overtraedelsen og erklerer sig rede til inden en naermere angivet frist, der efter begaering kan
forlenges, at betale en 1 badeforeleegget angivet bade.

Stk. 2. Retsplejelovens regler om krav til indholdet af et anklageskrift og om, at en sigtet ikke er
forpligtet til at udtale sig, finder tilsvarende anvendelse pa bedeforeleg.

Stk. 3. Vedtages beden, bortfalder videre forfelgning.

§ 43. Den, der driver eller er beskaftiget med virksomhed som navnt 1 § 26 eller som privat databe-
handler opbevarer personoplysninger, kan ved dom for strafbart forhold frakendes retten hertil, safremt
det udviste forhold begrunder en narliggende fare for misbrug. I gvrigt finder straftelovens § 79, stk. 3 og
4, anvendelse.

Kapitel 13

Afsluttende bestemmelser

§ 44. Vedkommende minister kan 1 sarlige tilfelde og inden for databeskyttelsesforordningens rammer
for serregler om behandling af personoplysninger efter forhandling med justitsministeren fastsette neer-
mere regler om behandlinger, som udferes for den offentlige forvaltning.

Stk. 2. Justitsministeren kan inden for databeskyttelsesforordningens rammer for saerregler om behand-
ling af personoplysninger fasts@tte nermere regler om bestemte typer af behandlinger, som udferes for
private dataansvarlige, herunder at bestemte typer oplysninger ikke mé& behandles.

§ 45. Justitsministeren kan fastsatte regler, som er nedvendige for at gennemfore de af Den Europaiske
Union udstedte beslutninger, som treffes med henblik pd gennemforelse af databeskyttelsesforordningen,
eller regler, som er nedvendige for at anvende de af Den Europziske Union udstedte retsakter pa
forordningens omréde.
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§ 46. Loven traeder 1 kraft den 25. maj 2018.
Stk. 2. Lov nr. 429 af 31. maj 2000 om behandling af personoplysninger ophaves.

§ 47. For behandlinger, hvortil der inden lovens ikrafttreden er opnaet tilladelse efter § 50, stk. 1, nr. 2,
3 0g 5,1 lov nr. 429 af 31. maj 2000 om behandling af personoplysninger som andret senest ved lov nr.
426 af 3. maj 2017, geelder tilladelsen efter denne lovs ikrafttreeden, indtil den erstattes af en ny tilladelse
efter lovens § 26, stk. 1.

§ 48. Loven galder ikke for Faereerne og Grenland.

Givet pd Amalienborg, den 23. maj 2018
Under Vor Kongelige Hénd og Segl
MARGRETHE R.

/ Seren Pape Poulsen

LOV nr 502 af 23/05/2018 13



Som bilag til loven er medtaget Europa-Parlamentets og Radets forordning nr. 679 af 27. april 2016 om beskyttelse af fysiske personer i forbindelse
med behandling af personoplysninger og om fri udveksling af sddanne oplysninger og om ophzavelse af direktiv 95/46/EF (generel forordning om databe-
skyttelse), EU-Tidende 2016, nr. L 119, side 1. Ifolge artikel 288 i EUF-traktaten gelder en forordning umiddelbart i hver medlemsstat. Gengivelsen af
forordningen i lovens bilag er saledes udelukkende begrundet i praktiske hensyn og berorer ikke forordningens umiddelbare gyldighed i Danmark.
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Bilag 1
EUROPA-PARLAMENTETS OG RADETS FORORDNING (EU) 2016/679 af 27. april 2016

om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om fri
udveksling af sidanne oplysninger og om ophzevelse af direktiv 95/46/EF (generel forordning om
databeskyttelse)

(EOQS-relevant tekst)
EUROPA-PARLAMENTET OG RADET FOR DEN EUROPAISKE UNION HAR —
under henvisning til traktaten om Den Europ@iske Unions funktionsmade, sarlig artikel 16,
under henvisning til forslag fra Europa-Kommissionen,
efter fremsendelse af udkast til lovgivningsmaessig retsakt til de nationale parlamenter,
under henvisning til udtalelse fra Det Europeiske @konomiske og Sociale Udvalg (1),
under henvisning til udtalelse fra Regionsudvalget (2),
efter den almindelige lovgivningsprocedure (3), og
ud fra felgende betragtninger:

(1)Beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger er en grundlaeggen-
de rettighed. I artikel 8, stk. 1, i Den Europaiske Unions charter om grundleggende rettigheder
(»chartret«) og 1 artikel 16, stk. 1, 1 traktaten om Den Europziske Unions funktionsmade (TEUF)
fastsettes det, at enhver har ret til beskyttelse af personoplysninger, der vedrerer den pageldende.

(2)Principperne og reglerne for beskyttelse af fysiske personer i forbindelse med behandling af deres per-
sonoplysninger ber, uanset deres nationalitet eller bopel, respektere deres grundleggende rettigheder
og frihedsrettigheder, navnlig deres ret til beskyttelse af personoplysninger. Denne forordning har til
formél at bidrage til skabelsen af et omradde med frihed, sikkerhed og retferdighed samt en skonomisk
union og til gkonomiske og sociale fremskridt, styrkelse af og konvergens mellem gkonomierne inden
for det indre marked og fysiske personers velfard.

(3)Europa-Parlamentets og Radets direktiv 95/46/EF (4) har til formal at harmonisere beskyttelsen af
fysiske personers grundleggende rettigheder og frihedsrettigheder 1 forbindelse med behandlingsakti-
viteter og at sikre den frie udveksling af personoplysninger mellem medlemsstaterne.

(4)Behandling af personoplysninger ber have til formél at tjene menneskeheden. Retten til beskyttelse af
personoplysninger er ikke en absolut ret; den skal ses i sammenhang med sin funktion 1 samfundet
og afvejes 1 forhold til andre grundlaeggende rettigheder i overensstemmelse med proportionalitetsprin-
cippet. Denne forordning overholder alle de grundleggende rettigheder og folger de frihedsrettigheder
og principper, der anerkendes i chartret som forankret i traktaterne, navnlig respekten for privatliv
og familieliv, hjem og kommunikation, beskyttelsen af personoplysninger, retten til at tenke frit, til
samvittigheds- og religionsfrihed, ytrings- og informationsfrihed, frihed til at oprette og drive egen
virksomhed, adgang til effektive retsmidler og til en retferdig rettergang og kulturel, religios og
sproglig mangfoldighed.

(5)Den gkonomiske og sociale integration, der er en folge af det indre markeds funktion, har medfert en
kraftig vaekst 1 bevagelserne af personoplysninger pa tvars af landegraenserne. Udvekslingen af per-
sonoplysninger mellem offentlige og private akterer, herunder fysiske personer, sammenslutninger og
virksomheder, 1 Unionen er steget. De nationale myndigheder 1 medlemsstaterne opfordres 1 EU-retten
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til at samarbejde og udveksle personoplysninger for at kunne varetage deres hverv og udfere opgaver
pa vegne af en myndighed i1 en anden medlemsstat.

(6)Den hastige teknologiske udvikling og globaliseringen har skabt nye udfordringer, hvad angar beskyt-
telsen af personoplysninger. Omfanget af indsamlingen og delingen af personoplysninger er steget
betydeligt. Teknologien giver bade private selskaber og offentlige myndigheder mulighed for at udnyt-
te personoplysninger 1 et hidtil uset omfang, nar de udever deres aktiviteter. Fysiske personer udbreder
1 stigende grad deres personoplysninger offentligt og globalt. Teknologien har @&ndret bidde ekonomien
og sociale aktiviteter og ber yderligere fremme den frie udveksling af personoplysninger inden for
Unionen og overforslen af oplysninger til tredjelande og internationale organisationer, samtidig med at
der sikres et hojt niveau for beskyttelse af personoplysninger.

(7)Denne udvikling kreever en sterk og mere sammenhangende databeskyttelsesramme 1 Unionen, som
understottes af effektiv handhavelse, fordi det er vigtigt at skabe den tillid, der ger det muligt,
at den digitale okonomi kan udvikle sig pd det indre marked. Fysiske personer ber have kontrol
over deres personoplysninger. Sikkerheden bdde retligt og praktisk ber styrkes for fysiske personer,
erhvervsdrivende og offentlige myndigheder.

(8)Nar denne forordning fastsatter, at der kan indferes specifikationer eller begransninger af dens regler
ved medlemsstaternes nationale ret, kan medlemsstaterne, 1 det omfang det er nedvendigt af hensyn
til sammenhengen og for at gere de nationale bestemmelser forstéelige for de personer, som de finder
anvendelse p4, indarbejde elementer af denne forordning i deres nationale ret.

(9)Milsztningerne og principperne i1 direktiv 95/46/EF er stadig gyldige, men direktivet har ikke forhin-
dret en fragmentering af gennemforelsen af databeskyttelse 1 Unionen, manglende retssikkerhed eller
en udbredt offentlig opfattelse af, at der er betydelige risici for beskyttelsen af fysiske personer,
navnlig 1 forbindelse med onlineaktivitet. Forskelle i niveauet for beskyttelsen af fysiske personers
rettigheder og frihedsrettigheder, navnlig retten til beskyttelse af personoplysninger, 1 forbindelse med
behandling af personoplysninger 1 medlemsstaterne, kan forhindre fri udveksling af personoplysninger
1 Unionen. Disse forskelle kan derfor udgere en hindring for udevelsen af en rekke ekonomiske
aktiviteter pa EU-plan, virke konkurrenceforvridende og hindre myndighederne 1 at varetage de opga-
ver, de er palagt 1 medfer af EU-retten. En sddan forskel 1 beskyttelsesniveauet skyldes forskelle 1
gennemforelsen og anvendelsen af direktiv 95/46/EF.

(10)For at sikre et ensartet og hejt niveau for beskyttelse af fysiske personer og for at fjerne hindringerne
for udveksling af personoplysninger inden for Unionen ber beskyttelsesniveauet for fysiske personers
rettigheder og frihedsrettigheder 1 forbindelse med behandling af sddanne oplysninger vere ensartet
1 alle medlemsstater. Det ber sikres, at reglerne for beskyttelse af fysiske personers grundleggende ret-
tigheder og frihedsrettigheder i1 forbindelse med behandling af personoplysninger anvendes konsekvent
og ensartet overalt 1 Unionen. I forbindelse med behandling af personoplysninger for at overholde
en retlig forpligtelse eller for at udfere en opgave i1 samfundets interesse, eller som henherer under
offentlig myndighedsudevelse, som den dataansvarlige har féet pdlagt, ber medlemsstaterne kunne
opretholde eller indfere nationale bestemmelser for yderligere at pracisere anvendelsen af denne
forordnings bestemmelser. Sammen med generel og horisontal lovgivning om databeskyttelse til gen-
nemforelse af direktiv 95/46/EF har medlemsstaterne flere sektorspecifikke love pd omrader, hvor der
er behov for mere specifikke bestemmelser. Denne forordning indeholder ogsa en mangvremargen, sé
medlemsstaterne kan pracisere reglerne heri, herunder for behandling af sarlige kategorier af person-
oplysninger (»folsomme oplysninger«). Denne forordning udelukker sdledes ikke, at medlemsstaternes
nationale ret fastlegger omstendighederne i forbindelse med specifikke databehandlingssituationer,
herunder mere precis fastlaeggelse af de forhold, hvorunder behandling af personoplysninger er lovlig.

(11)For at sikre effektiv beskyttelse af personoplysninger 1 Unionen er det nedvendigt at styrke og
pracisere de registreredes rettigheder og de forpligtelser, der padhviler dem, der behandler og traeffer
afgerelse om behandling af personoplysninger, samt at der gives tilsvarende befgjelser til at fore tilsyn
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med og sikre overholdelse af reglerne om beskyttelse af personoplysninger og indferes tilsvarende
sanktioner ved overtredelser 1 medlemsstaterne.

(12)Artikel 16, stk. 2, 1 TEUF giver Europa-Parlamentet og Radet befojelse til at fastsatte regler om
beskyttelse af fysiske personer i1 forbindelse med behandling af personoplysninger og regler om fri
udveksling af sadanne oplysninger.

(13)For at sikre et ensartet beskyttelsesniveau for fysiske personer i hele Unionen og for at hindre, at
forskelle hemmer den frie udveksling af personoplysninger pa det indre marked, er der behov for
en forordning for at skabe retssikkerhed og gennemsigtighed for erhvervsdrivende, herunder mikro-
virksomheder og smé& og mellemstore virksomheder, at give fysiske personer i alle medlemsstaterne
det samme niveau af rettigheder, som kan handhaves, og forpligtelser og ansvar for dataansvarlige
og databehandlere og at sikre konsekvent tilsyn med behandling af personoplysninger og tilsvarende
sanktioner i alle medlemsstaterne samt effektivt samarbejde mellem tilsynsmyndighederne 1 de forskel-
lige medlemsstater. Et velfungerende indre marked kraever, at den frie udveksling af personoplysninger
1 Unionen hverken indskrankes eller forbydes af grunde, der vedrerer beskyttelse af fysiske personer
1 forbindelse med behandling af personoplysninger. For at tage hensyn til den serlige situation for mi-
krovirksomheder og smé og mellemstore virksomheder indeholder denne forordning en undtagelse for
organisationer med mindre end 250 ansatte med hensyn til at fore fortegnelser. Derudover opfordres
EU-institutionerne og -organerne samt medlemsstaterne og deres tilsynsmyndigheder til at tage hensyn
til mikrovirksomheders og sma og mellemstore virksomheders sarlige behov 1 forbindelse med anven-
delsen af denne forordning. Begreberne mikrovirksomheder og sméd og mellemstore virksomheder ber
baseres pa artikel 2 1 bilaget til Kommissionens henstilling 2003/361/EF (5).

(14)Den beskyttelse, som denne forordning yder 1 forbindelse med behandling af personoplysninger, ber
finde anvendelse pa fysiske personer uanset nationalitet eller bopal. Denne forordning finder ikke
anvendelse pa behandling af personoplysninger, der vedrorer juridiske personer, navnlig virksomheder,
der er etableret som juridiske personer, herunder den juridiske persons navn, form og kontaktoplysnin-
ger.

(15)For at undgd at skabe en alvorlig risiko for omgéelse ber beskyttelsen af fysiske personer vere
teknologineutral og ikke athange af de anvendte teknikker. Beskyttelsen af fysiske personer ber
gaeelde for bade automatisk og manuel behandling af personoplysninger, hvis personoplysningerne er
indeholdt eller vil blive indeholdt 1 et register. Sagsmapper eller samlinger af sagsmapper samt deres
forsider, som ikke er struktureret efter bestemte kriterier, bor ikke vaere omfattet af denne forordnings
anvendelsesomrdde.

(16)Denne forordning finder ikke anvendelse pd spergsmal vedrerende beskyttelse af grundleggende
rettigheder og frihedsrettigheder eller fri udveksling af personoplysninger, der vedrerer aktiviteter, som
falder uden for EU-retten, sdsom aktiviteter vedrerende statens sikkerhed. Denne forordning finder
ikke anvendelse pd behandling af personoplysninger, der foretages af medlemsstaterne, nar de udferer
aktiviteter 1 forbindelse med Unionens faelles udenrigs- og sikkerhedspolitik.

(17)Europa-Parlamentets og Rédets forordning (EF) nr. 45/2001 (6) finder anvendelse pd behandling af
personoplysninger, der foretages af Unionens institutioner, organer, kontorer og agenturer. Forordning
(EF) nr. 45/2001 og andre EU-retsakter, der finder anvendelse pd sddan behandling af personoplys-
ninger, ber tilpasses til principperne og bestemmelserne fastsat 1 nervarende forordning og anvendes
1 lyset af naervaerende forordning. Med henblik pé at sikre en steerk og sammenhangende databeskyt-
telsesramme 1 Unionen ber de nedvendige tilpasninger af forordning (EF) nr. 45/2001 felge efter
vedtagelsen af narverende forordning, sdledes at de finder anvendelse samtidig med naervarende
forordning.

(18)Denne forordning geelder ikke for en fysisk persons behandling af oplysninger under en rent personlig
eller familiemassig aktivitet og séledes uden forbindelse med en erhvervsmassig eller kommerciel
aktivitet. Personlige eller familiemassige aktiviteter kan omfatte korrespondance og foring af en
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adressefortegnelse eller sociale netverksaktiviteter og onlineaktiviteter, der udeves som led 1 sddanne
aktiviteter. Denne forordning gelder dog for dataansvarlige eller databehandlere, som tilvejebringer
midlerne til behandling af personoplysninger til sddanne personlige eller familiemessige aktiviteter.

(19)Beskyttelse af fysiske personer i1 forbindelse med de kompetente myndigheders behandling af person-
oplysninger med henblik pa at forebygge, efterforske, afslare eller retsforfolge stratbare handlinger
eller fuldbyrde strafferetlige sanktioner, herunder beskyttelsen mod og forebyggelsen af trusler mod
den offentlige sikkerhed og den frie udveksling af sddanne oplysninger, er genstand for en specifik
EU-retsakt. Denne forordning ber derfor ikke galde for behandlingsaktiviteter med disse formal. Be-
handling af personoplysninger af offentlige myndigheder, som er omfattet af denne forordning, med
henblik pd disse formdl ber imidlertid vaere genstand for en mere specifik EU-retsakt, Europa-Par-
lamentets og Radets direktiv (EU) 2016/680 (7). Medlemsstater kan overdrage opgaver, der ikke
nodvendigvis foretages med henblik péd at forebygge, efterforske, afslore eller retsforfolge stratbare
handlinger eller fuldbyrde strafferetlige sanktioner, herunder beskytte mod og forebygge trusler mod
den offentlige sikkerhed, til de kompetente myndigheder som omhandlet i direktiv (EU) 2016/680,
saledes at behandling af personoplysninger til disse andre formal, for s vidt som de er omfattet af
EU-retten, falder ind under denne forordnings anvendelsesomrdde. Med hensyn til disse kompetente
myndigheders behandling af personoplysninger til formél, der er omfattet af anvendelsesomradet for
denne forordning, ber medlemsstaterne kunne opretholde eller indfere mere specifikke bestemmelser
for at tilpasse anvendelsen af reglerne i denne forordning. S&danne bestemmelser kan mere praecist
fastlegge specifikke krav til disse kompetente myndigheders behandling af personoplysninger til
disse andre formal under hensyntagen til den forfatningsmeessige, organisatoriske og administrative
struktur 1 den pdgeldende medlemsstat. Nar behandling af personoplysninger foretaget af private
organer er omfattet af denne forordnings anvendelsesomrade, ber forordningen give medlemsstaterne
mulighed for pa sarlige betingelser ved lov at begraense visse forpligtelser og rettigheder, nar en sadan
begrensning udger en nedvendig og forholdsmessig foranstaltning i et demokratisk samfund for at
sikre bestemte vigtige interesser, herunder den offentlige sikkerhed og forebyggelse, efterforskning,
afsloring eller retsforfolgning af strafbare handlinger eller fuldbyrdelse af strafferetlige sanktioner,
herunder beskyttelse mod og forebyggelse af trusler mod den offentlige sikkerhed. Dette er f.eks. rele-
vant inden for rammerne af bekaempelse af hvidvaskning af penge eller kriminaltekniske laboratoriers
aktiviteter.

(20)Selv om denne forordning bl.a. finder anvendelse pa domstoles og andre judicielle myndigheders
aktiviteter, kan EU-retten eller medlemsstaternes nationale ret pracisere, hvilke behandlingsaktiviteter
og -procedurer der finder anvendelse i1 forbindelse med domstoles og andre judicielle myndigheders
behandling af personoplysninger. Tilsynsmyndighedernes kompetence ber af hensyn til dommerstan-
dens uafhengighed under udferelsen af dens judicielle opgaver, herunder ved beslutningstagning,
ikke omfatte domstolenes behandling af personoplysninger, nar domstole handler 1 deres egenskab af
domstol. Tilsynet med sddanne databehandlingsaktiviteter ber kunne overdrages til specifikke organer
1 medlemsstatens retssystem, der navnlig ber sikre overholdelsen af reglerne 1 denne forordning, gere
dommerstanden bekendt med dens forpligtelser 1 henhold til denne forordning og behandle klager over
sadanne databehandlingsaktiviteter.

(21)Denne forordning berorer ikke anvendelsen af Europa-Parlamentets og Rédets direktiv 2000/31/EF
(8), navnlig reglerne om formidleransvar for tjenesteydere, der er fastsat i artikel 12-15 1 dette
direktiv. Direktivet har til formal at bidrage til et velfungerende indre marked ved at sikre den frie
bevagelighed for informationssamfundstjenester mellem medlemsstaterne.

(22)Enhver behandling af personoplysninger, som foretages som led i aktiviteter, der udferes for en
dataansvarlig eller en databehandler, som er etableret 1 Unionen, ber gennemfores 1 overensstemmelse
med denne forordning, uanset om selve behandlingen finder sted 1 Unionen. Etablering indebarer ef-
fektiv og faktisk udevelse af aktivitet gennem en mere permanent struktur. De pagaldende ordningers
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retlige form, hvad enten det er en filial eller et datterselskab med status som juridisk person, har ikke
afgerende betydning i denne forbindelse.

(23)For at sikre, at fysiske personer ikke unddrages den beskyttelse, som de har ret til i medfer af
denne forordning, ber behandling af personoplysninger om registrerede, der er i Unionen, som
foretages af en dataansvarlig eller en databehandler, der ikke er etableret i Unionen, vere omfattet
af denne forordning, hvis behandlingsaktiviteterne vedrerer udbud af varer eller tjenesteydelser til
saddanne registrerede, uanset om de er knyttet til en betaling. Med henblik pé at afgere, om en saddan
dataansvarlig eller databehandler udbyder varer eller tjenesteydelser til registrerede, der befinder sig i
Unionen, ber det undersoges, om det er dbenbart, at den dataansvarlige eller databehandleren pédtenker
at udbyde tjenesteydelser til registrerede 1 en eller flere EU-medlemsstater. Selv om det forhold, at
der er adgang til den dataansvarliges, databehandlerens eller en mellemmands websted 1 Unionen, til
en e-mailadresse eller til andre kontaktoplysninger, eller at der anvendes et sprog, der almindeligvis
anvendes 1 det tredjeland, hvor den dataansvarlige er etableret, 1 sig selv er utilstraekkeligt til at fastsla
en sadan hensigt, kan faktorer sdsom anvendelse af et sprog eller en valuta, der almindeligvis anvendes
1 en eller flere medlemsstater, med mulighed for at bestille varer og tjenesteydelser pa det pdgeldende
sprog eller omtale af kunder eller brugere, der befinder sig i Unionen, geore det dbenbart, at den
dataansvarlige patenker at udbyde varer eller tjenesteydelser til registrerede 1 Unionen.

(24)Behandling af personoplysninger om registrerede, der befinder sig 1 Unionen, foretaget af en data-
ansvarlig eller en databehandler, der ikke er etableret i Unionen, ber ogsd vare omfattet af denne
forordning, nir den vedrerer overvigning af sddanne registreredes adferd, sd leenge denne adfaerd
foregér inden for Unionen. For at afgere, om en behandlingsaktivitet kan betragtes som overvagning
af registreredes adferd, ber det underseges, om fysiske personer spores pa internettet, herunder mulig
efterfolgende brug af teknikker til behandling af personoplysninger, der bestdr 1 profilering af en
fysisk person, navnlig med det formal at treffe beslutninger om den pageldende eller analysere eller
forudsige den pdgeldendes praferencer, adferd og holdninger.

(25)Hvis medlemsstaternes nationale ret finder anvendelse 1 medfer af folkeretten, ber denne forordning
ogsa geelde for en dataansvarlig, der ikke er etableret i Unionen, som f.eks. ved en medlemsstats
diplomatiske eller konsulare reprasentation.

(26)Principperne for databeskyttelse ber galde for enhver information om en identificeret eller identifi-
cerbar fysisk person. Personoplysninger, der har veret genstand for pseudonymisering, og som kan
henfores til en fysisk person ved brug af supplerende oplysninger, ber anses for at vere oplysninger
om en identificerbar fysisk person. For at afgere, om en fysisk person er identificerbar, ber alle midler
tages 1 betragtning, der med rimelighed kan tenkes bragt i anvendelse af den dataansvarlige eller
en anden person til direkte eller indirekte at identificere, herunder udpege, den pagaldende. For at
fastsla, om midler med rimelighed kan taenkes bragt 1 anvendelse til at identificere en fysisk person,
ber alle objektive forhold tages 1 betragtning, sdsom omkostninger ved og tid der er nedvendig til
identifikation, under hensyntagen til den tilgengelige teknologi pa behandlingstidspunktet og den
teknologiske udvikling. Databeskyttelsesprincipperne ber derfor ikke galde for anonyme oplysninger,
dvs. oplysninger, der ikke vedrerer en identificeret eller identificerbar fysisk person, eller for person-
oplysninger, som er gjort anonyme pa en sadan made, at den registrerede ikke eller ikke lengere
kan identificeres. Denne forordning vedrerer derfor ikke behandling af sdidanne anonyme oplysninger,
herunder til statistiske eller forskningsmaessige formal.

(27)Denne forordning finder ikke anvendelse pa personoplysninger om afdede personer. Medlemsstaterne
kan fastsette regler for behandling af personoplysninger om afdede personer.

(28)Anvendelsen af pseudonymisering af personoplysninger kan mindske risikoen for de bererte registre-
rede og gore det lettere for dataansvarlige og databehandlere at opfylde deres databeskyttelsesforplig-
telser. Det er ikke tanken med den udtrykkelige indferelse af »pseudonymisering« i denne forordning
at udelukke andre databeskyttelsesforanstaltninger.
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(29)For at skabe incitamenter til anvendelse af pseudonymisering i forbindelse med behandling af
personoplysninger ber pseudonymiseringsforanstaltninger, som samtidig tillader en generel analyse,
under den samme dataansvarlige vere mulige, nar den dataansvarlige har truffet de tekniske og
organisatoriske foranstaltninger, der er nedvendige for at sikre, at denne forordning gennemfores for
sd vidt angdr den pagaldende behandling, og at yderligere oplysninger, der gor det muligt at henfore
personoplysninger til en bestemt registreret, opbevares separat. Den dataansvarlige, som behandler
personoplysningerne, ber anfore de autoriserede personer under den samme dataansvarlige.

(30)Fysiske personer kan tilknyttes onlineidentifikatorer, som tilvejebringes af deres enheder, applikatio-
ner, verktejer og protokoller, sdsom [P-adresser og cookieidentifikatorer, eller andre identifikatorer,
sasom radiofrekvensidentifikationsmarker. Dette kan efterlade spor, der, navnlig nar de kombineres
med unikke identifikatorer og andre oplysninger, som serverne modtager, kan bruges til at oprette
profiler om fysiske personer og identificere dem.

(31)Offentlige myndigheder, til hvem personoplysninger videregives i overensstemmelse med en retlig
forpligtelse 1 forbindelse med udevelsen af deres officielle hverv, sdsom skatte- og toldmyndigheder,
finansielle efterforskningsenheder, uathengige administrative myndigheder eller finansielle markeds-
myndigheder, der er ansvarlige for regulering af og tilsyn med verdipapirmarkederne, ber ikke betrag-
tes som varende modtagere, hvis de modtager personoplysninger, der er nedvendige som led i en
isoleret foresporgsel af almen interesse i overensstemmelse med EU-retten eller medlemsstaternes
nationale ret. Anmodninger om videregivelse af oplysninger sendt af offentlige myndigheder ber altid
vaere skriftlige, begrundede og lejlighedsvise og ber ikke vedrere et register som helhed eller fore
til samkering af registre. Disse offentlige myndigheders behandling af personoplysninger ber vere i
overensstemmelse med de geldende databeskyttelsesregler athengigt af formélet med behandlingen.

(32)Samtykke ber gives 1 form af en klar bekraftelse, der indeberer en frivillig, specifik, informeret og
utvetydig viljestilkendegivelse fra den registrerede, hvorved vedkommende accepterer, at personoplys-
ninger om vedkommende behandles, f.eks. ved en skriftlig erklering, herunder elektronisk, eller en
mundtlig erklering. Dette kan f.eks. foregd ved at satte kryds 1 et felt ved besog pa et websted, ved
valg af tekniske indstillinger til informationssamfundstjenester eller en anden erklaring eller handling,
der tydeligt 1 denne forbindelse tilkendegiver den registreredes accept af den foresldede behandling
af vedkommendes personoplysninger. Tavshed, forudafkrydsede felter eller inaktivitet ber derfor ikke
udgere samtykke. Samtykke ber daekke alle behandlingsaktiviteter, der udferes til det eller de samme
forméal. Nér behandling tjener flere formdl, ber der gives samtykke til dem alle. Hvis den registreredes
samtykke skal gives efter en elektronisk anmodning, skal anmodningen vare klar, kortfattet og ikke
unedigt forstyrre brugen af den tjeneste, som samtykke gives til.

(33)Det er ofte ikke muligt fuldt ud at fastlegge formalet med behandling af personoplysninger til
videnskabelige forskningsformadl, nar oplysninger indsamles. De registrerede ber derfor kunne give
deres samtykke til bestemte videnskabelige forskningsomrader, nar dette er i overensstemmelse med
anerkendte etiske standarder for videnskabelig forskning. Registrerede ber have mulighed for kun at
give deres samtykke til bestemte forskningsomrédder eller dele af forskningsprojekter i det omfang, det
tilsigtede formal tillader det.

(34)Genetiske data ber defineres som personoplysninger vedrerende en fysisk persons arvede eller
erhvervede genetiske karakteristika, som foreligger efter en analyse af en biologisk preve fra den
pagaeldende fysiske person, navnlig en analyse pa kromosomniveau, af deoxyribonukleinsyre (DNA)
eller af ribonukleinsyre (RNA), eller efter en analyse af et andet element til indhentning af lignende
oplysninger.

(35)Helbredsoplysninger ber omfatte alle personoplysninger om den registreredes helbredstilstand, som
giver oplysninger om den registreredes tidligere, nuvaerende eller fremtidige fysiske eller mentale
helbredstilstand. Dette omfatter oplysninger om den fysiske person indsamlet i lebet af registreringen
af denne med henblik pa eller under levering af sundhedsydelser, jf. Europa-Parlamentets og Radets
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direktiv 2011/24/EU (9), til den fysiske person; et nummer, symbol eller sarligt maerke, der tildeles
en fysisk person for entydigt at identificere den fysiske person til sundhedsformal; oplysninger, der
hidrerer fra prover eller undersogelser af en legemsdel eller legemlig substans, herunder fra genetiske
data og biologiske prever; og enhver oplysning om f.eks. en sygdom, et handicap, en sygdomsrisiko,
en sygehistorie, en sundhedsfaglig behandling eller den registreredes fysiologiske eller biomedicinske
tilstand uafhangigt af kilden hertil, f.eks. fra en laege eller anden sundhedsperson, et hospital, medi-
cinsk udstyr eller in vitro-diagnostik.

(36)En dataansvarligs hovedvirksomhed 1 Unionen ber vare stedet for dennes centrale administration 1
Unionen, medmindre der treffes beslutninger vedrerende formél og hjelpemidler 1 forbindelse med
behandling af personoplysninger et andet sted 1 Unionen, hvor den dataansvarlige er etableret; 1 dette
tilfeelde ber dette andet sted anses for at vare hovedvirksomheden. En dataansvarligs hovedvirksom-
hed 1 Unionen bor fastlegges ud fra objektive kriterier og ber indebare effektiv og faktisk udevelse
af ledelsesaktiviteter, der fastlegger de vigtigste beslutninger om behandlingsformal og -hjelpemid-
ler gennem en mere permanent struktur. Dette kriterium ber ikke afhange af, om behandling af
personoplysninger foretages pa dette sted. Det forhold, at der findes og anvendes tekniske midler og
teknologi til behandling af personoplysninger eller behandlingsaktiviteter, medferer ikke 1 sig selv,
at der er etableret en hovedvirksomhed, og er derfor ikke afgerende for kriteriet om hovedvirksom-
hed. Databehandlerens hovedvirksomhed ber vare stedet for den pageldendes centrale administration
1 Unionen, eller hvis databehandleren ikke har nogen central administration 1 Unionen, det sted, hvor
hovedbehandlingsaktiviteterne foregar 1 Unionen. I tilfelde, der involverer bidde den dataansvarlige
og databehandleren, ber den kompetente ledende tilsynsmyndighed fortsat vaere tilsynsmyndigheden
1 den medlemsstat, hvor den dataansvarlige har sin hovedvirksomhed, men databehandlerens tilsyns-
myndighed ber anses for at vare en berort tilsynsmyndighed, og denne tilsynsmyndighed ber deltage
1 den samarbejdsprocedure, der er fastsat i denne forordning. Under alle omstaendigheder ber tilsyns-
myndighederne i1 den eller de medlemsstater, hvor databehandleren har en eller flere etableringer, ikke
anses for at vare berorte tilsynsmyndigheder, nér et udkast til afgerelse kun vedrerer den dataansvar-
lige. Foretages behandlingen af en koncern, ber den kontrollerende virksomheds hovedvirksomhed
anses for at vaere koncernens hovedvirksomhed, medmindre formal og hjelpemidler fastlegges af en
anden virksomhed.

(37)En koncern ber omfatte en virksomhed, der udever kontrol, og de af denne kontrollerede virksom-
heder, hvor den kontrollerende virksomhed ber vaere den virksomhed, der kan udeve bestemmende
indflydelse pa de ovrige virksomheder, f.eks. 1 kraft af ejendomsret, finansiel deltagelse eller de regler,
den er underlagt, eller befgjelsen til at f& gennemfort regler om beskyttelse af personoplysninger. En
virksomhed, der udever kontrol med behandlingen af personoplysninger i de virksomheder, der er
knyttet til den, ber sammen med disse virksomheder anses som en koncern.

(38)Born ber nyde sazrlig beskyttelse af deres personoplysninger, eftersom de ofte er mindre bevidste om
de pageldende risici, konsekvenser og garantier og deres rettigheder for sd vidt angar behandling af
personoplysninger. En sddan sa&rlig beskyttelse ber navnlig gaeelde for brug af berns personoplysninger
med henblik pd markedsforing eller til at oprette personligheds- eller brugerprofiler og indsamling af
personoplysninger vedrerende bern, nir de anvender tjenester, der tilbydes direkte til et barn. Samtyk-
ke fra indehaveren af foreldremyndigheden er ikke nedvendigt, nar det drejer sig om forebyggende
eller radgivende tjenester, der tilbydes direkte til et barn.

(39)Enhver behandling af personoplysninger ber vere lovlig og rimelig. Det ber vare gennemsigtigt
for de pageldende fysiske personer, at personoplysninger, der vedrerer dem, indsamles, anvendes,
tilgés eller pa anden vis behandles, og 1 hvilket omfang personoplysningerne behandles eller vil blive
behandlet. Princippet om gennemsigtighed tilsiger, at enhver information og kommunikation vedreren-
de behandling af disse personoplysninger er lettilgeengelig og letforstdelig, og at der benyttes et klart
og enkelt sprog. Dette princip vedrerer navnlig oplysningen til de registrerede om den dataansvarliges
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identitet og formélene med den pdgeldende behandling samt yderligere oplysninger for at sikre en
rimelig og gennemsigtig behandling for de berorte fysiske personer og deres ret til at {4 bekraftelse
og meddelelse om de personoplysninger vedrerende dem, der behandles. Fysiske personer ber geres
bekendt med risici, regler, garantier og rettigheder 1 forbindelse med behandling af personoplysninger
og med, hvordan de skal udeve deres rettigheder 1 forbindelse med en sddan behandling. Iser ber
de specifikke formél med behandlingen af personoplysninger veere udtrykkelige og legitime og fast-
lagt, ndr personoplysningerne indsamles. Personoplysningerne ber vere tilstrekkelige, relevante og
begrenset til, hvad der er nedvendigt 1 forhold til formédlene med deres behandling. Dette krever
navnlig, at det sikres, at perioden for opbevaring af personoplysningerne ikke er laengere end strengt
nedvendigt. Personoplysninger bor kun behandles, hvis formalet med behandlingen ikke med rimelig-
hed kan opfyldes pd anden made. For at sikre, at personoplysninger ikke opbevares 1 leengere tid end
nodvendigt, ber den dataansvarlige indfere tidsfrister for sletning eller periodisk gennemgang. Der
ber treeffes enhver rimelig foranstaltning for at sikre, at personoplysninger, som er urigtige, berigtiges
eller slettes. Personoplysninger ber behandles pd en made, der garanterer tilstrekkelig sikkerhed og
fortrolighed, herunder for at hindre uautoriseret adgang til eller anvendelse af personoplysninger eller
af det udstyr, der anvendes til behandlingen.

(40)For at behandling kan betragtes som lovlig, ber personoplysninger behandles pd grundlag af den
registreredes samtykke eller et andet legitimt grundlag, der er fastlagt ved lov enten i denne forordning
eller i anden EU-ret eller 1 medlemsstaternes nationale ret, som omhandlet i denne forordning, herun-
der nar det er nadvendigt for overholdelse af de retlige forpligtelser, som pahviler den dataansvarlige,
eller behovet for opfyldelse af en kontrakt, som den registrerede er part i, eller af hensyn til foranstalt-
ninger, der treffes pa dennes anmodning forud for indgaelse af en sddan kontrakt.

(41)Nar denne forordning henviser til et retsgrundlag eller en lovgivningsmassig foranstaltning, kraver
det ikke nedvendigvis en lov, der er vedtaget af et parlament, med forbehold for krav i henhold til
den forfatningsmeessige orden 1 den pageldende medlemsstat. Et sadant retsgrundlag eller en sddan
lovgivningsmessig foranstaltning ber imidlertid vaere klar(t) og precis(t), og anvendelse heraf ber
vaere forudsigelig for personer, der er omfattet af dets/dens anvendelsesomrade, jf. retspraksis fra Den
Europziske Unions Domstol (»Domstolen«) og Den Europaiske Menneskerettighedsdomstol.

(42)Hvis behandling er baseret pa den registreredes samtykke, ber den dataansvarlige kunne pévise, at
den registrerede har givet samtykke til behandlingen. Navnlig i forbindelse med skriftlige erklaringer
om andre forhold ber garantier sikre, at den registrerede er bekendt med, at og i hvilket omfang
der er givet samtykke. I overensstemmelse med Rédets direktiv 93/13/EQF (10) ber der stilles en
samtykkeerklering udformet af den dataansvarlige til radighed 1 en letforstaelig og lettilgeengelig form
og 1 et klart og enkelt sprog, og den ber ikke indeholde urimelige vilkér. For at sikre, at samtykket
er informeret, ber den registrerede som minimum vare bekendt med den dataansvarliges identitet og
formélene med den behandling, som personoplysningerne skal bruges til. Samtykke ber ikke anses for
at vaere givet frivilligt, hvis den registrerede ikke har et reelt eller frit valg eller ikke kan afvise eller
tilbagetraekke sit samtykke, uden at det er til skade for den pagaldende.

(43)Med henblik pa at sikre, at der frivilligt er givet samtykke, beor samtykke ikke udgere et gyldigt
retsgrundlag for behandling af personoplysninger 1 et specifikt tilfelde, hvis der er en klar skaevhed
mellem den registrerede og den dataansvarlige, navnlig hvis den dataansvarlige er en offentlig myn-
dighed, og det derfor er usandsynligt, at samtykket er givet frivilligt under hensyntagen til alle de
omstendigheder, der kendetegner den specifikke situation. Samtykke formodes ikke at vere givet
frivilligt, hvis det ikke er muligt at give sarskilt samtykke til forskellige behandlingsaktiviteter vedre-
rende personoplysninger, selv om det er hensigtsmaessigt 1 det enkelte tilfeelde, eller hvis opfyldelsen af
en kontrakt, herunder ydelsen af en tjeneste, gores athengig af samtykke, selv om et sddant samtykke
ikke er nedvendigt for dennes opfyldelse.
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(44)Behandling ber anses for lovlig, nar den er nedvendig 1 forbindelse med en kontrakt eller en pataenkt
indgaelse af en kontrakt.

(45)Hvis behandling foretages i overensstemmelse med en retlig forpligtelse, som pahviler den dataan-
svarlige, eller hvis behandling er nodvendig for at udfere en opgave i samfundets interesse, eller
som henherer under offentlig myndighedsudevelse, ber behandlingen have retsgrundlag i EU-retten
eller medlemsstaternes nationale ret. Denne forordning indeberer ikke, at der kreves en specifik
lov til hver enkelt behandling. Det kan veare tilstrekkeligt med en lov som grundlag for adskillige
databehandlingsaktiviteter, som baseres pa en retlig forpligtelse, som pahviler den dataansvarlige, eller
hvis behandling er nedvendig for at udfere en opgave 1 samfundets interesse, eller som henherer under
offentlig myndighedsudevelse. Det bor ogsd henhere under EU-retten eller medlemsstaternes nationale
ret at fastlegge formélet med behandlingen. Endvidere kan dette retsgrundlag pracisere denne forord-
nings generelle betingelser for lovlig behandling af personoplysninger og narmere pracisere, hvem
den dataansvarlige er, hvilken type personoplysninger der skal behandles, de berorte registrerede,
hvilke enheder personoplysningerne kan videregives til, formélsbegransninger, opbevaringsperiode
og andre foranstaltninger til at sikre lovlig og rimelig behandling. Det ber ligeledes henhere under
EU-retten eller medlemsstaternes nationale ret at afgere, om den dataansvarlige, der udferer en opgave
1 samfundets interesse eller 1 forbindelse med offentlig myndighedsudevelse, skal vare en offentlig
myndighed eller en anden fysisk eller juridisk person, der er omfattet af offentlig ret, eller, hvis
dette er i samfundets interesse, herunder sundhedsformal, sdsom folkesundhed og social sikring samt
forvaltning af sundhedsydelser, af privatret som f.eks. en erhvervssammenslutning.

(46)Behandling af personoplysninger, der er nedvendig for at beskytte et hensyn af fundamental betyd-
ning for den registreredes eller en anden fysisk persons liv, ber ligeledes anses for lovlig. Behandling
af personoplysninger pa grundlag af en anden fysisk persons vitale interesser ber 1 princippet kun finde
sted, hvis behandlingen tydeligvis ikke kan baseres pa et andet retsgrundlag. Nogle typer behandling
kan tjene bade vigtige samfundsmeessige interesser og den registreredes vitale interesser, f.eks. nar be-
handling er nedvendig af humanitaere rsager, herunder med henblik pa at overvige epidemier og deres
spredning eller 1 humanitere nedsituationer, navnlig 1 tilfelde af naturkatastrofer og menneskeskabte
katastrofer.

(47)En dataansvarligs legitime interesser, herunder en dataansvarlig, som personoplysninger kan videregi-
ves til, eller en tredjemands legitime interesser kan udgere et retsgrundlag for behandling, medmindre
den registreredes interesser eller grundleggende rettigheder og frihedsrettigheder gér forud herfor
under hensyntagen til registreredes rimelige forventninger pa grundlag af deres forhold til den dataan-
svarlige. For eksempel kan der foreligge sddanne legitime interesser, nar der er et relevant og passende
forhold mellem den registrerede og den dataansvarlige, f.eks. hvis den registrerede er kunde hos eller
gor tjeneste under den dataansvarlige. I alle tilfelde kraever tilstedevarelsen af en legitim interesse en
ngje vurdering, herunder af, om en registreret pd tidspunktet for og i forbindelse med indsamling af
personoplysninger med rimelighed kan forvente, at behandling med dette formél kan finde sted. Den
registreredes interesser og grundlaeggende rettigheder kan navnlig g& forud for den dataansvarliges
interesser, hvis personoplysninger behandles under omstendigheder, hvor registrerede ikke med rime-
lighed forventer viderebehandling. Eftersom det er op til lovgiver ved lov at fastsatte retsgrundlaget
for offentlige myndigheders behandling af personoplysninger, ber dette retsgrundlag ikke gelde for
behandling, som offentlige myndigheder foretager som led i udferelsen af deres opgaver. Behandling
af personoplysninger, der er strengt nedvendig for at forebygge svig, udger ogsé en legitim interesse
for den berorte dataansvarlige. Behandling af personoplysninger til direkte markedsfering kan anses
for at vaere foretaget 1 en legitim interesse.

(48)Dataansvarlige, der indgar i en koncern eller institutioner, som er tilknyttet et centralt organ, kan have
en legitim interesse 1 at videregive personoplysninger inden for koncernen til interne administrative
formal, herunder behandling af kunders eller medarbejderes personoplysninger. De generelle princip-
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per for overforsler af personoplysninger inden for en koncern til en virksomhed i et tredjeland forbliver
uzndrede.

(49)Behandling af personoplysninger 1 det omfang, det er strengt nedvendigt og forholdsmaessigt for
at sikre net- og informationssikkerhed, dvs. et nets eller et informationssystems evne til pd et givet
sikkerhedsniveau at kunne modstéd utilsigtede handelser eller ulovlige eller ondsindede handlinger,
som kompromitterer tilgengeligheden, autenticiteten, integriteten og fortroligheden af opbevarede
eller transmitterede personoplysninger, og sikkerheden ved hermed forbundne tjenester udbudt af
eller tilgengelige via sadanne net og systemer, der foretages af offentlige myndigheder, Computer
Emergency Response Teams (CERT er), Computer Security Incident Response Teams (CSIRT er),
udbydere af elektroniske kommunikationsnet og -tjenester og udbydere af sikkerhedsteknologier og
-tjenester, udger en legitim interesse for den berorte dataansvarlige. Behandlingen kan f.eks. have
til formal at hindre uautoriseret adgang til elektroniske kommunikationsnet, distribution af ondsindet
kode, standsning af overbelastningsangreb (»denial of service«-angreb) og beskadigelser af computer-
systemer og elektroniske kommunikationssystemer.

(50)Behandling af personoplysninger til andre forméal end de forméal, som personoplysningerne oprindelig
blev indsamlet til, ber kun tillades, hvis behandlingen er forenelig med de formél, som personoplys-
ningerne oprindelig blev indsamlet til. I dette tilfeelde kreeves der ikke andet retsgrundlag end det,
der begrundede indsamlingen af personoplysningerne. Hvis behandling er nedvendig for at udfere
en opgave 1 samfundets interesse eller henhearer under offentlig myndighedsudevelse, som den dataan-
svarlige har fiet pélagt, kan EU-retten eller medlemsstaternes nationale ret fastsatte og praecisere de
opgaver og formal, hvortil det ber vare foreneligt og lovligt at foretage viderebehandling. Viderebe-
handling til arkivformal 1 samfundets interesse, til videnskabelige eller historiske forskningsformal el-
ler til statistiske formdl ber anses for at vaere forenelige lovlige behandlingsaktiviteter. Retsgrundlaget
1 EU-retten eller medlemsstaternes nationale ret for behandling af personoplysninger kan ogsa udgere
et retsgrundlag for viderebehandling. For at fastsla, om et formal med viderebehandling er foreneligt
med det formél, som personoplysningerne oprindelig blev indsamlet til, ber den dataansvarlige efter
at have opfyldt alle kravene til lovlighed af den oprindelige behandling bl.a. tage hensyn til enhver
forbindelse mellem disse formal og formalet med den patenkte viderebehandling, den sammenhang,
som personoplysningerne er blevet indsamlet i, navnlig de registreredes rimelige forventninger til den
videre anvendelse heraf pa grundlag af deres forhold til den dataansvarlige, personoplysningernes art,
konsekvenserne af den pédtaenkte viderebehandling for de registrerede og tilstedeverelse af fornedne
garantier 1 forbindelse med badde de oprindelige og de patenkte yderligere behandlingsaktiviteter. Nér
den registrerede har givet samtykke, eller behandlingen er baseret pd EU-retten eller medlemsstaternes
nationale ret, som udger en nedvendig og forholdsmassig foranstaltning 1 et demokratisk samfund
med henblik pa at beskytte navnlig vigtige mélsatninger af generel samfundsinteresse, ber den data-
ansvarlige kunne viderebehandle personoplysningerne uathangigt af formélenes forenelighed. Under
alle omstaendigheder ber de principper, der fastsettes i denne forordning, og navnlig information
til den registrerede om disse andre formédl og om vedkommendes rettigheder, herunder retten til
at gore indsigelse, sikres. Hvis den dataansvarlige pdviser mulige strafbare handlinger eller trusler
mod den offentlige sikkerhed og videresender de relevante personoplysninger i enkelte eller flere
sager, der vedreorer den samme strafbare handling eller trusler mod den offentlige sikkerhed, til en
kompetent myndighed, ber det anses som varende 1 den dataansvarliges legitime interesse. En sddan
videresendelse 1 den dataansvarliges legitime interesse eller viderebehandling af personoplysninger ber
forbydes, hvis behandlingen krenker en retlig eller anden bindende tavshedspligt.

(51)Personoplysninger, der 1 kraft af deres karakter er serligt folsomme 1 forhold til grundleggende
rettigheder og frihedsrettigheder, ber nyde specifik beskyttelse, da sammenh@ngen for behandling
af dem kan indebeare betydelige risici for grundleggende rettigheder og frihedsrettigheder. Disse
personoplysninger ber omfatte personoplysninger om race eller etnisk oprindelse, idet anvendelsen af
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udtrykket »race« 1 denne forordning ikke betyder, at Unionen accepterer teorier, der soger at fastsla,
at der findes forskellige menneskeracer. Behandling af fotografier ber ikke systematisk anses for at
vare behandling af serlige kategorier af personoplysninger, eftersom de kun vil vere omfattet af defi-
nitionen af biometriske data, nir de behandles ved en specifik teknisk fremgangsmade, der muligger
entydig identifikation eller autentifikation af en fysisk person. S&ddanne personoplysninger ber ikke
behandles, medmindre behandling er tilladt i specifikke tilfeelde, der er fastsat i denne forordning,
under hensyntagen til at medlemsstaternes nationale ret kan fastsette specifikke bestemmelser om
databeskyttelse for at tilpasse anvendelsen af reglerne i denne forordning med henblik pa overholdelse
af en retlig forpligtelse eller udferelse af en opgave 1 samfundets interesse eller henherende under
offentlig myndighedsudevelse, som den dataansvarlige har fiet palagt. Foruden de specifikke krav til
sddan behandling ber de generelle principper og andre regler i denne forordning finde anvendelse,
navnlig for s vidt angdr betingelserne for lovlig behandling. Der ber udtrykkelig gives mulighed for
undtagelser fra det generelle forbud mod behandling af sddanne serlige kategorier af personoplysnin-
ger, bl.a. hvis den registrerede giver sit udtrykkelige samtykke eller for si vidt angar specifikke behov,
navnlig hvis behandling foretages 1 forbindelse med visse sammenslutningers eller stiftelsers legitime
aktiviteter, hvis formal er at muliggere udevelse af grundleeggende frihedsrettigheder.

(52)Der ber ogsd gives mulighed for at fravige forbuddet mod at behandle sarlige kategorier af person-
oplysninger, nar det er fastsat 1 EU-retten eller medlemsstaternes nationale ret og er omfattet af de
fornedne garantier, séledes at personoplysninger og andre grundleggende rettigheder beskyttes, hvis
dette er 1 samfundets interesse, navnlig behandling af personoplysninger inden for ansattelsesret,
socialret, herunder pensioner og med henblik pa sundhedssikkerhed, overvagning og varsling, forebyg-
gelse eller kontrol af overferbare sygdomme og andre alvorlige trusler mod sundheden. En sddan
fravigelse kan ske til sundhedsformal, herunder folkesundhed og forvaltning af sundhedsydelser, isaer
for at sikre kvaliteten og omkostningseffektiviteten af de procedurer, der anvendes til afregning i
forbindelse med ydelser og tjenester inden for sygesikringsordninger, eller til arkivformal i samfundets
interesse, til videnskabelige eller historiske forskningsformal eller til statistiske formal. En fravigelse
ber desuden gere det muligt at behandle sddanne personoplysninger, hvis det er nedvendigt, for at
retskrav kan fastslas, gores geldende eller forsvares, uanset om det er 1 forbindelse med en retssag
eller en administrativ eller udenretslig procedure.

(53)Sarlige kategorier af personoplysninger, som ber nyde hgjere beskyttelse, ber kun behandles til
sundhedsmaessige formal, ndr det er nedvendigt for at opfylde disse formadl til gavn for fysiske person-
er og samfundet som helhed, navnlig i1 forbindelse med forvaltning af sundheds- eller socialydelser
og -systemer, herunder administrationens og centrale nationale sundhedsmyndigheders behandling af
sadanne oplysninger med henblik pa kvalitetskontrol, ledelsesinformation og det generelle nationale
og lokale tilsyn med sundheds- eller socialsystemet, og for at sikre kontinuitet inden for sundheds-
eller socialforsorg og sundhedsydelser pa tvaers af grenserne eller med henblik pa sundhedssikkerhed,
overvagning og varsling eller til arkivformal i samfundets interesse, til videnskabelige eller historiske
forskningsformal eller til statistiske formél baseret pa EU-retten eller medlemsstaternes nationale ret,
og som skal opfylde et formél af offentlig interesse, samt studier, der foretages 1 samfundets interes-
se pa folkesundhedsomradet. Denne forordning ber derfor fastsatte harmoniserede betingelser for
behandling af sarlige kategorier af personoplysninger om helbredsforhold for sé vidt angar specifikke
behov, navnlig hvis behandlingen af sddanne oplysninger foretages til visse sundhedsmassige formaél
af personer, der er underlagt tavshedspligt. EU-retten eller medlemsstaternes nationale ret ber omfatte
specifikke og passende foranstaltninger til at beskytte fysiske personers grundleggende rettigheder og
personoplysninger. Medlemsstaterne ber kunne opretholde eller indfere yderligere betingelser, herun-
der begraensninger, for behandling af genetiske data, biometriske data eller helbredsoplysninger. Dette
ber dog ikke h&mme den frie udveksling af personoplysninger i Unionen, nér disse betingelser finder
anvendelse pa grenseoverskridende behandling af sdidanne oplysninger.
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(54)Behandling af sazrlige kategorier af personoplysninger kan vare nedvendig af hensyn til samfundsin-
teresser hvad angar folkesundhed uden den registreredes samtykke. En siddan behandling ber vare
underlagt passende og specifikke foranstaltninger med henblik pa at beskytte fysiske personers rettig-
heder og frihedsrettigheder. I denne sammenhang fortolkes »folkesundhed« som defineret i Europa-
Parlamentets og Ridets forordning (EF) nr. 1338/2008 (11), dvs. alle elementer vedrerende sundhed,
nemlig helbredstilstand, herunder sygelighed og invaliditet, determinanter med en indvirkning pa hel-
bredstilstanden, behov for sundhedspleje, ressourcer tildelt sundhedsplejen, ydelse af og almen adgang
til sundhedspleje, udgifter til og finansiering af sundhedspleje samt dedsdrsager. Sddan behandling af
helbredsoplysninger af hensyn til samfundsinteresser ber ikke medfere, at tredjemand sasom arbejds-
givere eller forsikringsselskaber og pengeinstitutter behandler personoplysninger til andre formal.

(55)Oftentlige myndigheders behandling af personoplysninger med henblik pa at forfelge officielt aner-
kendte religiose sammenslutningers mélsatninger, der er fastsat ved forfatningsretten eller ved folke-
retten, foretages ogsa 1 samfundets interesse.

(56)Hvis det 1 forbindelse med aftholdelse af valg 1 en medlemsstat er nedvendigt, for at det demokratiske
system kan fungere, at politiske partier indsamler personoplysninger om enkeltpersoners politiske
holdninger, kan behandling af sddanne oplysninger tillades af hensyn til varetagelsen af samfundsinte-
resser, sdfremt fornedne garantier er etableret.

(57)Hvis de personoplysninger, der behandles af en dataansvarlig, ikke seatter den dataansvarlige 1
stand til at identificere en fysisk person, ber den dataansvarlige ikke vaere forpligtet til at indhente
yderligere oplysninger for at identificere den registrerede udelukkende med det formal at overholde
bestemmelserne 1 denne forordning. Den dataansvarlige ber dog ikke nagte at tage imod yderligere
oplysninger fra den registrerede, som han eller hun giver med henblik pd udevelsen af sine rettig-
heder. Identifikation ber omfatte digital identifikation af en registreret, for eksempel gennem en
autentifikationsmekanisme, sdsom de samme legitimationsoplysninger, som den registrerede anvender
til at logge pa den onlinetjeneste, der tilbydes af den dataansvarlige.

(58)Princippet om gennemsigtighed kraver, at enhver oplysning, som er rettet til offentligheden eller
den registrerede, er kortfattet, lettilgeengelig og letforstdelig, og at der benyttes et klart og enkelt
sprog og endvidere, hvis det er passende, visualisering. Sddanne oplysninger kan gores tilgengelige
1 elektronisk form, f.eks. nar de er rettet mod offentligheden, via et websted. Dette er isar relevant i
situationer, hvor den hastige vakst 1 antallet af akterer og den anvendte teknologis kompleksitet gor
det vanskeligt for den registrerede at vide og forsta, om, af hvem og til hvilket formél der indsamles
personoplysninger om vedkommende, sasom 1 forbindelse med annoncering pa internettet. Eftersom
bern ber nyde sarlig beskyttelse, ber alle oplysninger og meddelelser, hvis behandling er rettet mod et
barn, vaere 1 et sd klart og enkelt sprog, at et barn let kan forstd dem.

(59)Der ber fastsaettes nermere regler, som kan lette udevelsen af de registreredes rettigheder 1 henhold
til denne forordning, herunder mekanismer til at anmode om og i givet fald opnd navnlig gratis
indsigt 1 og berigtigelse eller sletning af personoplysninger og udevelsen af retten til indsigelse. Den
dataansvarlige ber ogsa give mulighed for elektroniske anmodninger, navnlig hvis personoplysninger
behandles elektronisk. Den dataansvarlige ber vare forpligtet til at besvare sddanne anmodninger
fra en registreret uden unedig forsinkelse og senest inden for en méned og begrunde det, hvis
vedkommende ikke agter at imedekomme sédanne anmodninger.

(60)Principperne om rimelig og gennemsigtig behandling kraver, at den registrerede informeres om
behandlingsaktiviteters eksistens og deres formal. Den dataansvarlige ber give den registrerede even-
tuelle yderligere oplysninger, der er nedvendige for at sikre en rimelig og gennemsigtig behandling,
under hensyntagen til de specifikke omstendigheder og forhold, som personoplysningerne behandles
under. Den registrerede ber desuden informeres om tilstedevarelse af profilering og konsekvenserne
heraf. Hvis personoplysninger indsamles fra den registrerede, beor den registrerede ogsa informeres
om, hvorvidt den pagaldende er forpligtet til at meddele personoplysningerne, og om konsekvenserne,
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hvis vedkommende ikke meddeler sddanne oplysninger. Denne information kan gives sammen med
standardiserede ikoner med henblik pé at give et meningsfuldt overblik over den planlagte behandling
pa en klart synlig, letleeselig og letforstdelig made. Hvis ikonerne presenteres elektronisk, ber de vare
maskinlasbare.

(61)Oplysninger om behandling af personoplysninger ber gives til den registrerede pa tidspunktet for
indsamlingen fra den registrerede, eller hvis personoplysningerne indhentes fra en anden kilde, inden
for en rimelig periode athaengigt af de konkrete omstendigheder. Hvis personoplysninger lovligt kan
videregives til en anden modtager, ber den registrerede informeres, nar personoplysningerne forste
gang videregives til modtageren. Hvis den dataansvarlige agter at behandle personoplysningerne til et
andet formdl end det, hvortil de er indsamlet, ber den dataansvarlige forud for denne viderebehandling
give den registrerede oplysninger om dette andet formdl og andre nedvendige oplysninger. Hvis den
registrerede ikke kan informeres om personoplysningernes oprindelse, fordi der er anvendt forskellige
kilder, ber der gives generelle oplysninger.

(62)Det er imidlertid ikke nedvendigt at palegge forpligtelsen til at give information, hvis den registrere-
de allerede er bekendt med oplysningerne, hvis registrering eller videregivelse af personoplysningerne
udtrykkelig er fastsat ved lov, eller hvis det viser sig at vaere umuligt eller vil kreeve en uforholdsmaes-
sigt stor indsats at underrette den registrerede. Sidstnavnte kan navnlig vare tilfeldet i forbindelse
med behandling til arkivformél i samfundets interesse, til videnskabelige eller historiske forskningsfor-
mal eller til statistiske formdl. I denne forbindelse ber der tages hensyn til antallet af registrerede,
oplysningernes alder og eventuelle fornedne garantier, der er stillet.

(63)En registreret ber have ret til indsigt 1 personoplysninger, der er indsamlet om vedkommende, og til
let og med rimelige mellemrum at udeve denne ret med henblik pa at forvisse sig om og kontrollere
en behandlings lovlighed. Dette omfatter registreredes ret til indsigt 1 deres helbredsoplysninger, f.eks.
data 1 deres leegejournaler om diagnoser, undersggelsesresultater, laegelige vurderinger samt enhver
behandling og ethvert indgreb, der er foretaget. Enhver registreret bor derfor have ret til at kende og
blive underrettet om navnlig de formal, hvortil personoplysningerne behandles, om muligt perioden,
hvor personoplysningerne behandles, modtagerne af personoplysningerne, logikken der ligger bag en
automatisk behandling af personoplysninger, og om konsekvenserne af sidan behandling, i hvert fald
ndr den er baseret pd profilering. Hvis det er muligt, ber den dataansvarlige kunne give fjernadgang til
et sikkert system, der giver den registrerede direkte adgang til vedkommendes personoplysninger. Den-
ne ret bor ikke kraenke andres rettigheder eller frihedsrettigheder, herunder forretningshemmeligheder
eller intellektuel ejendomsret, navnlig den ophavsret, som programmerne er beskyttet af. Denne vur-
dering ber dog ikke resultere 1 en afvisning af at give al information til den registrerede. Hvis den
dataansvarlige behandler en stor mengde oplysninger om den registrerede, ber den dataansvarlige
kunne anmode om, at den registrerede, inden informationen gives, praciserer den information eller de
behandlingsaktiviteter, som anmodningen vedrorer.

(64)Den dataansvarlige ber traefte alle rimelige foranstaltninger for at bekraefte identiteten af en registre-
ret, som anmoder om indsigt, navnlig i forbindelse med onlinetjenester og onlineidentifikatorer. En
dataansvarlig ber ikke opbevare personoplysninger alene for at kunne reagere pd mulige anmodninger.

(65)En registreret ber have ret til at fi berigtiget sine personoplysninger og »ret til at blive glemt,
hvis opbevaringen af sddanne oplysninger overtreeder denne forordning eller EU-ret eller medlemssta-
ternes nationale ret, som den dataansvarlige er underlagt. En registreret ber navnlig have ret til at
fa sine personoplysninger slettet og ikke leengere behandlet, hvis personoplysningerne ikke lengere
er ngdvendige til de formal, hvortil de er blevet indsamlet eller pd anden mdde behandlet, hvis en
registreret har trukket sit samtykke tilbage eller gor indsigelse mod behandling af personoplysninger
om vedkommende, eller hvis behandlingen af vedkommendes personoplysninger 1 evrigt ikke er 1
overensstemmelse med denne forordning. Denne ret er navnlig relevant, nér den registrerede har givet
sit samtykke som barn og ikke er fuldt ud var bekendt med risiciene i forbindelse med behandling, og
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senere onsker at fjerne sddanne personoplysninger, s@rligt pd internettet. Den registrerede ber kunne
udeve denne rettighed, uanset om vedkommende ikke laengere er et barn. Yderligere opbevaring af
personoplysningerne ber dog vere lovlig, hvis det er nedvendigt for at udeve retten til ytrings- og
informationsfrihed, for at overholde en retlig forpligtelse, for udferelsen af en opgave i samfundets
interesse eller som henherer under offentlig myndighedsudevelse, som den dataansvarlige har faet pa-
lagt, af hensyn til samfundsinteresser pa folkesundhedsomrédet, til arkivformaél i samfundets interesse,
til videnskabelige eller historiske forskningsformaél eller statistiske formaél, eller for at retskrav kan
fastleegges, gores gaeldende eller forsvares.

(66)For at styrke retten til at blive glemt 1 onlinemiljoet ber retten til sletning udvides, sd en dataansvarlig,
der har offentliggjort personoplysninger, forpligtes til at underrette de dataansvarlige, der behandler
sadanne personoplysninger, med henblik pa at fa slettet alle link til, kopier af eller gengivelser af disse
personoplysninger. I den forbindelse ber den dataansvarlige tage rimelige skridt under hensyntagen
til den tilgengelige teknologi og de midler, som den dataansvarlige har til sin rddighed, herunder
tekniske foranstaltninger, til at informere de dataansvarlige, der behandler personoplysningerne, om
den registreredes anmodning.

(67)Metoder til at begraense behandlingen af personoplysninger kan bl.a. omfatte, at udvalgte oplysninger
midlertidig flyttes til et andet behandlingssystem, at udvalgte personoplysninger geres utilgengelige
for brugere, eller at offentliggjorte oplysninger midlertidig fjernes fra et websted. I automatiske regi-
stre bar begraensning af behandling 1 princippet sikres ved hjelp af tekniske midler pa en sdidan made,
at personoplysningerne ikke kan viderebehandles og ikke kan @ndres. Det forhold, at behandling af
personoplysninger er begraenset, ber angives tydeligt i systemet.

(68)For at give den registrerede aget kontrol over sine personoplysninger ber vedkommende, nér behand-
ling af personoplysninger foretages automatisk, ogsd kunne modtage personoplysninger vedrerende
vedkommende, som vedkommende har givet til en dataansvarlig, i et struktureret, almindeligt anvendt,
maskinlesbart og indbyrdes kompatibelt format og kunne transmittere dem til en anden dataansvar-
lig. Dataansvarlige ber opfordres til at udvikle indbyrdes kompatible formater, der muligger dataport-
abilitet. Denne ret bor galde, hvis den registrerede har givet personoplysningerne pa grundlag af sit
samtykke, eller hvis behandlingen er nedvendig for opfyldelsen af en kontrakt. Den ber ikke gelde,
hvis behandlingen er baseret pa et andet retsgrundlag end samtykke eller kontrakt. Denne ret ber pa
grund af selve sin karakter ikke udeves over for dataansvarlige, der behandler personoplysninger under
udovelsen af deres offentlige opgaver. Derfor ber den ikke galde, hvis behandlingen af personoplys-
ninger er ngdvendig for at overholde en retlig forpligtelse, som pahviler den dataansvarlige, eller for
at udfere en opgave i samfundets interesse eller som henherer under offentlig myndighedsudevelse,
som den dataansvarlige har faet palagt. Den registreredes ret til at transmittere eller modtage personop-
lysninger vedrerende vedkommende ber ikke skabe en forpligtelse for dataansvarlige til at indfere
eller opretholde behandlingssystemer, som er teknisk kompatible. Safremt et set personoplysninger
vedrerer mere end én registreret, ber retten til at modtage personoplysningerne ikke berere andre
registreredes rettigheder og frihedsrettigheder 1 overensstemmelse med denne forordning. Denne ret
ber endvidere ikke bereore den registreredes ret til at {4 slettet personoplysninger og begraensningerne 1
denne ret som fastsat i denne forordning og ber navnlig ikke indebare, at personoplysninger, som den
registrerede har givet til opfyldelse af en kontrakt, slettes, 1 det omfang og sa laenge personoplysninger-
ne er ngdvendige for opfyldelse af kontrakten. Hvis det er teknisk muligt, ber den registrerede have ret
til at fa personoplysningerne transmitteret direkte fra en dataansvarlig til en anden.

(69)Hvis personoplysninger kan behandles lovligt, fordi behandling er nedvendig for at udfere en opgave
1 samfundets interesse eller som henherer under offentlig myndighedsudevelse, som den dataansvarli-
ge har féet pélagt, eller af hensyn til en dataansvarligs eller en tredjemands legitime interesse, ber
en registreret ikke desto mindre have ret til at gore indsigelse mod behandling af personoplysninger
pa baggrund af den pageldendes s@rlige situation. Det ber vere op til den dataansvarlige at pavise,
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at dennes vegtige legitime interesse har forrang for den registreredes interesser eller grundleggende
rettigheder og frihedsrettigheder.

(70)Hvis personoplysninger behandles med henblik pa direkte markedsfoering, ber den registrerede til
enhver tid have ret til gratis at gore indsigelse mod en sddan behandling, herunder profilering, 1 det
omfang den vedrerer direkte marketing, uanset om det drejer sig om indledende behandling eller
viderebehandling. Den registrerede ber udtrykkelig gores opmarksom pa denne ret, og oplysningerne
ber gives klart og adskilt fra alle andre oplysninger.

(71)Den registrerede ber have ret til ikke at blive gjort til genstand for en afgerelse, der kan omfatte
en foranstaltning, som evaluerer personlige forhold vedrerende vedkommende, og som alene bygger
pa automatisk behandling, og som har retsvirkning eller som pa tilsvarende vis betydeligt pavirker
den pageldende, sdsom et automatisk afslag pd en onlineansggning om kredit eller e-rekrutteringspro-
cedurer uden nogen menneskelig indgriben. En sddan behandling omfatter »profilering«, der bestér
af enhver form for automatisk behandling af personoplysninger, der evaluerer de personlige forhold
vedrerende en fysisk person, navnlig for at analysere eller forudsige forhold vedrerende den registrere-
des arbejdsindsats, skonomisk situation, helbred, personlige praferencer eller interesser, palidelighed
eller adferd eller geografiske position eller bevagelser, nar den har retsvirkning for den pageldende
eller pé tilsvarende vis betydeligt pavirker den pigeldende. Afgerelser baseret pd en sddan behand-
ling, herunder profilering, ber dog vere tilladt, ndr EU-ret eller medlemsstaternes nationale ret, som
den dataansvarlige er underlagt, udtrykkelig tillader det, herunder med henblik pd overvagning og
forebyggelse af svig og skatteunddragelse i1 overensstemmelse med EU-institutionernes eller nationale
tilsynsmyndigheders forskrifter, standarder og henstillinger og for at garantere sikkerheden og pélide-
ligheden af en tjeneste, der ydes af den dataansvarlige, eller hvis det er nedvendigt for indgéelse eller
opfyldelse af en kontrakt mellem den registrerede og en dataansvarlig, eller nar den registrerede har
givet sit udtrykkelige samtykke. En sddan behandling ber under alle omstendigheder vere omfattet
af de fornedne garantier, herunder specifik underretning af den registrerede og retten til menneskelig
indgriben, til at fremkomme med synspunkter, til at f4 en forklaring pa den afgerelse, der er truffet
efter en sddan evaluering, og til at bestride afgerelsen. En sddan foranstaltning ber ikke omfatte et
barn. For at sikre en rimelig og gennemsigtig behandling for sa vidt angar den registrerede under
hensyntagen til de specifikke omstendigheder og forhold, som personoplysningerne behandles under,
ber den dataansvarlige anvende passende matematiske eller statistiske procedurer til profileringen,
gennemfore tekniske og organisatoriske foranstaltninger, der navnlig kan sikre, at faktorer, der re-
sulterer 1 ungjagtige personoplysninger, bliver rettet, og at risikoen for fejl minimeres, samt sikre
personoplysninger pd en méde, der tager hgjde for de potentielle risici for den registreredes interesser
og rettigheder, og som hindrer bl.a. forskelsbehandling af fysiske personer pd grund af race eller
etnisk oprindelse, politisk, religios eller filosofisk overbevisning, fagforeningsmaessigt tilhersforhold,
genetisk status eller helbredstilstand eller seksuel orientering, eller som resulterer i1 foranstaltninger,
der har en siddan virkning. Automatiske afgerelser og profilering baseret pa sarlige kategorier af
personoplysninger ber kun tillades under sarlige omstaendigheder.

(72)Profilering er omfattet af reglerne i1 denne forordning vedrerende behandlingen af personoplysninger,
sasom retsgrundlaget for behandling og databeskyttelsesprincipper. Det Europaiske Databeskyttelses-
rad oprettet ved denne forordning (»Databeskyttelsesrddet«) ber kunne udstede retningslinjer 1 denne
forbindelse.

(73)Specifikke principper og retten til oplysninger, indsigt i og berigtigelse eller sletning af personoplys-
ninger, retten til dataportabilitet, retten til indsigelse, afgerelser baseret pd profilering og meddelelse af
et brud pa persondatasikkerheden til en registreret og visse tilknyttede forpligtelser for de dataansvarli-
ge kan begraenses af EU-retten eller medlemsstaternes nationale ret, for s vidt det er nedvendigt og
forholdsmassigt 1 et demokratisk samfund af hensyn til den offentlige sikkerhed, herunder beskyttelse
af menneskeliv, is@r som reaktion pa naturkatastrofer eller menneskeskabte katastrofer, forebyggelse,
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efterforskning og retsforfolgning af strafbare handlinger eller fuldbyrdelse af strafferetlige sanktioner,
herunder beskyttelse mod og forebyggelse af trusler mod den offentlige sikkerhed, eller brud péa de
etiske regler for lovregulerede erhverv, andre af Unionens eller en medlemsstats samfundsinteresser,
navnlig Unionens eller en medlemsstats vigtige ekonomiske eller finansielle interesser, foring af
offentlige registre i offentlighedens interesse, viderebehandling af arkiverede personoplysninger for
at tilvejebringe specifikke oplysninger om politisk adferd under tidligere totaliteere regimer eller
beskyttelse af den registrerede eller andres rettigheder og frihedsrettigheder, herunder social sikring,
folkesundhed og humanitere forméal. En sddan begraensning ber vere 1 overensstemmelse med kravene
1 chartret og i den europaiske konvention til beskyttelse af menneskerettigheder og grundleggende
frihedsrettigheder.

(74)Der ber fastsettes bestemmelser om den dataansvarliges ansvar, herunder erstatningsansvar, for
enhver behandling af personoplysninger, der foretages af den dataansvarlige eller pa den dataansvar-
liges vegne. Den dataansvarlige ber navnlig have pligt til at gennemfore passende og effektive
foranstaltninger og til at pavise, at behandlingsaktiviteter overholder denne forordning, herunder foran-
staltningernes effektivitet. Disse foranstaltninger ber tage hegjde for behandlingens karakter, omfang,
sammenheng og formal og risikoen for fysiske personers rettigheder og frihedsrettigheder.

(75)Risiciene for fysiske personers rettigheder og frihedsrettigheder, af varierende sandsynlighed og
alvor, kan opstd som folge af behandling af personoplysninger, der kan fore til fysisk, materiel eller
immateriel skade, navnlig hvis behandlingen kan give anledning til forskelsbehandling, identitetstyveri
eller -svig, finansielle tab, skade pd omdemme, tab af fortrolighed for personoplysninger, der er omfat-
tet af tavshedspligt, uautoriseret ophavelse af pseudonymisering eller andre betydelige okonomiske el-
ler sociale konsekvenser; hvis de registrerede kan blive berovet deres rettigheder og frihedsrettigheder
eller forhindret 1 at udeve kontrol med deres personoplysninger; hvis der behandles personoplysninger,
der viser race eller etnisk oprindelse, politisk, religios eller filosofisk overbevisning, fagforeningsmaes-
sigt tilhersforhold, og behandling af genetiske data, helbredsoplysninger eller oplysninger om seksu-
elle forhold eller straffedomme og lovovertredelser eller tilknyttede sikkerhedsforanstaltninger; hvis
personlige forhold evalueres, navnlig analyse eller forudsigelse af forhold vedrerende indsats pa
arbejdspladsen, ekonomisk situation, helbred, personlige praferencer eller interesser, palidelighed eller
adferd eller geografisk position eller bevagelser, med henblik pa at oprette eller anvende personlige
profiler; hvis der behandles personoplysninger om sarbare fysiske personer, navnlig bern; eller hvis
behandlingen omfatter en stor mangde personoplysninger og berarer et stort antal registrerede.

(76)Risikoens sandsynlighed og alvor for s& vidt angar den registreredes rettigheder og frihedsrettigheder
ber bestemmes med henvisning til behandlingens karakter, omfang, sammenhang og formél. Risikoen
ber evalueres pd grundlag af en objektiv vurdering, hvorved det fastslds, om databehandlingsaktiviteter
indebarer en risiko eller en hgj risiko.

(77)Retningslinjer til den dataansvarlige eller databehandleren om implementering af passende foranstalt-
ninger og for pavisning af vedkommendes overholdelse af denne forordning, navnlig for sa vidt angér
identificering af risikoen 1 forbindelse med behandlingen, deres vurdering med hensyn til risikoens
oprindelse, karakter, sandsynlighed og alvor og om identificering af bedste praksis med henblik pé at
begranse denne risiko, kan opstilles, navnlig gennem godkendte adferdskodekser, godkendte certifice-
ringer, retningslinjer fra Databeskyttelsesrddet eller en databeskyttelsesrddgivers anvisninger. Databe-
skyttelsesradet kan ogsa opstille retningslinjer for behandlingsaktiviteter, som anses for sandsynligvis
ikke at medfere en hgj risiko for fysiske personers rettigheder og frihedsrettigheder, og give anvisnin-
ger for, hvilke foranstaltninger der kan vere tilstrekkelige 1 disse tilfelde for at athjelpe en sddan
risiko.

(78)Beskyttelse af fysiske personers rettigheder og frihedsrettigheder 1 forbindelse med behandling af per-
sonoplysninger kreever, at der traeffes passende tekniske og organisatoriske foranstaltninger for at sikre,
at denne forordnings krav opfyldes. For at kunne pévise overholdelse af denne forordning ber den
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dataansvarlige vedtage interne politikker og gennemfore foranstaltninger, som isar lever op til princip-
perne om databeskyttelse gennem design og databeskyttelse gennem standardindstillinger. Sddanne
foranstaltninger kan bl.a. besta 1 minimering af behandlingen af personoplysninger, pseudonymisering
af personoplysninger sd hurtigt som muligt og gennemsigtighed for sa vidt angédr personoplysningers
funktion og behandling, sdledes at den registrerede kan overvage databehandlingen, og den dataan-
svarlige kan tilvejebringe og forbedre sikkerhedselementer. Nar producenter af produkter, tjenester
og applikationer udvikler, designer, udvelger og bruger applikationer, tjenester og produkter, der er
baseret pd behandling af personoplysninger eller behandler personoplysninger, for at udfere deres
opgaver, bor de tilskyndes til at tage hgjde for retten til databeskyttelse 1 forbindelse med udvikling og
design af sddanne produkter, tjenester og applikationer og til under beherig hensyntagen til det aktuelle
tekniske niveau at serge for, at de dataansvarlige og databehandlerne er 1 stand til at opfylde deres
databeskyttelsesforpligtelser. Der ber ogsa tages hensyn til principperne om databeskyttelse gennem
design og databeskyttelse gennem standardindstillinger 1 forbindelse med offentlige udbud.

(79)Beskyttelse af registreredes rettigheder og frihedsrettigheder samt de dataansvarliges og databehand-
lernes ansvar, herunder erstatningsansvar, ogsa i forbindelse med tilsynsmyndighedernes kontrol og
foranstaltninger, kraever en klar fordeling af ansvarsomraderne 1 medfer af denne forordning, herunder
nar en dataansvarlig fastlegger formélene med og hjelpemidlerne til behandling sammen med andre
dataansvarlige, eller nar en behandlingsaktivitet foretages pa vegne af en dataansvarlig.

(80)Hvis en dataansvarlig eller en databehandler, som ikke er etableret i Unionen, behandler personoplys-
ninger om registrerede, der er i Unionen, og hvis behandlingsaktiviteter vedrerer udbud af varer eller
tjenesteydelser til sddanne registrerede 1 Unionen, uanset om betaling fra de registrerede er pakravet,
eller overvagning af deres adfard, hvis adferden finder sted i Unionen, ber den dataansvarlige
eller databehandleren udpege en reprasentant, medmindre behandlingen er lejlighedsvis, ikke 1 stort
omfang indebarer behandling af sarlige kategorier af personoplysninger eller behandlingen af person-
oplysninger vedrerende straffedomme og lovovertredelser, og sandsynligvis ikke indeberer en risiko
for fysiske personers rettigheder og frihedsrettigheder under hensyntagen til behandlingens karakter,
sammenheng, omfang og formal, eller hvis den dataansvarlige er en offentlig myndighed eller et
offentligt organ. Reprasentanten ber handle pd den dataansvarliges eller databehandlerens vegne og
kan kontaktes af enhver tilsynsmyndighed. Representanten ber udtrykkelig udpeges ved et skriftligt
mandat fra den dataansvarlige eller fra databehandleren til at handle pa dennes vegne for sd vidt
angar dennes forpligtelser 1 henhold til denne forordning. Udpegelsen af en sddan reprasentant bergrer
ikke den dataansvarliges eller databehandlerens ansvar, herunder erstatningsansvar, i henhold til denne
forordning. En sddan reprasentant ber udfere sine opgaver i overensstemmelse med mandatet fra den
dataansvarlige eller databehandleren, herunder samarbejde med de kompetente tilsynsmyndigheder
med hensyn til enhver foranstaltning, der traeffes for at sikre overholdelse af denne forordning. Den
udpegede repraesentant ber vare underlagt hindhavelsesforanstaltninger 1 tilfelde af manglende over-
holdelse fra den dataansvarliges eller databehandlerens side.

(81)Med henblik pa at sikre overholdelse af kravene i denne forordning i1 forbindelse med behandling,
der foretages af en databehandler pd vegne af den dataansvarlige, ndr databehandleren overdrages
behandlingsaktiviteter, ber den dataansvarlige udelukkende benytte sig af databehandlere, der giver
tilstreekkelige garantier, navnlig i form af ekspertise, palidelighed og ressourcer, for implementering af
tekniske og organisatoriske foranstaltninger, der opfylder kravene i denne forordning, herunder med
hensyn til behandlingssikkerhed. Databehandlerens overholdelse af en godkendt adfaerdskodeks eller
en godkendt certificeringsmekanisme kan bruges som et element til at pavise, at den dataansvarlige
overholder sine forpligtelser. Bestemmelserne om behandling ved en databehandler ber fastsattes 1
en kontrakt eller et andet retligt dokument 1 henhold til EU-retten eller medlemsstaternes nationale
ret, der binder databehandleren til den dataansvarlige, og hvori behandlingens genstand og varighed,
behandlingens karakter og formal, typen af personoplysninger og kategorierne af registrerede er
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fastsat, idet der tages hensyn til databehandleres specifikke opgaver og ansvar i forbindelse med den
behandling, der skal foretages, og risikoen for den registreredes rettigheder og frihedsrettigheder. Den
dataansvarlige og databehandleren kan valge at anvende en individuel kontrakt eller standardkontrakt-
bestemmelser, der er vedtaget enten direkte af Kommissionen eller af en tilsynsmyndighed 1 henhold
til sammenh@ngsmekanismen og derefter vedtaget af Kommissionen. Databehandleren ber efter den
dataansvarliges valg tilbagelevere eller slette de pagaeldende personoplysninger efter afslutning af den
behandling, der er foretaget pa vegne af den dataansvarlige, medmindre der er et krav om at opbevare
personoplysningerne i EU-ret eller medlemsstaternes nationale ret, som databehandleren er underlagt.

(82)For at pavise overholdelse af denne forordning ber den dataansvarlige eller databehandleren fore
fortegnelser over behandlingsaktiviteter under sit ansvar. Hver dataansvarlig og databehandler ber
have pligt til at samarbejde med tilsynsmyndigheden og efter anmodning stille disse fortegnelser til réa-
dighed for tilsynsmyndigheden, s de kan bruges til at fore tilsyn med sddanne behandlingsaktiviteter.

(83)For at opretholde sikkerheden og hindre behandling i strid med denne forordning ber den dataan-
svarlige eller databehandleren vurdere de risici, som en behandling indeberer, og gennemfore foran-
staltninger, der kan begraense disse risici, som f.eks. kryptering. Disse foranstaltninger ber under
hensyntagen til det aktuelle tekniske niveau og implementeringsomkostningerne sikre et tilstreekkeligt
sikkerhedsniveau, herunder fortrolighed, i forhold til risiciene og karakteren af de personoplysninger,
der skal beskyttes. Ved vurderingen af datasikkerhedsrisikoen ber der tages hensyn til de risici, som
behandling af personoplysninger indebarer, sdsom handelig eller ulovlig tilintetgorelse, tab, @ndring
eller uautoriseret videregivelse af eller adgang til personoplysninger, der er transmitteret, opbevaret
eller pd anden made behandlet, og som navnlig kan fore til fysisk, materiel eller immateriel skade.

(84)For at fremme overholdelse af denne forordning ber den dataansvarlige, hvor behandlingsaktiviteter
sandsynligvis indebzrer en hgj risiko for fysiske personers rettigheder og frihedsrettigheder, have
ansvaret for at foretage en konsekvensanalyse vedrerende databeskyttelse for navnlig at vurdere denne
risikos oprindelse, karakter, seregenhed og alvor. Resultatet af analysen ber tages i1 betragtning, nar der
skal traeffes passende foranstaltninger med henblik pa at pavise, at behandlingen af personoplysninger-
ne overholder denne forordning. Hvis det fremgéar af en konsekvensanalyse vedrarende databeskyttel-
se, at behandlingsaktiviteter indebarer en hgj risiko, som den dataansvarlige ikke kan begranse ved
passende foranstaltninger med hensyn til tilgengelig teknologi og gennemferelsesomkostninger, ber
tilsynsmyndigheden heres forud for behandlingen.

(85)Et brud pa persondatasikkerheden kan, hvis det ikke hindteres pa en passende og rettidig made,
pafore fysiske personer fysisk, materiel eller immateriel skade, sdsom tab af kontrol over deres per-
sonoplysninger eller begraensning af deres rettigheder, forskelsbehandling, identitetstyveri eller -svig,
finansielle tab, uautoriseret ophavelse af pseudonymisering, skade pd omdemme, tab af fortrolighed
for oplysninger, der er omfattet af tavshedspligt, eller andre betydelige ekonomiske eller sociale
konsekvenser for den berorte fysiske person. S& snart den dataansvarlige bliver bekendt med, at der
er sket et brud pa persondatasikkerheden, ber vedkommende derfor anmelde bruddet pa persondatasik-
kerheden til den kompetente tilsynsmyndighed uden unedig forsinkelse og om muligt senest 72 timer
efter, at denne er blevet bekendt med det, medmindre den dataansvarlige i overensstemmelse med
ansvarlighedsprincippet kan pévise, at bruddet pd persondatasikkerheden sandsynligvis ikke indebarer
risiko for fysiske personers rettigheder eller frihedsrettigheder. Hvis en sddan anmeldelse ikke kan ske
inden for 72 timer, ber den ledsages af en begrundelse for forsinkelsen, og oplysningerne kan indgives
trinvis uden unedig yderligere forsinkelse.

(86)Den dataansvarlige ber underrette den registrerede om et brud pé persondatasikkerheden uden unedig
forsinkelse, ndr dette brud pa persondatasikkerheden sandsynligvis vil indebare en hgj risiko for den
fysiske persons rettigheder og frihedsrettigheder, med henblik pé at give vedkommende mulighed for
at treeffe de fornedne forholdsregler. Underretningen ber beskrive karakteren af bruddet pa persondata-
sikkerheden og indeholde anbefalinger til den berorte fysiske person med henblik pé at begraense de
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mulige skadevirkninger. Sddanne underretninger til registrerede ber gives, sa snart det med rimelighed
er muligt og 1 teet samarbejde med tilsynsmyndigheden, i overensstemmelse med retningslinjer, der er
udstukket af denne eller af andre relevante myndigheder, sdsom de retshandhavende myndigheder. Ek-
sempelvis kraever behovet for at begrense en umiddelbar risiko for skade omgaende underretning af
registrerede, mens behovet for at gennemfore passende foranstaltninger mod fortsatte eller lignende
brud pa persondatasikkerheden kan begrunde en leengere frist for underretning.

(87)Det ber undersoges, om alle passende teknologiske beskyttelsesforanstaltninger og organisatoriske
foranstaltninger er blevet gennemfort, for omgaende at kunne fastsld, om et brud pé persondatasikker-
heden har fundet sted, og for straks at kunne informere tilsynsmyndigheden og den registrerede. Om
anmeldelsen fandt sted uden unedig forsinkelse ber fastslds, under sarlig hensyntagen til karakteren
og alvoren af bruddet pé persondatasikkerheden og dets konsekvenser og skadevirkninger for den
registrerede. En sddan anmeldelse kan fore til indgriben fra tilsynsmyndigheden 1 overensstemmelse
med dens opgaver og befojelser 1 henhold til denne forordning.

(88)Nar der fastsettes naermere regler for, hvilket format og hvilke procedurer der skal anvendes ved
anmeldelse af brud pé persondatasikkerheden, ber der tages hensyn til omstendighederne ved det
pagaeldende brud, herunder om personoplysningerne var beskyttet med passende tekniske beskyttelses-
foranstaltninger, der effektivt begraenser sandsynligheden for identitetssvig eller andre former for mis-
brug. Sddanne regler og procedurer ber endvidere tage hensyn til de retshdndhavende myndigheders
legitime interesser, da en tidlig videregivelse unedigt kan ha&mme undersogelsen af omstendighederne
ved et brud pa persondatasikkerheden.

(89)Ved direktiv 95/46/EF blev der fastsat en generel forpligtelse til at anmelde behandlingen af person-
oplysninger til tilsynsmyndighederne. Denne forpligtelse medferte en administrativ og finansiel byrde,
men den bidrog ikke i alle tilfeelde til at forbedre beskyttelsen af personoplysninger. En sddan vilkarlig
og generel anmeldelsespligt bor derfor afskaffes og erstattes med effektive procedurer og mekanismer,
som 1 stedet fokuserer pd de typer behandlingsaktiviteter, der sandsynligvis vil indebare en hgj risiko
for fysiske personers rettigheder og frihedsrettigheder 1 medfer af deres karakter, omfang, sammen-
haeng og formal. Sddanne typer behandlingsaktiviteter kan vere aktiviteter, der navnlig indebarer brug
af ny teknologi, eller aktiviteter som er af en ny slags, og hvor den dataansvarlige endnu ikke har
foretaget en konsekvensanalyse vedrerende databeskyttelse, eller hvor de er blevet nedvendige pé
grund af den tid, der er géet siden den oprindelige behandling.

(90)I sadanne tilfelde ber den dataansvarlige inden behandlingen foretage en konsekvensanalyse ved-
rorende databeskyttelse med henblik pd at vurdere den hgje risikos specifikke sandsynlighed og
alvor under hensyntagen til behandlingens karakter, omfang, sammenhang og formal samt risikokil-
derne. Konsekvensanalysen ber navnlig omfatte de foranstaltninger, garantier og mekanismer, der er
planlagt til begraensning af denne risiko, til sikring af beskyttelsen af personoplysninger og pavisning
af overholdelse af denne forordning.

(91)Dette er isar relevant 1 forbindelse med omfattende behandlingsaktiviteter til behandling af meget
store mangder personoplysninger pa regionalt, nationalt eller overnationalt plan, der kan berere mange
registrerede, og som sandsynligvis vil indebare en hgj risiko, f.eks. pd grund af behandlingsaktivite-
ternes folsomhed, hvis der 1 overensstemmelse med det opndede niveau af teknologisk viden sker
omfattende brug af ny teknologi, samt i forbindelse med andre behandlingsaktiviteter, der indebarer
en hej risiko for registreredes rettigheder og frihedsrettigheder, navnlig hvis disse aktiviteter gor det
vanskeligere for registrerede at udeve deres rettigheder. Der ber ogsa foretages en konsekvensanalyse
vedrerende databeskyttelse, hvis personoplysninger behandles med det formdl at treeffe afgerelser
vedrerende specifikke fysiske personer efter en systematisk og omfattende vurdering af personlige
forhold vedrerende fysiske personer baseret pa profilering af disse oplysninger eller efter behandling
af sarlige kategorier af personoplysninger, biometriske data eller oplysninger om straffedomme og
lovovertraedelser eller tilknyttede sikkerhedsforanstaltninger. En konsekvensanalyse vedrerende data-
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beskyttelse er ligeledes pdkraevet ved omfattende overvagning af offentligt tilgengelige omrader,
navnlig ved brug af optoelektronisk udstyr, eller ved alle andre aktiviteter, hvor den kompetente
tilsynsmyndighed mener, at den pagaeldende behandling sandsynligvis indebarer en hgj risiko for
registreredes rettigheder og frihedsrettigheder, navnlig fordi den hindrer registrerede i1 at udeve en
rettighed eller gore brug af en tjeneste eller en kontrakt, eller fordi den foretages pd systematisk og
omfattende vis. Behandling af personoplysninger ber ikke anses for at vaere omfattende, hvis der er
tale om en laeges, sundhedspersonales eller en advokats behandling af personoplysninger om patienter
eller klienter. I sddanne tilfelde ber en konsekvensanalyse vedrerende databeskyttelse ikke vere
obligatorisk.

(92)Der kan vere tilfelde, hvor det kan vare rimeligt og ekonomisk at foretage en konsekvensanalyse
vedrerende databeskyttelse, som omfatter mere end ét enkelt projekt, f.eks. hvis offentlige myndighe-
der eller organer har planer om at indfere en falles applikation eller behandlingsplatform, eller hvis
flere dataansvarlige planlegger at indfere en falles applikation eller behandlingsplatform pé tvaers af
en industrisektor eller et industrisegment eller for en udbredt horisontal aktivitet.

(93)I forbindelse med vedtagelsen af national lovgivning 1 medlemsstaterne, der udger grundlaget for
en offentlig myndigheds eller et offentligt organs udferelse af opgaver, og som regulerer den eller de
pagaeldende specifikke behandlingsaktiviteter, kan medlemsstaterne vurdere, at en sddan analyse skal
foretages inden behandlingsaktiviteterne.

(94)Safremt en konsekvensanalyse vedrerende databeskyttelse viser, at en behandling uden garantier,
sikkerhedsforanstaltninger og mekanismer til at begrense risikoen vil fore til en hej risiko for fysiske
personers rettigheder og frihedsrettigheder, og den dataansvarlige mener, at risikoen ikke kan begraen-
ses gennem rimelige midler for sd vidt angar tilgengelig teknologi og gennemforelsesomkostninger,
ber tilsynsmyndigheden heres inden indledning af behandlingsaktiviteterne. En séddan hej risiko vil
sandsynligvis vare en folge af visse typer behandling og omfanget og hyppigheden af behandlingen,
der ogsé kan fore til skade for eller indgreb 1 fysiske personers rettigheder og frihedsrettigheder. Til-
synsmyndigheden ber reagere pa en heringsanmodning inden for et fastsat tidsrum. Tilsynsmyndighe-
dens manglende reaktion inden for dette tidsrum ber dog ikke berore tilsynsmyndighedens mulighed
for at gribe ind 1 overensstemmelse med dens opgaver og befgjelser 1 henhold til denne forordning,
herunder befojelsen til at forbyde behandlingsaktiviteter. Som led i denne heringsproces kan resultatet
af en konsekvensanalyse vedrerende databeskyttelse, der foretages for den pégaldende behandling,
foreleegges tilsynsmyndigheden, navnlig de foranstaltninger, der patenkes for at begranse risikoen for
fysiske personers rettigheder og frihedsrettigheder.

(95)Databehandleren ber bistd den dataansvarlige, nar det er nedvendigt og efter anmodning, med at
sikre overholdelse af de forpligtelser, der udspringer af foretagelse af konsekvensanalyser vedrerende
databeskyttelse og forudgéende hering af tilsynsmyndigheden.

(96)Tilsynsmyndigheden ber ligeledes heres som led i udarbejdelsen af lovgivning eller regulerende
foranstaltninger, som omhandler behandling af personoplysninger, med henblik pd at sikre, at den
planlagte behandling overholder denne forordning, og navnlig for at begranse risiciene for den regi-
strerede.

(97)Hvis behandling foretages af en offentlig myndighed, bortset fra domstole eller andre uathangige
judicielle myndigheder, nar de handler 1 deres egenskab af domstol, hvis behandling 1 den private
sektor foretages af en dataansvarlig, hvis kerneaktiviteter bestar i behandlingsaktiviteter, som kraver
regelmaessig og systematisk overvagning af de registrerede i stort omfang, eller hvis den dataansvarli-
ges eller databehandlerens kerneaktiviteter bestar af behandling 1 stort omfang af serlige kategorier af
oplysninger og oplysninger vedrerende straffedomme og lovovertredelser, ber en person med eksperti-
se 1 databeskyttelsesret og -praksis bista den dataansvarlige eller databehandleren med at overvige den
interne overholdelse af denne forordning. I den private sektor vedrerer en dataansvarligs kerneaktivi-
teter vedkommendes hovedaktiviteter og ikke behandling af personoplysninger som biaktivitet. Den
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nedvendige ekspertise ber navnlig fastlegges 1 henhold til de databehandlingsaktiviteter, der foretages,
og den beskyttelse de personoplysninger, som den dataansvarlige eller databehandleren behandler,
kreever. Sddanne databeskyttelsesrddgivere ber, uanset om de er ansat hos den dataansvarlige eller ej,
veere 1 stand til at udeve deres hverv pé uathangig vis.

(98)Sammenslutninger eller andre organer, der reprasenterer kategorier af dataansvarlige eller databe-
handlere, ber opfordres til at udarbejde adferdskodekser inden for rammerne af denne forordning med
henblik pé at fremme en effektiv anvendelse af denne forordning under hensyntagen til de specifikke
typer af behandling, der foretages i visse sektorer, og de sarlige behov hos mikrovirksomheder og smé
og mellemstore virksomheder. Sddanne adfardskodekser ber navnlig kunne justere dataansvarliges
og databehandleres forpligtelser, s der tages hensyn til den risiko, som sandsynligvis vil folge af
behandlingen for fysiske personers rettigheder og frihedsrettigheder.

(99)Under udarbejdelsen af en adferdskodeks eller i forbindelse med a&ndring eller udvidelse af en sadan
kodeks ber sammenslutninger og andre organer, der reprasenterer kategorier af dataansvarlige eller
databehandlere, hore relevante interessenter, herunder 1 muligt omfang registrerede, og tage hensyn til
bemarkninger og synspunkter, der er fremsat som svar pa sddanne heringer.

(100)For at forbedre gennemsigtigheden og overholdelsen af denne forordning ber fastleggelsen af
certificeringsmekanismer og databeskyttelsesmaerkninger og -maerker fremmes, sé registrerede hurtigt
kan vurdere databeskyttelsesniveauet i1 forbindelse med relevante produkter og tjenester.

(101)Stremmen af personoplysninger til og fra lande uden for Unionen og til og fra internationale organi-
sationer er negdvendig af hensyn til udbygningen af den internationale samhandel og det internationale
samarbejde. Udvidelsen af denne strom har skabt nye udfordringer og betenkeligheder med hensyn til
beskyttelsen af personoplysninger. Nar personoplysninger overfores fra Unionen til dataansvarlige,
databehandlere eller andre modtagere i tredjelande eller til internationale organisationer, ma det
beskyttelsesniveau, som fysiske personer sikres i Unionen 1 medfer af denne forordning, dog ikke
undermineres, herunder 1 tilfelde af videreoverforsel af personoplysninger fra et tredjeland eller en
international organisation til dataansvarlige, databehandlere 1 det samme eller et andet tredjeland eller
en anden international organisation. Overforsel til tredjelande og internationale organisationer mé
under alle omstendigheder kun finde sted under fuld overholdelse af denne forordning. En overfersel
vil kun kunne finde sted, hvis den dataansvarlige eller databehandleren opfylder betingelserne i denne
forordning vedrerende overforsel af personoplysninger til tredjelande eller internationale organisatio-
ner, jf. dog de avrige bestemmelser i denne forordning.

(102)Denne forordning bererer ikke internationale aftaler indgdet mellem Unionen og tredjelande om
overforsel af personoplysninger, herunder de fornedne garantier for registrerede. Medlemsstaterne
kan indgd internationale aftaler, som omfatter overforsel af personoplysninger til tredjelande eller
internationale organisationer, for sa vidt sddanne aftaler ikke bererer denne forordning eller andre
bestemmelser 1 EU-retten og omfatter et passende beskyttelsesniveau for registreredes grundleggende
rettigheder.

(103)Kommissionen kan med virkning for hele Unionen treffe afgerelse om, at et tredjeland, et omra-
de eller en specifik sektor i et tredjeland, eller en international organisation har et tilstreekkeligt
databeskyttelsesniveau, og dermed skabe retssikkerhed og ensartethed i hele Unionen hvad angar det
tredjeland eller den internationale organisation, der vurderes at have et sddant beskyttelsesniveau. |
saddanne tilfelde kan personoplysninger overfores til det pageldende tredjeland uden yderligere god-
kendelse. Kommissionen kan ogsa treffe afgerelse om at tilbagekalde en sddan afgerelse efter at have
underrettet og fyldestgorende begrundet det over for det pdgeldende tredjeland eller den pdgaldende
internationale organisation.

(104)I overensstemmelse med de grundleggende vardier, som Unionen bygger pa, navnlig beskyttelse af
menneskerettighederne, ber Kommissionen 1 sin vurdering af et tredjeland eller et omrdde eller en spe-
cifik sektor i et tredjeland tage hensyn til, hvordan et bestemt tredjeland efterlever retsstatsprincippet,
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klageadgang og domstolsprovelse, internationale menneskerettighedsnormer og -standarder samt sin
generelle og sektorbestemte ret, herunder lovgivning vedrerende offentlig sikkerhed, forsvar, statens
sikkerhed samt offentlig orden og strafferet. Nar der vedtages en afgerelse om tilstrekkeligheden
af beskyttelsesniveauet 1 et omrade eller en specifik sektor 1 et tredjeland, ber der tages hensyn til
klare og objektive kriterier, som f.eks. specifikke behandlingsaktiviteter og anvendelsesomradet for
geldende retsstandarder og lovgivning i tredjelandet. Tredjelandet ber give garantier, der sikrer et
passende beskyttelsesniveau, som i det vasentlige svarer til det, der sikres i Unionen, iser ndr person-
oplysninger behandles 1 en eller flere specifikke sektorer. Tredjelandet ber navnlig sikre et effektivt
uathengigt databeskyttelsestilsyn og ber fastlegge samarbejdsmekanismer med medlemsstaternes
databeskyttelsesmyndigheder, og de registrerede ber have effektive rettigheder, som kan handhaves,
og adgang til effektiv administrativ og retslig provelse.

(105)Ud over de internationale forpligtelser, som tredjelandet eller den internationale organisation har
indgdet, bor Kommissionen tage hensyn til forpligtelser, der folger af tredjelandets eller den interna-
tionale organisations deltagelse 1 multilaterale eller regionale systemer, navnlig i1 forbindelse med
beskyttelse af personoplysninger, samt gennemforelsen af sddanne forpligtelser. Der ber navnlig tages
hensyn til tredjelandets tiltraeedelse af Europaradets konvention af 28. januar 1981 om beskyttelse af det
enkelte menneske 1 forbindelse med elektronisk databehandling af personoplysninger og tillaegsproto-
kollen hertil. Kommissionen ber heare Databeskyttelsesrddet, ndr den vurderer beskyttelsesniveauet 1
tredjelande eller internationale organisationer.

(106)Kommissionen ber overvdge virkningen af afgerelser om beskyttelsesniveauet i et tredjeland, et om-
rade eller en specifik sektor i et tredjeland, eller en international organisation, og overvage virkningen
af afgorelser vedtaget pa grundlag af artikel 25, stk. 6, eller artikel 26, stk. 4, 1 direktiv 95/46/EF. I sine
afgerelser om tilstreekkeligheden af beskyttelsesniveauet ber Kommissionen fasts@tte en mekanisme
for regelmeessig revision af afgerelsernes virkning. Denne regelmassige revision ber foretages 1 sam-
rad med det pageldende tredjeland eller den padgaeldende internationale organisation og tage hensyn til
enhver relevant udvikling 1 tredjelandet eller den internationale organisation. I forbindelse med over-
vagning og den regelmessige revision ber Kommissionen tage hensyn til synspunkter og resultater fra
Europa-Parlamentet og fra Radet sével som fra andre relevante organer og kilder. Kommissionen ber
inden for en rimelig frist evaluere virkningen af sidstn@vnte afgerelser og rapportere alle relevante
resultater til det udvalg som er omhandlet i Europa-Parlamentets og Rédets forordning (EU) nr.
182/2011 (12), der nedszttes ved naervarende forordning, og til Europa-Parlamentet og Radet.

(107)Kommissionen kan fastslé, at et tredjeland, et omrade eller en specifik sektor i et tredjeland, eller
en international organisation ikke leengere sikrer et tilstreekkeligt databeskyttelsesniveau. Overforsel af
personoplysninger til et sddant tredjeland eller en sddan international organisation ber derfor forbydes,
medmindre kravene 1 denne forordning vedrerende overfersel omfattet af fornedne garantier, herunder
bindende virksomhedsregler og undtagelser i1 s@rlige situationer, er opfyldt. Der ber 1 sddanne tilfelde
fastlegges bestemmelser om en procedure for konsultationer mellem Kommissionen og sadanne
tredjelande eller internationale organisationer. Kommissionen ber rettidigt underrette tredjelandet eller
den internationale organisation om &arsagerne og indlede konsultationer med tredjelandet eller den
internationale organisation for at athjelpe situationen.

(108)I mangel af en afgerelse om tilstreekkeligheden af beskyttelsesniveauet ber den dataansvarlige
eller databehandleren treeffe foranstaltninger for at kompensere for den manglende databeskyttelse
1 et tredjeland 1 form af fornedne garantier for den registrerede. Sddanne fornedne garantier kan
besta 1 anvendelse af bindende virksomhedsregler, standardbestemmelser om databeskyttelse vedtaget
af Kommissionen, standardbestemmelser om databeskyttelse vedtaget af en tilsynsmyndighed eller
kontraktbestemmelser godkendt af en tilsynsmyndighed. Disse garantier ber sikre overholdelse af
databeskyttelseskravene og de registreredes rettigheder 1 forbindelse med intern behandling 1 Unionen,
herunder tilgengelighed af rettigheder, som kan handhaves, for registrerede og effektive retsmidler,
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herunder til at opnd effektiv administrativ eller retslig provelse og til at kraeve erstatning, i Unionen
eller et tredjeland. Garantierne ber navnlig vedrere overholdelse af de generelle principper for be-
handling af personoplysninger og principperne om databeskyttelse gennem design og databeskyttelse
gennem standardindstillinger. Overforsel kan ogsd foretages af offentlige myndigheder eller organer
til offentlige myndigheder eller organer i tredjelande eller til internationale organisationer med tilsva-
rende opgaver eller funktioner, herunder pa grundlag af bestemmelser, der medtages 1 administrative
ordninger, f.eks. et aftalememorandum, hvorved de registrerede sikres effektive rettigheder, som kan
handheves. Godkendelse fra den kompetente tilsynsmyndighed ber indhentes, ndr garantierne indgér 1
administrative ordninger, der ikke er juridisk bindende.

(109)Den dataansvarliges eller databehandlerens mulighed for at bruge standardbestemmelser om databe-
skyttelse vedtaget af Kommissionen eller en tilsynsmyndighed ber hverken udelukke muligheden for,
at den dataansvarlige eller databehandleren medtager standardbestemmelser om databeskyttelse 1 en
bredere kontrakt, sésom en kontrakt mellem databehandleren og en anden databehandler, eller medta-
ger andre bestemmelser eller yderligere garantier, sdfremt de hverken direkte eller indirekte er 1 strid
med de standardkontraktbestemmelser, der er vedtaget af Kommissionen eller en tilsynsmyndighed,
eller berorer de registreredes grundleggende rettigheder eller frihedsrettigheder. Dataansvarlige og
databehandlere ber tilskyndes til at give yderligere garantier gennem kontraktmaessige forpligtelser,
der supplerer standardbestemmelserne om beskyttelse.

(110)En koncern eller en gruppe af foretagender, der udever en felles ekonomisk aktivitet, ber kunne
benytte godkendte bindende virksomhedsregler for sine internationale overforsler fra Unionen til
organisationer inden for samme koncern eller gruppe af foretagender, der udever en falles skonomisk
aktivitet, forudsat at sddanne virksomhedsregler omfatter alle vesentlige principper og rettigheder,
som kan hdndheves, med henblik pa at sikre de fornedne garantier for overforsel eller kategorier af
overforsler af personoplysninger.

(111)Overforsel ber tillades under visse omstaendigheder, ndr den registrerede har givet sit udtrykkelige
samtykke, og hvor overforsel er lejlighedsvis og nedvendig 1 forbindelse med en kontrakt eller et rets-
krav, uanset om det sker i forbindelse med en retssag eller en administrativ eller udenretslig procedure,
herunder procedurer ved reguleringsorganer. Overforsel bar ogsé tillades, nar vigtige samfundsinteres-
ser 1 henhold til EU-retten eller medlemsstaternes nationale ret kraever det, eller nar overforsel sker
fra et register, der er oprettet ved lov, og som er tilgengeligt for offentligheden eller personer med
en legitim interesse. I sidstnaevnte tilfeelde bor sddan overforsel ikke omfatte alle personoplysningerne
eller alle kategorier af oplysninger i registeret, og nir registeret er beregnet til at blive konsulteret
af personer, der har en legitim interesse, bar overforsel under fuld hensyntagen til den registreredes
interesser og grundleggende rettigheder kun ske pa anmodning af disse personer, eller hvis de skal
vare modtagere.

(112)Disse fravigelser ber navnlig gelde for overforsel af oplysninger, der foretages af hensyn til vigtige
samfundsinteresser, f.eks. international udveksling af oplysninger mellem konkurrencemyndigheder,
skatte- eller toldforvaltninger, finansielle tilsynsmyndigheder eller socialsikringsmyndigheder eller
med henblik pa folkesundhed, f.eks. i tilfelde af kontaktopsporing 1 forbindelse med smitsomme syg-
domme eller for at nedbringe og/eller afskaffe doping inden for sport. Overforsel af personoplysninger,
der er nedvendig for at beskytte et hensyn af fundamental betydning for den registreredes eller en
anden persons vitale interesser, herunder fysisk integritet eller liv, ber ligeledes anses for lovlig, hvis
den registrerede er ude af stand til at give sit samtykke. I mangel af en afgerelse om tilstreekkelighe-
den af beskyttelsesniveauet kan EU-retten eller medlemsstaternes nationale ret af hensyn til vigtige
samfundsinteresser udtrykkelig fastsatte graenser for overforsel af serlige kategorier af oplysninger til
et tredjeland eller en international organisation. Medlemsstaterne ber give Kommissionen meddelelse
om sddanne bestemmelser. Enhver overfersel til en international humaniter organisation af personop-
lysninger om en registreret, der ikke fysisk eller juridisk er i stand til at give sit samtykke, med henblik
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pa udforelse af en opgave 1 henhold til Genevekonventionerne eller for at overholde international
humaniter ret, som finder anvendelse 1 veebnede konflikter, kan anses for at vaere nedvendig af hensyn
til vigtige samfundsinteresser, eller fordi det er af vital interesse for den registrerede.

(113)Overtforsler, der ikke kan betegnes som varende preget af gentagelser, og som kun vedrerer et
begraenset antal registrerede, kan ogsd vare mulig af hensyn til vegtige legitime interesser, som
forfolges af den dataansvarlige, hvis den registreredes interesser eller rettigheder og frihedsrettigheder
ikke gar forud for disse interesser, og hvis den dataansvarlige har vurderet alle omstendigheder i
forbindelse med overforslen. Den dataansvarlige ber legge serlig vaegt pd de pdgeldende personoply-
sningers karakter, formalet med og varigheden af den eller de foreslaede behandlinger samt situationen
1 oprindelseslandet, tredjelandet og det endelige bestemmelsesland og ber give fornedne garantier
for beskyttelse af fysiske personers grundlaeggende rettigheder og frihedsrettigheder med hensyn til be-
handling af deres personoplysninger. Sddan overforsel ber kun vare mulig 1 enkelttilfelde, hvor ingen
af de andre grunde til overforsel kan finde anvendelse. Med henblik pa videnskabelige eller historiske
forskningsformél eller statistiske formél ber samfundets legitime forventninger om oget viden tages
med 1 overvejelserne. Den dataansvarlige ber underrette tilsynsmyndigheden og den registrerede om
overforslen.

(114)Hvis Kommissionen ikke har truffet afgerelse om tilstreekkeligheden af databeskyttelsesniveauet 1 et
tredjeland, ber den dataansvarlige eller databehandleren under alle omstaendigheder benytte losninger,
der giver de registrerede effektive rettigheder, som kan handheves, hvad angar behandlingen af deres
personoplysninger 1 Unionen, nér disse oplysninger er blevet overfort, s& de fortsat vil nyde godt af
grundleggende rettigheder og garantier.

(115)Visse tredjelande vedtager love, forskrifter og andre retsakter med det formal direkte at regulere be-
handlingsaktiviteter udevet af fysiske og juridiske personer under medlemsstaternes jurisdiktion. Dette
kan omfatte retsafgerelser eller administrative myndigheders afgerelser 1 tredjelande, der krever, at
en dataansvarlig eller en databehandler overforer personoplysninger, og som ikke er baseret pd en
gaeldende international aftale som en traktat om gensidig retshjelp mellem det anmodende tredjeland
og Unionen eller en medlemsstat. Ekstraterritorial anvendelse af sddanne love, forskrifter og andre
retsakter kan vere 1 strid med folkeretten og hindre opnéelse af den beskyttelse af fysiske personer,
der sikres 1 Unionen ved denne forordning. Overforsel af oplysninger ber kun tillades, hvis denne
forordnings betingelser for overfersel til tredjelande er opfyldt. Det kan vere tilfeldet, bl.a. hvis
videregivelse er nedvendig af hensyn til vigtige samfundsinteresser, der anerkendes 1 EU-retten eller
medlemsstaternes nationale ret, som den dataansvarlige er omfattet af.

(116)Nér personoplysninger overfores pa tvaers af grenser uden for Unionen, kan det medfere yderlige-
re risici for fysiske personers mulighed for at udeve deres databeskyttelsesrettigheder og beskytte
sig mod ulovlig brug eller videregivelse af disse oplysninger. Samtidig méa tilsynsmyndighederne i
nogle tilfelde konstatere, at de er ude af stand til at folge op péd klager eller foretage undersogelser
vedrerende aktiviteter uden for deres greenser. Samarbejdet pa tvers af grenserne kan ogsd hammes
af utilstrekkelige forebyggende eller afthjelpende befojelser, uensartede retlige ordninger og praktiske
hindringer som f.eks. ressourcebegraensninger. Der er derfor behov for at fremme teettere samarbejde
mellem datatilsynsmyndigheder, s& de bedre kan udveksle oplysninger og gennemfore undersogelser
sammen med de tilsvarende internationale organer. Med henblik pé at udvikle mekanismer for interna-
tionalt samarbejde for at lette og yde international gensidig bistand til handhavelsen af lovgivning om
beskyttelse af personoplysninger ber Kommissionen og tilsynsmyndighederne udveksle oplysninger
og samarbejde om aktiviteter i forbindelse med udevelsen af deres befgjelser med de kompetente
myndigheder i tredjelande pa grundlag af gensidighed og 1 overensstemmelse med denne forordning.

(117)Oprettelse af tilsynsmyndigheder 1 medlemsstaterne, som har befojelser til at udfere deres opgaver
og udeve deres befojelser 1 fuld uathangighed, har afgerende betydning for beskyttelse af fysiske
personer 1 forbindelse med behandling af personoplysninger. Medlemsstaterne ber kunne oprette mere
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end ¢én tilsynsmyndighed for at afspejle deres forfatningsmaessige, organisatoriske og administrative
struktur.

(118)Tilsynsmyndighedernes uathangighed ber ikke betyde, at tilsynsmyndighederne ikke kan underka-
stes kontrol eller tilsynsmekanismer hvad angédr deres finansielle udgifter eller underkastes domstol-
skontrol.

(119)Hvis en medlemsstat opretter flere tilsynsmyndigheder, ber den ved lov fastlegge mekanismer, der
sikrer disse tilsynsmyndigheders effektive deltagelse i sammenha@ngsmekanismen. Den pdgeldende
medlemsstat ber navnlig udpege den tilsynsmyndighed, der fungerer som falles kontaktpunkt for
disse myndigheders effektive deltagelse 1 mekanismen, med henblik pa at sikre et hurtigt og smidigt
samarbejde med andre tilsynsmyndigheder, Databeskyttelsesradet og Kommissionen.

(120)Hver tilsynsmyndighed ber have de nedvendige finansielle og menneskelige ressourcer samt lokaler
og infrastruktur til effektivt at kunne udfere sine opgaver, herunder opgaver vedrerende gensidig
bistand og samarbejde med andre tilsynsmyndigheder 1 hele Unionen. Hver tilsynsmyndighed ber have
et separat offentligt arligt budget, der kan indgé i det samlede statsbudget eller nationale budget.

(121)De generelle betingelser for en tilsynsmyndigheds medlem eller medlemmer ber fastsettes ved lov
1 hver medlemsstat og ber navnlig fastsatte, at disse medlemmer skal udnavnes ved en gennemsigtig
procedure enten af parlamentet, regeringen eller statschefen 1 den pagaldende medlemsstat pa grund-
lag af et forslag fra regeringen, et medlem af regeringen, parlamentet eller et kammer i parlamentet
eller af et uvathengigt organ, der har bemyndigelse hertil 1 henhold til medlemsstaternes nationale
ret. For at sikre tilsynsmyndighedens uathengighed ber medlemmet eller medlemmerne handle med
integritet, afholde sig fra enhver handling, der er uforenelig med deres hverv, og ikke, sa laenge deres
embedsperiode varer, udeve uforenelig lonnet eller ulennet virksomhed. Tilsynsmyndigheden ber have
sit eget personale, der er udvalgt af tilsynsmyndigheden eller et uathaengigt organ, der er oprettet
ved medlemsstaternes nationale ret, og som udelukkende ber vare underlagt tilsynsmyndighedens
medlems eller medlemmers ledelse.

(122)Hver tilsynsmyndighed ber pa sin egen medlemsstats omrdde have kompetence til at udeve sine
befojelser og varetage de opgaver, der er tildelt den 1 henhold til denne forordning. Dette ber navnlig
omfatte behandling, som foretages som led 1 aktiviteter, der udferes for den dataansvarliges eller
databehandlerens etablering pa dens egen medlemsstats omrade, behandling af personoplysninger, der
udferes af offentlige myndigheder eller af private organer i offentlighedens interesse, behandling,
der pavirker registrerede pad dens omrade, eller behandling, der udferes af en dataansvarlig eller en
databehandler, som ikke er etableret i Unionen, nar den er rettet mod registrerede, som har bopzl pa
dens omrdde. Dette ber omfatte behandling af klager, der er indgivet af en registreret, udferelse af
undersogelser vedrerende denne forordnings anvendelse og en indsats for at fremme offentlighedens
bevidstgerelse om risici, regler, garantier og rettigheder i1 forbindelse med behandling af personoplys-
ninger.

(123)Tilsynsmyndighederne ber fere tilsyn med anvendelsen af bestemmelserne i henhold til denne
forordning og bidrage til ensartet anvendelse heraf 1 hele Unionen for at beskytte fysiske personer i
forbindelse med behandling af deres personoplysninger og lette fri udveksling af personoplysninger
pa det indre marked. Til det formal ber tilsynsmyndighederne samarbejde med hinanden og Kommissi-
onen, uden at der er behov for en aftale mellem medlemsstater om gensidig bistand eller om et sddant
samarbejde.

(124)Hvis behandling af personoplysninger foretages som led i aktiviteter, der udferes for en dataansvar-
lig eller en databehandler, der er etableret i Unionen, og den dataansvarlige eller databehandleren er
etableret 1 mere end én medlemsstat, eller hvis den behandling, der finder sted som led 1 aktiviteter,
som udferes for en dataansvarlig eller en databehandler, som kun er etableret i én medlemsstat 1
Unionen, og behandlingen 1 veasentlig grad pavirker eller sandsynligvis 1 vaesentlig grad vil pavirke
registrerede 1 mere end én medlemsstat, bor tilsynsmyndigheden for den dataansvarliges eller databe-
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handlerens hovedvirksomhed eller for den dataansvarliges eller databehandlerens eneste etablering
1 Unionen fungere som ledende tilsynsmyndighed. Den ledende tilsynsmyndighed ber samarbejde
med de andre bererte myndigheder, fordi den dataansvarlige eller databehandleren har en etablering
pa deres medlemsstats omréade, fordi de registrerede, der har bopal pad deres omrade, er pavirket i
vasentlig grad, eller fordi der er blevet indgivet en klage til dem. Ogsé hvis en registreret, der ikke har
bopel i den medlemsstat, har indgivet en klage, ber den tilsynsmyndighed, til hvem klagen er indgivet,
vaere en berort tilsynsmyndighed. Databeskyttelsesrddet ber inden for rammerne af sine opgaver med
at udstede retningslinjer om ethvert spergsmal vedrerende anvendelsen af denne forordning navnlig
kunne udstede retningslinjer om, hvilke kriterier der skal tages i1 betragtning for at fastlegge, hvorvidt
en behandling 1 vaesentlig grad pavirker registrerede 1 mere end én medlemsstat, og hvad der udger en
relevant og begrundet indsigelse.

(125)Den ledende tilsynsmyndighed ber have kompetence til at vedtage bindende afgerelser vedrerende
foranstaltninger, der anvender de befgjelser, den er tillagt 1 overensstemmelse med denne forord-
ning. Tilsynsmyndigheden ber 1 sin egenskab af ledende tilsynsmyndighed ngje inddrage og koordi-
nere de berorte tilsynsmyndigheder 1 beslutningsprocessen. Hvis der treffes afgeorelse om helt eller
delvist at afvise den registreredes klage, beor denne afgorelse vedtages af den tilsynsmyndighed, til
hvem klagen er indgivet.

(126)Afgorelsen ber traeftes 1 feellesskab af den ledende tilsynsmyndighed og de berorte tilsynsmyndighe-
der og ber vere rettet mod den dataansvarliges eller databehandlerens hovedvirksomhed eller eneste
etablering samt vare bindende for den dataansvarlige og databehandleren. Den dataansvarlige eller
databehandleren ber treeffe de nedvendige foranstaltninger til at sikre overholdelse af denne forordning
samt gennemforelse af den afgerelse, som af den ledende tilsynsmyndighed meddeles den dataansvar-
lige eller databehandlerens hovedvirksomhed for s& vidt angar behandlingsaktiviteter i Unionen.

(127)Hver tilsynsmyndighed, der ikke fungerer som den ledende tilsynsmyndighed, ber vaere kompetent
til at behandle lokale sager, hvis den dataansvarlige eller databehandleren er etableret i mere end én
medlemsstat, men genstanden for den specifikke behandling kun vedrerer behandling i én medlems-
stat og kun vedrerer registrerede 1 denne ene medlemsstat, f.eks. hvis genstanden er behandling af
arbejdstageres personoplysninger 1 en bestemt beskaftigelsessammenhang i en medlemsstat. I sddanne
tilfeelde bor tilsynsmyndigheden straks underrette den ledende tilsynsmyndighed om forholdet. Efter at
vaere blevet underrettet ber den ledende tilsynsmyndighed afgere, om den vil behandle sagen 1 medfer
af bestemmelsen om samarbejde mellem den ledende tilsynsmyndighed og andre berorte tilsynsmyn-
digheder (»one-stop-shop mekanismen«), eller om den tilsynsmyndighed, der underrettede den, ber
behandle sagen pa lokalt plan. Nar den ledende tilsynsmyndighed afger, om den vil behandle sagen,
ber den tage hensyn til, om den dataansvarlige eller databehandleren er etableret i medlemsstaten
for den tilsynsmyndighed, der underrettede den, med henblik pa at sikre effektiv handhavelse af
en afgerelse over for den dataansvarlige eller databehandleren. Hvis den ledende tilsynsmyndighed
beslutter at behandle sagen, ber den tilsynsmyndighed, der underrettede den, have mulighed for at
forelegge et udkast til afgerelse, som den ledende tilsynsmyndighed ber tage sterst muligt hensyn til
ved udarbejdelsen af sit udkast til afgerelse inden for denne one-stop-shop mekanisme.

(128)Reglerne om den ledende tilsynsmyndighed og one-stop-shop mekanismen ber ikke gelde, nar
behandling foretages af offentlige myndigheder eller af private organer i offentlighedens interesse. I
saddanne tilfelde ber kun tilsynsmyndigheden 1 den medlemsstat, hvor den offentlige myndighed eller
det private organ er etableret, have kompetence til at udeve de befgjelser, som den er tillagt 1 henhold
til denne forordning.

(129)For at sikre ensartet tilsyn med og handhavelse af denne forordning 1 hele Unionen ber tilsynsmyn-
dighederne 1 hver medlemsstat have samme opgaver og effektive befgjelser, herunder undersogelsesbe-
fojelser og befojelser til at fastsatte korrigerende foranstaltninger og sanktioner samt godkendelses-
og radgivningsbefojelser, navnlig 1 tilfelde af klager fra fysiske personer, og med forbehold for de
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retsforfolgende myndigheders befojelser 1 henhold til medlemsstaternes nationale ret, til at indbringe
overtredelser af denne forordning for de judicielle myndigheder og deltage 1 retssager. Disse befojel-
ser bor ogsd omfatte befojelse til midlertidig eller definitivt at begrense, herunder forbyde, behand-
ling. Medlemsstaterne kan fastsatte andre opgaver, som vedrerer beskyttelse af personoplysninger 1
henhold til denne forordning. Tilsynsmyndighedernes befojelser ber udeves i1 overensstemmelse med
de fornedne proceduremaessige garantier, der er fastsat i EU-retten og medlemsstaternes nationale
ret, uvildigt, retfeerdigt og inden for en rimelig frist. Hver foranstaltning ber is@r vare passende,
nedvendig og forholdsmessig for at sikre overholdelse af denne forordning, idet der tages hensyn
til omstendighederne 1 hver enkelt sag, ber overholde enhver persons ret til at blive hert, inden
der treffes en individuel foranstaltning, som vil berere den pagaeldende negativt, og ber undgé over-
flodige udgifter og urimelige ulemper for de bererte personer. Hvad angédr adgang til lokaler ber
undersogelsesbefojelserne udeves i1 overensstemmelse med specifikke krav 1 medlemsstaternes retsple-
je, f.eks. krav om en forudgdende retskendelse. Hver juridisk bindende foranstaltning, der treeffes af
en tilsynsmyndighed, ber vare skriftlig, klar og utvetydig, angive navnet pa den tilsynsmyndighed,
der har truffet foranstaltningen, og datoen for iverksattelse af foranstaltningen, vere underskrevet
af chefen for eller et medlem af tilsynsmyndigheden, som vedkommende har givet bemyndigelse
hertil, angive begrundelsen for foranstaltningen og indeholde en henvisning til adgang til effektive
retsmidler. Dette ber ikke udelukke yderligere krav 1 medfer af medlemsstaternes retspleje. Vedtagelse
af en juridisk bindende afgerelse indeberer, at den kan undergives domstolskontrol 1 medlemsstaten
for den tilsynsmyndighed, der har vedtaget afgarelsen.

(130)Hvis den tilsynsmyndighed, til hvem en klage er indgivet, ikke er den ledende tilsynsmyndighed,
ber den ledende tilsynsmyndighed samarbejde tet med den tilsynsmyndighed, til hvem klagen er ind-
givet, 1 overensstemmelse med bestemmelserne om samarbejde og sammenhang 1 denne forordning. I
saddanne tilfelde ber den ledende tilsynsmyndighed, ndr den treffer foranstaltninger, der skal have
retsvirkning, herunder pdlaeggelse af administrative bader, tage storst muligt hensyn til synspunkterne
hos den tilsynsmyndighed, til hvem klagen er indgivet, og som fortsat ber vere kompetent til at
foretage undersogelser pa sin egen medlemsstats omrade 1 samrdd med den ledende tilsynsmyndighed.

(131)Hvis en anden tilsynsmyndighed burde fungere som ledende tilsynsmyndighed i1 forbindelse med
den dataansvarliges eller databehandlerens behandlingsaktiviteter, men en klages konkrete indhold
eller en mulig overtraedelse kun vedrerer den dataansvarliges eller databehandlerens behandlingsakti-
viteter 1 den medlemsstat, hvor klagen er indgivet, eller den konstaterede mulige overtreedelse og
forholdet ikke 1 vaesentlig grad péavirker eller sandsynligvis ikke i1 vaesentlig grad vil pavirke registrere-
de 1 andre medlemsstater, ber den tilsynsmyndighed, der modtager en klage eller konstaterer eller pd
anden made underrettes om situationer, som indebarer mulige overtraedelser af denne forordning, sege
at nd frem til en mindelig losning med den dataansvarlige, og hvis dette ikke lykkes, udeve alle sine
befojelser. Dette ber omfatte specifik behandling, der foretages pé tilsynsmyndighedens medlemsstats
omrade eller for sa vidt angér registrerede pa den padgeldende medlemsstats omride, behandling, der
foretages som led i udbud af varer eller tjenesteydelser specifikt rettet mod registrerede pa tilsynsmyn-
dighedens medlemsstats omrade, eller behandling som skal vurderes under hensyntagen til relevante
retlige forpligtelser 1 henhold til medlemsstaternes nationale ret.

(132)Tilsynsmyndigheders oplysningskampagner over for offentligheden ber omfatte specifikke foran-
staltninger rettet mod dataansvarlige og databehandlere, herunder mikrovirksomheder og smi og
mellemstore virksomheder, samt fysiske personer, navnlig 1 uddannelsessammenhang.

(133)Tilsynsmyndighederne ber bistd hinanden i forbindelse med udferelsen af deres opgaver og yde
gensidig bistand for at sikre ensartet anvendelse og handhavelse af denne forordning péd det indre
marked. En tilsynsmyndighed, der har anmodet om gensidig bistand, kan vedtage en forelebig foran-
staltning, hvis den ikke har modtaget svar pa en anmodning om gensidig bistand inden for en méned
fra den anden tilsynsmyndigheds modtagelse af anmodningen.
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(134)Hver tilsynsmyndighed ber, hvis det er relevant, deltage 1 felles aktiviteter sammen med andre
tilsynsmyndigheder. En tilsynsmyndighed, der modtager en anmodning, ber vere forpligtet til at
besvare anmodningen inden for en angiven frist.

(135)For at sikre ensartet anvendelse af denne forordning i hele Unionen ber der etableres en sam-
menhangsmekanisme for samarbejde mellem tilsynsmyndighederne. Denne mekanisme ber navnlig
anvendes, nar en tilsynsmyndighed agter at vedtage en foranstaltning, der skal have retsvirkning,
1 forhold til behandlingsaktiviteter, der 1 vaesentlig grad pavirker et betydeligt antal registrerede i
flere medlemsstater. Den ber ogsd anvendes, hvis en berert tilsynsmyndighed eller Kommissionen
onsker, at en sddan sag behandles inden for sammenh@ngsmekanismen. Denne mekanisme berarer
ikke foranstaltninger, som Kommissionen matte traeffe som led i udevelsen af sine befojelser 1 henhold
til traktaterne.

(136)I forbindelse med anvendelsen af sammenha@ngsmekanismen ber Databeskyttelsesrddet inden for en
bestemt frist afgive en udtalelse, hvis det besluttes af et flertal af dets medlemmer, eller hvis en berert
tilsynsmyndighed eller Kommissionen anmoder herom. Databeskyttelsesradet ber ogsa tillegges befo-
jelse til at vedtage juridisk bindende afgerelser i tilfelde af tvister mellem tilsynsmyndigheder. Til
dette formal ber Databeskyttelsesrdet 1 princippet med et flertal pa to tredjedele af sine medlemmer
vedtage juridisk bindende afgerelser 1 klart angivne tilfelde, hvor der er modstridende synspunkter
blandt tilsynsmyndighederne, sarlig 1 samarbejdsmekanismen mellem den ledende tilsynsmyndighed
og de berorte tilsynsmyndigheder om en sags realitet, navnlig hvorvidt der foreligger en overtredelse
af denne forordning.

(137)Det kan vere nodvendigt at handle omgéende for at beskytte registreredes rettigheder og frihedsret-
tigheder, navnlig hvis der er fare for vasentlig vanskeliggorelse af handhavelsen af en registerets
rettigheder. En tilsynsmyndighed ber derfor kunne vedtage beherigt begrundede forelobige foranstalt-
ninger pa sit omrade med en angivet gyldighedsperiode, der ikke bar overstige tre méneder.

(138)Anvendelse af sammenhangsmekanismen ber vare en betingelse for lovligheden af en af en til-
synsmyndighed truffet foranstaltning, der skal have retsvirkning, i tilfelde, hvor anvendelse heraf
er obligatorisk. I andre tilfelde af grenseoverskridende relevans ber mekanismen for samarbejde
mellem den ledende tilsynsmyndighed og de bererte tilsynsmyndigheder finde anvendelse, og gensidig
bistand og faelles aktiviteter kan gennemferes mellem de bererte tilsynsmyndigheder pé bilateralt eller
multilateralt grundlag, uden at det udleser ssmmenhangsmekanismen.

(139)Med henblik péa at fremme, at denne forordning anvendes pa en ensartet méde, ber Databeskyttelses-
radet oprettes som et uathengigt EU-organ. Databeskyttelsesrddet ber for at kunne opfylde sine mal-
setninger have status som juridisk person. Det bar reprasenteres af sin formand. Databeskyttelsesrddet
ber erstatte Gruppen vedrerende Beskyttelse af Personer i1 forbindelse med Behandling af Personoplys-
ninger, der er nedsat ved direktiv 95/46/EF. Det ber sammensattes af chefen for en tilsynsmyndighed
1 hver medlemsstat og Den Europaiske Tilsynsforende for Databeskyttelse eller deres respektive
repraesentanter. Kommissionen ber deltage 1 Databeskyttelsesréddets aktiviteter uden stemmeret, og Den
Europiske Tilsynsferende for Databeskyttelse ber have s@rlige stemmerettigheder. Databeskyttelses-
rddet bor bidrage til ensartet anvendelse af denne forordning i hele Unionen, herunder ved at radgive
Kommissionen, navnlig om beskyttelsesniveauet i1 tredjelande eller internationale organisationer, og
fremme samarbejdet mellem tilsynsmyndighederne i1 hele Unionen. Databeskyttelsesrddet ber handle
uathengigt, nir det udferer sine opgaver.

(140)Databeskyttelsesrddet bor bistds af et sekretariat, som stilles til rddighed af Den Europiske Tilsyns-
forende for Databeskyttelse. Det personale hos Den Europ@iske Tilsynsferende for Databeskyttelse,
der deltager 1 udferelsen af de opgaver, som Databeskyttelsesradet tildeles ved denne forordning, ber
udelukkende udfere sine opgaver efter instruks fra formanden for Databeskyttelsesradet og rapportere
til denne.
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(141)Enhver registreret ber have ret til at indgive klage til en enkelt tilsynsmyndighed, navnlig i den med-
lemsstat, hvor vedkommende har sit seedvanlige opholdssted, og have adgang til effektive retsmidler i
overensstemmelse med artikel 47 1 chartret, hvis den registrerede finder, at vedkommendes rettigheder
1 henhold til denne forordning er blevet krenket, eller hvis tilsynsmyndigheden ikke reagerer pa en
klage, delvist eller helt afslar eller afviser en klage eller ikke handler, hvis handling er nedvendig
for at beskytte den registreredes rettigheder. Undersogelse af en klage ber foretages 1 det omfang,
det er passende i1 det specifikke tilfelde, med forbehold af domstolskontrol. Tilsynsmyndigheden
ber underrette den registrerede om forlebet og resultatet af klagen inden for en rimelig frist. Hvis
sagen krever yderligere undersogelse eller koordinering med en anden tilsynsmyndighed, ber den
registrerede undervejs underrettes herom. For at lette indgivelsen af klager ber hver tilsynsmyndighed
treeffe foranstaltninger som f.eks. at tilbyde en klageformular, der ogsé kan udfyldes elektronisk, uden
at udelukke andre kommunikationsmidler.

(142)Hvis en registreret finder, at vedkommendes rettigheder 1 henhold til denne forordning er blevet
krenket, bor den pagaldende have ret til at give et organ, en organisation eller en sammenslutning,
som ikke arbejder med gevinst for gje, som er etableret 1 overensstemmelse med en medlemsstats ret,
hvis vedtegtsmassige formal er i samfundets interesse, og som beskaftiger sig med beskyttelse af per-
sonoplysninger, bemyndigelse til pa vedkommendes vegne at indgive en klage til en tilsynsmyndighed,
udeve adgangen til retsmidler pd vegne af vedkommende eller, hvis det er fastsat 1 medlemsstaternes
nationale ret, udeve retten til erstatning pa vegne af vedkommende. En medlemsstat kan fastsette,
at et sadant organ eller en sadan organisation eller sammenslutning skal have ret til uafthaengigt af
en registrerets bemyndigelse at indgive en klage 1 den pageldende medlemsstat og have adgang til
effektive retsmidler, hvis det eller den har grund til at formode, at en registrerets rettigheder er blevet
krenket som folge af behandling af personoplysninger, der overtreeder denne forordning. Dette organ
eller denne organisation eller sammenslutning kan ikke kraeve erstatning pa en registrerets vegne
uafhangigt af bemyndigelse fra den registrerede.

(143)Enhver fysisk eller juridisk person har ret til at anlegge annullationssegsmaél til provelse af af-
gorelser fra Databeskyttelsesrddet ved Domstolen pd de betingelser, der er fastsat 1 artikel 263 1
TEUF. De berorte tilsynsmyndigheder, som séddanne afgerelser er rettet til, skal, hvis de ensker at
anfegte afgorelserne, anlegge sogsmil inden for to méneder efter meddelelse af afgerelserne til
dem 1 overensstemmelse med artikel 263 1 TEUF. Nar en dataansvarlig, databehandler eller klager
er umiddelbart og individuelt berert af Databeskyttelsesradets afgarelser, kan disse anleegge annullati-
onsspgsmal til provelse af disse afgerelser senest to méneder efter afgerelsernes offentliggerelse pé
Databeskyttelsesrddets websted 1 overensstemmelse med artikel 263 1 TEUF. Uden at dette berorer
denne ret 1 henhold til artikel 263 1 TEUF, ber enhver fysisk eller juridisk person have adgang
til effektive retsmidler ved den kompetente nationale domstol til provelse af en tilsynsmyndigheds
afgerelse, som har retsvirkninger for denne person. En sddan afgerelse vedrerer navnlig tilsynsmyn-
dighedens udevelse af undersogelsesbefojelser, korrigerende befgjelser og godkendelsesbefojelser eller
afslag eller afvisning af klager. Denne ret til adgang til effektive retsmidler omfatter dog ikke foran-
staltninger truffet af tilsynsmyndigheder, der ikke er juridisk bindende, som f.eks. udtalelser eller
rddgivning fra tilsynsmyndigheden. En sag mod en tilsynsmyndighed ber anlegges ved domstolene
1 den medlemsstat, hvor tilsynsmyndigheden er etableret, og ber fores 1 overensstemmelse med den
pageldende medlemsstats retspleje. Disse domstole ber have fuld jurisdiktion, herunder jurisdiktion
til at undersoge alle de faktiske og retlige omstaendigheder, der er relevante for den tvist, som de far
forelagt. Hvis en klage er blevet afslaet eller afvist af en tilsynsmyndighed, kan klageren anlaegge sag
ved domstolene 1 samme medlemsstat. I forbindelse med domstolskontrol vedrerende anvendelsen af
denne forordning kan eller 1 det tilfelde, der er omhandlet 1 artikel 267 1 TEUF, skal de nationale
domstole, som anser en afgerelse om sporgsmalet for nedvendig for at afsige dom, anmode Domstolen
om en prajudiciel afgerelse om fortolkning af EU-retten, herunder denne forordning. Hvis en afgerelse
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truffet af en tilsynsmyndighed, som gennemforer en afgerelse fra Databeskyttelsesradet, anfaegtes ved
en national domstol, og gyldigheden af Databeskyttelsesraddets afgerelse er omtvistet, har den nationale
domstol ikke befojelse til at erklere Databeskyttelsesradets afgerelse for ugyldig, men skal forelegge
Domstolen spergsmélet om gyldighed 1 henhold til artikel 267 1 TEUF som fortolket af Domstolen,
hvis den anser afgerelsen for ugyldig. En national domstol kan imidlertid ikke foreleegge et sporgsmél
om gyldigheden af Databeskyttelsesrddets afgarelse efter anmodning fra en fysisk eller juridisk person,
der havde mulighed for at indbringe et annullationssegsmal til provelse af den pageldende afgerelse,
navnlig hvis personen er umiddelbart og individuelt berort af afgerelsen, men ikke havde gjort dette
inden for fristen 1 henhold til artikel 263 1 TEUF.

(144)Hvis en domstol, for hvilken der indbringes en sag til provelse af en afgerelse truffet af en tilsyns-
myndighed, har grund til at tro, at en sag vedrerende samme behandling, f.eks. med samme genstand
for sa vidt angér behandling udfert af den samme dataansvarlige eller databehandler, eller som hviler
pa samme grundlag, anlegges ved en kompetent domstol 1 en anden medlemsstat, ber den kontakte
den pageeldende domstol for at bekraefte eksistensen af sddanne relaterede sager. Hvis der verserer
relaterede sager for en domstol i en anden medlemsstat, kan enhver anden domstol end den, ved
hvilken sagen forst er anlagt, udsatte sagen eller kan efter begaering fra en af parterne erklere sig
inkompetent til fordel for den domstol, ved hvilken sagen ferst er anlagt, forudsat at denne domstol
har kompetence til at behandle den pageeldende sag, og forening af sddanne relaterede sager er tilladt i
henhold til dens lovgivning. Sager anses for at vare relaterede, nar de er sa snavert forbundne, at det
er onskeligt at behandle og pdkende dem samtidig for at undga risiko for uforenelige afgerelser som
folge af, at de blev pékendt hver for sig.

(145)For sd vidt angar sager mod en dataansvarlig eller databehandler ber sagseger have valget mellem
at indbringe sagen for domstolene 1 de medlemsstater, hvor den dataansvarlige eller databehandleren er
etableret, eller i den medlemsstat, hvor den registrerede er bosiddende, medmindre den dataansvarlige
er en offentlig myndighed i en medlemsstat og udever offentligretlige befojelser.

(146)Den dataansvarlige eller databehandleren ber yde erstatning for enhver skade, som en person métte
lide som folge af behandling, der overtraeder denne forordning. Den dataansvarlige eller databehandle-
ren ber vare fritaget for erstatningsansvar, hvis den pagaldende beviser ikke at vare ansvarlig for den
forvoldte skade. Begrebet »skade« ber fortolkes bredt 1 lyset af retspraksis ved Domstolen, saledes at
det fuldt ud afspejler formélene for denne forordning. Dette berorer ikke eventuelle erstatningskrav for
skade som folge af overtreedelse af andre bestemmelser 1 EU-retten eller medlemsstaternes nationale
ret. Behandling, der overtreeder denne forordning, omfatter ogsa behandling, der overtreder delegerede
retsakter og gennemforelsesretsakter vedtaget 1 henhold til denne forordning og til medlemsstaternes
nationale ret, der praciserer bestemmelserne 1 denne forordning. Registrerede ber have fuld erstatning
for den skade, som de har lidt. Hvis dataansvarlige eller databehandlere er involveret i den samme
behandling, ber den enkelte dataansvarlige eller databehandler hafte for hele erstatningen. Hvis de
imidlertid er inddraget i den samme retssag 1 overensstemmelse med medlemsstaternes nationale ret,
kan erstatning fordeles 1 henhold til den enkelte dataansvarliges eller databehandlers ansvar for den
skade, der er forvoldt af behandlingen, forudsat at der sikres fuld erstatning til den registrerede,
som har lidt skaden. Enhver dataansvarlig eller databehandler, der har betalt fuld erstatning, kan
efterfolgende gore regres mod andre dataansvarlige eller databehandlere, der er involveret i samme
behandling.

(147)Nar denne forordning indeholder specifikke kompetenceregler, navnlig for sa vidt angar sager om
adgang til retsmidler, herunder erstatning, mod en dataansvarlig eller databehandler, ber de almindeli-
ge kompetenceregler 1 Europa-Parlamentets og Rédets forordning (EU) nr. 1215/2012 (13) ikke berore
anvendelsen af sddanne specifikke regler.

(148)For at styrke hdndhavelsen af reglerne 1 denne forordning ber der palegges sanktioner, herunder
administrative beder, for overtreedelse af denne forordning i tilleg til eller 1 stedet for passende
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foranstaltninger, som tilsynsmyndigheden har palagt i henhold til denne forordning. I tilfelde af en
mindre overtredelse, eller hvis den bede, der kunne blive pélagt, ville udgere en uforholdsmassig stor
byrde for en fysisk person, kan der udstedes en irettesattelse 1 stedet for en bede. Der ber dog tages
beherigt hensyn til overtreedelsens karakter, alvor og varighed, overtraedelsens eventuelle forsatlige
karakter, foranstaltninger, der er truffet for at begrense den forvoldte skade, graden af ansvar eller
eventuelle relevante tidligere overtraedelser, maden, hvorpa tilsynsmyndigheden fik kendskab til over-
treedelsen, overholdelse af foranstaltninger truffet over for den dataansvarlige eller databehandleren,
overholdelse af en adferdskodeks samt andre skarpende eller formildende faktorer. Palaeggelse af
sanktioner, herunder administrative bader, ber vere omfattet af fornedne proceduremaessige garantier 1
overensstemmelse med de generelle principper 1 EU-retten og chartret, herunder effektiv retsbeskyttel-
se og en retferdig procedure.

(149)Medlemsstaterne ber kunne fastsette regler om strafferetlige sanktioner for overtreedelse af denne
forordning, herunder for overtradelse af nationale regler vedtaget i henhold til og inden for rammerne
af denne forordning. Disse strafferetlige sanktioner kan ogsd dbne mulighed for fratagelse af den
opnaede fortjeneste ved overtraedelse af denne forordning. Palaeggelse af strafferetlige sanktioner for
overtredelse af sidanne nationale regler og administrative sanktioner ber dog ikke fore til et brud pé
ne bis in idem-princippet som fortolket af Domstolen.

(150)For at styrke og harmonisere de administrative sanktioner for overtreedelse af denne forordning
ber hver tilsynsmyndighed have befojelse til at pdlegge administrative bader. Denne forordning ber
angive overtredelser og maksimumsbelob og kriterier for fastsettelse af de tilknyttede administrative
beder, der ber bestemmes af den kompetente tilsynsmyndighed 1 hvert enkelt tilfelde under hensyn-
tagen til alle relevante omstendigheder 1 den specifikke situation og med behorig hensyntagen til
karakteren, alvoren og varigheden af overtreedelsen og dens konsekvenser og de foranstaltninger, der
er truffet for at sikre overholdelse af forpligtelserne i henhold til denne forordning og for at forebygge
eller begrense folgerne af overtredelsen. Nar en virksomhed pdlaegges administrative bader, forstds en
virksomhed 1 denne forbindelse som en virksomhed som omhandlet i artikel 101 og 102 1 TEUF. Nér
personer, der ikke er en virksomhed, pélegges administrative beder, ber tilsynsmyndigheden 1 forbin-
delse med fastszttelsen af badestorrelsen tage hensyn til det generelle indkomstniveau 1 den pigalden-
de medlemsstat og personens ekonomiske situation. Sammenhangsmekanismen kan ogsd anvendes
til at fremme konsekvent anvendelse af administrative beder. Det ber vare op til medlemsstaterne
at bestemme, om og 1 hvilket omfang de offentlige myndigheder ber kunne palegges administrative
boder. Péleggelse af en administrativ bade eller udstedelse af en advarsel berarer ikke anvendelsen af
tilsynsmyndighedernes agvrige befojelser eller andre sanktioner 1 henhold til denne forordning.

(151)Retssystemerne 1 Danmark og Estland giver ikke mulighed for administrative beder som fastsat 1
denne forordning. Reglerne om administrative beder kan 1 Danmark anvendes ved, at beder pdlegges
af de kompetente nationale domstole som en strafferetlig sanktion, og 1 Estland ved, at beder pdlegges
af tilsynsmyndigheden inden for rammerne af en forseelsesprocedure, forudsat at en sadan anvendelse
af reglerne 1 disse medlemsstater har en virkning, der svarer til virkningen af administrative beder,
som tilsynsmyndighederne pdlaegger. De kompetente nationale domstole ber derfor tage hensyn til
en anbefaling fra den tilsynsmyndighed, der har taget skridt til en bede. De palagte beder ber under
alle omstendigheder vare effektive, std 1 rimeligt forhold til overtredelsen og have afskraekkende
virkning.

(152)Nar denne forordning ikke harmoniserer administrative sanktioner eller om nedvendigt i andre
tilfeelde, f.eks. i tilfelde af alvorlige overtraedelser af denne forordning, ber medlemsstaterne indfere
en ordning, der giver mulighed for at palegge sanktioner, som er effektive, star i rimeligt forhold til
overtredelsen og har afskrekkende virkning. Sanktionernes art, strafferetlig eller administrativ, ber
fastsettes 1 medlemsstaternes nationale ret.
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(153)Medlemsstatslovgivningen ber forene reglerne om ytrings- og informationsfrihed, herunder i forbin-
delse med journalistisk, akademisk, kunstnerisk og/eller litteraer virksomhed, med retten til beskyttelse
af personoplysninger 1 henhold til denne forordning. Der ber fastsattes undtagelser eller fravigelser fra
visse bestemmelser i denne forordning for behandling af personoplysninger, der udelukkende finder
sted 1 journalistisk gjemed eller med henblik pa akademisk, kunstnerisk eller litterer virksomhed,
hvis det er nodvendigt for at forene retten til beskyttelse af personoplysninger med retten til ytrings-
og informationsfrihed som garanteret ved artikel 11 i chartret. Dette ber navnlig gelde for behandlin-
gen af personoplysninger pa det audiovisuelle omrade og i nyhedsarkiver og pressebiblioteker. Med-
lemsstaterne ber derfor vedtage lovgivningsmessige foranstaltninger, der fastlegger undtagelser og
fravigelser, som er nedvendige af hensyn til balancen mellem disse grundleggende rettigheder. Med-
lemsstaterne ber vedtage sddanne undtagelser og fravigelser vedrerende generelle principper, den
registreredes rettigheder, den dataansvarlige og databehandleren, overforsel af personoplysninger til
tredjelande eller internationale organisationer, de uathaengige tilsynsmyndigheder, samarbejde og sam-
menhang samt specifikke databehandlingssituationer. Hvis disse undtagelser eller fravigelser varierer
fra en medlemsstat til en anden, ber den nationale ret i den medlemsstat, som den dataansvarlige er
underlagt, finde anvendelse. For at tage hensyn til betydningen af retten til ytringsfrihed 1 ethvert
demokratisk samfund er det nedvendigt at tolke begreber vedrerende denne frihed, f.eks. journalistik,
bredt.

(154)Denne forordning giver mulighed for, at der ved anvendelsen af denne forordning, kan tages hensyn
til princippet om aktindsigt 1 officielle dokumenter. Aktindsigt i officielle dokumenter kan anses
for at veere 1 samfundets interesse. Personoplysninger i dokumenter, der opbevares af en offentlig
myndighed eller et offentligt organ, ber kunne offentliggeres af denne myndighed eller dette organ,
hvis dette er fastsat i EU-retten eller medlemsstaternes nationale ret, som den offentlige myndighed
eller det offentlige organ er underlagt. Sidanne regler bor forene aktindsigt 1 officielle dokumenter og
videreanvendelse af den offentlige sektors information med retten til beskyttelse af personoplysninger
og kan derfor indeholde den nedvendige forening med retten til beskyttelse af personoplysninger 1
henhold til denne forordning. Offentlige myndigheder og organer ber i denne sammenhang omfatte
alle myndigheder eller andre organer, der er omfattet af medlemsstaternes nationale ret om aktind-
sigt. Europa-Parlamentets og Radets direktiv 2003/98/EF (14) opretholder og griber pd ingen made
ind 1 beskyttelsesniveauet for fysiske personer med hensyn til behandling af personoplysninger i
henhold til EU-retten og medlemsstaternes nationale ret, og det @ndrer navnlig ikke de forpligtelser
og rettigheder, der er fastsat 1 denne forordning. Dette direktiv ber navnlig ikke galde for dokumenter,
hvortil adgang er udelukket eller begraenset 1 henhold til aktindsigtsordningerne under henvisning til
beskyttelse af personoplysninger, og dele af dokumenter, der i henhold til disse ordninger er adgang
til, og som indeholder personoplysninger, hvis videreanvendelse ifelge lovgivningen er uforenelig med
lovgivningen om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger.

(155)Medlemsstaternes nationale ret eller kollektive overenskomster, herunder »lokalaftaler«, kan fast-
sette specifikke bestemmelser om behandling af arbejdstageres personoplysninger 1 ansettelsesfor-
hold, navnlig betingelserne for, hvorledes personoplysninger i ansattelsesforhold kan behandles pa
grundlag af arbejdstagerens samtykke, og i forbindelse med ansattelse, ansattelseskontrakter, herun-
der godtgerelse for forpligtelser fastlagt ved lov eller kollektive overenskomster, ledelse, planlegning
og tilretteleggelse af arbejdet, ligestilling og mangfoldighed pé arbejdspladsen, sikkerhed og sundhed
pa arbejdspladsen, individuel eller kollektiv udevelse og nydelse af rettigheder og fordele 1 forbindelse
med ansa&ttelse samt opher af ansettelsesforhold.

(156)Behandling af personoplysninger til arkivformal i samfundets interesse, til videnskabelige eller
historiske forskningsformal eller til statistiske formél ber vere omfattet af fornedne garantier for
den registreredes rettigheder og frihedsrettigheder 1 henhold til denne forordning. Disse garantier
ber sikre, at der er truffet tekniske og organisatoriske foranstaltninger for is@r at sikre princippet
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om dataminimering. Viderebehandling af personoplysninger til arkivformdl i samfundets interesse,
til videnskabelige eller historiske forskningsformal eller til statistiske formal skal foretages, nar den
dataansvarlige har vurderet muligheden for at opfylde disse formal ved at behandle oplysninger, som
ikke gor det muligt eller ikke lengere gor det muligt at identificere de registrerede, forudsat at de
fornedne garantier foreligger (sdsom f.eks. pseudonymisering af oplysninger). Medlemsstaterne ber
sikre de forngdne garantier for behandling af personoplysninger til arkivformal i samfundets interesse,
til videnskabelige eller historiske forskningsformal eller til statistiske formél. Medlemsstaterne ber
have tilladelse til pa sarlige betingelser og med de fornedne garantier for de registrerede at fastsatte
praciseringer af og undtagelser med hensyn til oplysningskravene og retten til berigtigelse eller slet-
ning af personoplysninger, retten til at blive glemt, retten til begraensning af behandling, retten til data-
portabilitet og retten til indsigelse 1 forbindelse med behandling af personoplysninger til arkivformal i
samfundets interesse, til videnskabelige eller historiske forskningsformal eller til statistiske formal. De
pagaeldende betingelser og garantier kan indebere specifikke procedurer for registreredes udevelse af
rettigheder, hvis dette er relevant i lyset af de formal, der tilstrebes med den specifikke behandling,
foruden tekniske og organisatoriske foranstaltninger med henblik pd at minimere behandlingen af
personoplysninger 1 medfer af proportionalitetsprincippet og nedvendighedsprincippet. Behandling af
personoplysninger til videnskabelige formal ber ogsd overholde anden relevant lovgivning, f.eks. om
kliniske forseg.

(157)Ved at sammenstille oplysninger fra registre kan forskere opnd ny viden af stor verdi for s& vidt
angér udbredte sygdomstilstande sdsom hjerte-kar-sygdomme, kreft og depression. P4 basis af registre
kan forskningsresultater styrkes, da de bygger pa en steorre befolkningsgruppe. Inden for samfunds-
videnskab ger forskning pd basis af registre det muligt for forskere at opna afgerende viden om
langtidssammenhang mellem en rakke sociale forhold, f.eks. arbejdsleshed og uddannelse, med andre
livsvilkér. Forskningsresultater, der opnés gennem registre, leverer solid viden af hgj kvalitet, som kan
danne grundlag for udformning og gennemforelse af videnbaseret politik, forbedre livskvaliteten for
mange mennesker og oge effektiviteten af de sociale tjenester. For at fremme videnskabelig forskning
kan personoplysninger behandles til videnskabelige forskningsformal under iagttagelse af passende
betingelser og garantier 1 EU-retten eller medlemsstaternes nationale ret.

(158)Nar personoplysninger behandles til arkivformal, ber denne forordning ogsd gaelde for den pagel-
dende behandling, idet denne forordning dog ikke ber finde anvendelse pa afdede personer. Offentlige
myndigheder eller offentlige eller private organer, der opbevarer fortegnelser af samfundsinteresse,
ber vare tjenester, der 1 henhold til EU-retten eller medlemsstaternes nationale ret har retlig forplig-
telse til at indhente, bevare, vurdere, ordne, beskrive, udlevere, fremme, formidle og give adgang
til fortegnelser af blivende verdi 1 samfundets interesse. Medlemsstaterne ber ogsa have tilladelse
til at fastsette, at personoplysninger kan viderebehandles til arkivformal, f.eks. for at tilvejebringe
specifikke oplysninger om politisk adfeerd under tidligere totaliteere regimer, folkedrab, forbrydelser
mod menneskeheden, navnlig holocaust, eller krigsforbrydelser.

(159)Nar personoplysninger behandles til videnskabelige forskningsformdl, ber denne forordning ogsé
finde anvendelse pa denne behandling. Behandlingen af personoplysninger til videnskabelige forsk-
ningsformal ber med henblik pd denne forordning fortolkes bredt og f.eks. omfatte teknologisk udvik-
ling og demonstration, grundforskning, anvendt forskning og privat finansieret forskning. Desuden ber
den tage hensyn til Unionens mal om et europaisk forskningsrum, jf. artikel 179, stk. 1, 1 TEUF. Vi-
denskabelige forskningsformél ber ogséd omfatte studier, der udferes i samfundets interesse pa folke-
sundhedsomradet. For at tage hensyn til de sarlige forhold, der gor sig ge®ldende ved behandling
af personoplysninger til videnskabelige forskningsforméil, ber der gelde sarlige betingelser navnlig
for offentliggarelse eller anden fremlaggelse af personoplysninger 1 forbindelse med videnskabelige
forskningsformal. Hvis resultatet af videnskabelig forskning navnlig inden for sundhed giver grund
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til yderligere foranstaltninger 1 den registreredes interesse, bor de generelle regler 1 denne forordning
finde anvendelse med henblik pa disse foranstaltninger.

(160)Nar personoplysninger behandles til historiske forskningsformal, ber denne forordning ogsé galde
for denne behandling. Dette ber ogsd omfatte historisk forskning og forskning i genealogisk @jemed,
idet denne forordning dog ikke ber galde for afdede personer.

(161)For sa vidt angar samtykke til deltagelse 1 videnskabelige forskningsaktiviteter 1 forbindelse med
kliniske forseg ber de relevante bestemmelser 1 Europa-Parlamentets og Rédets forordning (EU) nr.
536/2014 (15) finde anvendelse.

(162)Nar personoplysninger behandles til statistiske formal, ber denne forordning finde anvendelse pé
denne behandling. EU-retten eller medlemsstaternes nationale ret ber inden for rammerne af denne
forordning fastsette statistisk indhold, adgangskontrol, preciseringer for behandling af personoplys-
ninger til statistiske formal og passende foranstaltninger til at beskytte den registreredes rettigheder og
frihedsrettigheder og sikre statistisk fortrolighed. Ved statistiske formal forstds enhver indsamling og
behandlingen af personoplysninger, der er nedvendig for statistiske undersogelser eller frembringelse
af statistiske resultater. Disse statistiske resultater kan videreanvendes til forskellige formél, herunder
videnskabelige forskningsformél. Det statistiske formél indeberer, at resultatet af behandling til stati-
stiske formal ikke er personoplysninger, men aggregerede data, og at dette resultat eller personoplys-
ningerne ikke anvendes til stotte for foranstaltninger eller afgerelser, der vedrerer bestemte fysiske
personer.

(163)De fortrolige oplysninger, som Unionen og de nationale statistikmyndigheder indsamler til udarbej-
delse af officielle europziske og officielle nationale statistikker, bar beskyttes. Europeiske statistikker
ber udvikles, udarbejdes og formidles 1 overensstemmelse med de statistiske principper, der er beskre-
vet 1 artikel 338, stk. 2, 1 TEUF, mens nationale statistikker ogsa ber overholde medlemsstaternes
nationale ret. Europa-Parlamentets og Radets forordning (EF) nr. 223/2009 (16) indeholder yderligere
praciseringer om statistisk fortrolighed for europaiske statistikker.

(164)Hvad angér tilsynsmyndighedernes befojelser til af den dataansvarlige eller databehandleren at fa
indsigt 1 personoplysninger og adgang til den pageldendes lokaler kan medlemsstaterne inden for
rammerne af denne forordning ved lov vedtage specifikke regler med det formal at sikre faglig eller
anden tilsvarende tavshedspligt, for s& vidt det er nodvendigt for at forene retten til beskyttelse af
personoplysninger med tavshedspligt. Dette bererer ikke medlemsstaternes eksisterende forpligtelser
til at vedtage regler om tavshedspligt, hvis det kreeves 1 EU-retten.

(165)Denne forordning respekterer og anfagter ikke den status i henhold til eksisterende forfatningsretli-
ge bestemmelser, som kirker og religiose sammenslutninger eller samfund har i medlemsstaterne, jf.
artikel 17 i TEUF.

(166)For at opfylde denne forordnings maélsatninger, dvs. at beskytte fysiske personers grundleggende
rettigheder og frihedsrettigheder, navnlig deres ret til beskyttelse af personoplysninger, og for at sikre
fri udveksling af personoplysninger i Unionen ber befojelsen til at vedtage retsakter i henhold til
artikel 290 1 TEUF delegeres til Kommissionen. Der ber navnlig vedtages delegerede retsakter om
kriterier for og krav til certificeringsmekanismer, oplysninger, der skal fremga af standardiserede
ikoner, og procedurer for tilvejebringelse af sddanne ikoner. Det er navnlig vigtigt, at Kommissionen
gennemforer relevante heringer under sit forberedende arbejde, herunder pd ekspertniveau. Kommissi-
onen ber sikre samtidig, rettidig og hensigtsmassig fremsendelse af relevante dokumenter til Europa-
Parlamentet og til Radet, nér den forbereder og udarbejder delegerede retsakter.

(167)For at sikre ensartede betingelser for gennemforelsen af denne forordning ber Kommissionen
tillegges gennemforelsesbefojelser, ndr dette er fastsat i denne forordning. Disse befojelser ber ude-
ves 1 overensstemmelse med Europa-Parlamentets og Radets forordning (EU) nr. 182/2011. I den
forbindelse ber Kommissionen overveje specifikke foranstaltninger for mikrovirksomheder og smé og
mellemstore virksomheder.
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(168)Undersogelsesproceduren ber anvendes til vedtagelse af gennemforelsesretsakter om standardkon-
traktbestemmelser mellem dataansvarlige og databehandlere og mellem databehandlere indbyrdes, ad-
feerdskodekser, tekniske standarder og certificeringsmekanismer, tilstreekkeligt databeskyttelsesniveau,
der sikres af et tredjeland, et omrade eller en specifik sektor i dette tredjeland, eller en internatio-
nal organisation, standardbestemmelser om databeskyttelse, formater og procedurer for elektronisk
udveksling af oplysninger mellem dataansvarlige, databehandlere og tilsynsmyndigheder for bindende
virksomhedsregler, gensidig bistand og ordninger for elektronisk udveksling af oplysninger mellem
tilsynsmyndigheder og mellem tilsynsmyndigheder og Databeskyttelsesradet.

(169)Kommissionen ber vedtage gennemforelsesretsakter, der finder anvendelse straks, nar foreliggende
dokumentation viser, at et tredjeland, et omrdde eller en specifik sektor 1 dette tredjeland, eller en
international organisation ikke sikrer et tilstraekkeligt beskyttelsesniveau, og nar det er pakraevet i
serlig hastende tilfelde.

(170)Maélet for denne forordning, nemlig at sikre et ensartet niveau for beskyttelse af fysiske personer
og fri udveksling af oplysninger i Unionen, kan ikke i tilstreekkelig grad opfyldes af medlemsstaterne,
men kan pa grund af handlingens omfang og virkninger bedre nis pa EU-plan; Unionen kan derfor
vedtage foranstaltninger i overensstemmelse med naerhedsprincippet, jf. artikel 5 1 traktaten om Den
Europziske Union (TEU). I overensstemmelse med proportionalitetsprincippet, jf. naevnte artikel, gér
denne forordning ikke videre, end hvad der er nedvendigt for at nd dette mal.

(171)Direktiv 95/46/EF ber opheves ved denne forordning. Behandling, der allerede er indledt pd datoen
for denne forordnings anvendelse, ber bringes i1 overensstemmelse med forordningen senest to ar efter
ikrafttreedelsen heraf. Nar behandling er baseret pa samtykke i henhold til direktiv 95/46/EF, er det
ikke nedvendigt, at den registrerede pd ny giver sit samtykke, sdfremt den made, som samtykket er
givet pd, er 1 overensstemmelse med betingelserne 1 denne forordning; i sa fald kan den dataansvarlige
fortsette behandlingen efter denne forordnings anvendelsesdato. Kommissionsafgerelser og -beslut-
ninger, der er vedtaget 1 henhold til direktiv 95/46/EF, og tilsynsmyndigheders godkendelser baseret pa
direktiv 95/46/EF ber fortsat geelde, indtil de @ndres, erstattes eller ophaves.

(172)Den Europaiske Tilsynsforende for Databeskyttelse er blevet hort 1 overensstemmelse med artikel
28, stk. 2, 1 forordning (EF) nr. 45/2001 og afgav en udtalelse den 7. marts 2012 (17).

(173)Denne forordning ber gzlde for alle forhold vedrerende beskyttelse af grundleggende rettigheder
og frihedsrettigheder 1 forbindelse med behandling af personoplysninger, som ikke er underlagt
specifikke forpligtelser med samme formél som fastsat i Europa-Parlamentets og Radets direktiv
2002/58/EF (18), herunder den dataansvarliges forpligtelser og fysiske personers rettigheder. For
at afklare forholdet mellem denne forordning og direktiv 2002/58/EF ber navnte direktiv andres
1 overensstemmelse hermed. Nér denne forordning er vedtaget, ber direktiv 2002/58/EF revideres,
navnlig for at sikre forenelighed med denne forordning —

HAR VEDTAGET DENNE FORORDNING

KAPITEL 1

Generelle bestemmelser

Artikel 1
Genstand og formal

1. I denne forordning fastsattes regler om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og regler om fri udveksling af personoplysninger.
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2. Denne forordning beskytter fysiske personers grundleggende rettigheder og frihedsrettigheder, navnlig
deres ret til beskyttelse af personoplysninger.

3. Den frie udveksling af personoplysninger i Unionen ma hverken indskrenkes eller forbydes af grunde,
der vedrorer beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger.

Artikel 2
Materielt anvendelsesomrade

1. Denne forordning finder anvendelse pa behandling af personoplysninger, der helt eller delvis foretages
ved hjelp af automatisk databehandling, og pa anden ikkeautomatisk behandling af personoplysninger,
der er eller vil blive indeholdt i et register.

2. Denne forordning galder ikke for behandling af personoplysninger:
a) under udevelse af aktiviteter, der falder uden for EU-retten

b) som foretages af medlemsstaterne, nér de udferer aktiviteter, der falder inden for rammerne af afsnit V,
kapitel 2,1 TEU

c) som foretages af en fysisk person som led i rent personlige eller familiemessige aktiviteter

d) som foretages af kompetente myndigheder med henblik péd at forebygge, efterforske, afslore eller
retsforfolge strafbare handlinger eller fuldbyrde strafferetlige sanktioner, herunder beskytte mod og fore-
bygge trusler mod den offentlige sikkerhed.

3. Forordning (EF) nr. 45/2001 finder anvendelse pa behandling af personoplysninger, som Unionens
institutioner, organer, kontorer og agenturer foretager. Forordning (EF) nr. 45/2001 og andre EU-retsakter,
der finder anvendelse pa sadan behandling af personoplysninger, tilpasses til principperne og bestemmel-
serne 1 nervaerende forordning i overensstemmelse med artikel 98.

4. Denne forordning bererer ikke anvendelsen af direktiv 2000/31/EF, navnlig reglerne om formidleran-
svar for tjenesteydere, der er fastsat i artikel 12-15 i nevnte direktiv.
Artikel 3
Territorialt anvendelsesomride

1. Denne forordning finder anvendelse pd behandling af personoplysninger, som foretages som led i
aktiviteter, der udferes for en dataansvarlig eller en databehandler, som er etableret i Unionen, uanset om
behandlingen finder sted i Unionen eller e;j.

2. Denne forordning finder anvendelse pd behandling af personoplysninger om registrerede, der er i
Unionen, og som foretages af en dataansvarlig eller databehandler, der ikke er etableret i Unionen, hvis
behandlingsaktiviteterne vedrerer:

LOV nr 502 af 23/05/2018 50



a) udbud af varer eller tjenester til sddanne registrerede i Unionen, uanset om betaling fra den registrerede
er pakravet, eller

b) overvagning af sddanne registreredes adfzerd, for sa vidt deres adfaerd finder sted i Unionen.

3. Denne forordning anvendes pa behandling af personoplysninger, som foretages af en dataansvarlig,
der ikke er etableret i Unionen, men et sted, hvor medlemsstaternes nationale ret galder 1 medfer af
folkeretten.

Artikel 4
Definitioner
I denne forordning forstés ved:

1) »personoplysninger«: enhver form for information om en identificeret eller identificerbar fysisk person
(»den registrerede«); ved identificerbar fysisk person forstds en fysisk person, der direkte eller indirekte
kan identificeres, navnlig ved en identifikator som f.eks. et navn, et identifikationsnummer, lokaliserings-
data, en onlineidentifikator eller et eller flere elementer, der er s@rlige for denne fysiske persons fysiske,
fysiologiske, genetiske, psykiske, skonomiske, kulturelle eller sociale identitet

2) »behandling«: enhver aktivitet eller rekke af aktiviteter — med eller uden brug af automatisk be-
handling — som personoplysninger eller en samling af personoplysninger gores til genstand for, f.eks.
indsamling, registrering, organisering, systematisering, opbevaring, tilpasning eller @ndring, genfinding,
sogning, brug, videregivelse ved transmission, formidling eller enhver anden form for overladelse, sam-
menstilling eller samkering, begraensning, sletning eller tilintetgarelse

3) »begransning af behandling«: maerkning af opbevarede personoplysninger med den hensigt at begren-
se fremtidig behandling af disse oplysninger

4) »profilering«: enhver form for automatisk behandling af personoplysninger, der bestdr i at anvende
personoplysninger til at evaluere bestemte personlige forhold vedrerende en fysisk person, navnlig for
at analysere eller forudsige forhold vedrerende den fysiske persons arbejdsindsats, skonomiske situation,
helbred, personlige preferencer, interesser, palidelighed, adfeerd, geografisk position eller bevagelser

5) »pseudonymisering«: behandling af personoplysninger pa en sddan made, at personoplysningerne ikke
leengere kan henfores til en bestemt registreret uden brug af supplerende oplysninger, forudsat at sdidanne
supplerende oplysninger opbevares separat og er underlagt tekniske og organisatoriske foranstaltninger
for at sikre, at personoplysningerne ikke henfores til en identificeret eller identificerbar fysisk person

6) »register«: enhver struktureret samling af personoplysninger, der er tilgengelig efter bestemte kriterier,
hvad enten denne samling er placeret centralt eller decentralt eller er fordelt pa funktionsbestemt eller
geografisk grundlag

7) »dataansvarlig«: en fysisk eller juridisk person, en offentlig myndighed, en institution eller et andet
organ, der alene eller sammen med andre afger, til hvilke formél og med hvilke hjelpemidler der ma
foretages behandling af personoplysninger; hvis formélene og hjelpemidlerne til en sddan behandling
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er fastlagt 1 EU-retten eller medlemsstaternes nationale ret, kan den dataansvarlige eller de specifikke
kriterier for udpegelse af denne fastsattes 1 EU-retten eller medlemsstaternes nationale ret

8) »databehandler«: en fysisk eller juridisk person, en offentlig myndighed, en institution eller et andet
organ, der behandler personoplysninger pa den dataansvarliges vegne

9) »modtager«: en fysisk eller juridisk person, en offentlig myndighed, en institution eller et andet organ,
hvortil personoplysninger videregives, uanset om det er en tredjemand eller ej. Offentlige myndigheder,
som vil kunne f4 meddelt personoplysninger som led i en isoleret forespargsel 1 henhold til EU-retten
eller medlemsstaternes nationale ret, anses dog ikke for modtagere; de offentlige myndigheders behand-
ling af disse oplysninger skal overholde de geldende databeskyttelsesregler athangigt af formélet med
behandlingen

10) »tredjemand«: en anden fysisk eller juridisk person, offentlig myndighed eller institution eller ethvert
andet organ end den registrerede, den dataansvarlige, databehandleren og de personer under den dataan-
svarliges eller databehandlerens direkte myndighed, der er befojet til at behandle personoplysninger

11) »samtykke« fra den registrerede: enhver frivillig, specifik, informeret og utvetydig viljestilkendegi-
velse fra den registrerede, hvorved den registrerede ved erklering eller klar bekraftelse indvilliger 1, at
personoplysninger, der vedrerer den padgaldende, gores til genstand for behandling

12) »brud pa persondatasikkerheden«: et brud pa sikkerheden, der forer til haendelig eller ulovlig tilintet-
gorelse, tab, &ndring, vautoriseret videregivelse af eller adgang til personoplysninger, der er transmitteret,
opbevaret eller pd anden made behandlet

13) »genetiske data«: personoplysninger vedrerende en fysisk persons arvede eller erhvervede genetiske
karakteristika, som giver entydig information om den fysiske persons fysiologi eller helbred, og som
navnlig foreligger efter en analyse af en biologisk prove fra den pageldende fysiske person

14) »biometriske data«: personoplysninger, der som folge af specifik teknisk behandling vedrerende
en fysisk persons fysiske, fysiologiske eller adferdsmassige karakteristika muligger eller bekrafter en
entydig identifikation af vedkommende, f.eks. ansigtsbillede eller fingeraftryksoplysninger

15) »helbredsoplysninger«: personoplysninger, der vedrerer en fysisk persons fysiske eller mentale
helbred, herunder levering af sundhedsydelser, og som giver information om vedkommendes helbreds-
tilstand

16) »hovedvirksomhed«:

a) for sd vidt angér en dataansvarlig som er etableret i mere end én medlemsstat, stedet for dennes centra-
le administration 1 Unionen, medmindre beslutninger vedrerende formal og hjelpemidler 1 forbindelse
med behandling af personoplysninger treeffes 1 en anden af den dataansvarliges etableringer 1 Unionen, og
sidstnavnte etablering har befojelse til fi sddanne beslutninger gennemfort; i sa fald anses den etablering,
der har truffet sddanne beslutninger, for hovedvirksomheden

b) for sd vidt angdr en databehandler som er etableret i mere end én medlemsstat, stedet for dennes
centrale administration i Unionen, eller, hvis denne ikke har en central administration i Unionen, den
etablering 1 Unionen, hvor databehandlerens hovedbehandlingsaktiviteter foretages i databehandlerens
egenskab af at vaere databehandler, 1 det omfang databehandleren er underlagt specifikke forpligtelser i
henhold til denne forordning
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17) »repreesentant«: en fysisk eller juridisk person, der er etableret i Unionen, som skriftligt er udpeget af
den dataansvarlige eller databehandleren 1 henhold til artikel 27, og som reprasenterer den dataansvarlige
eller databehandleren hvad angér deres respektive forpligtelser i medfer af denne forordning

18) »foretagende«: en fysisk eller juridisk person, som udever ekonomisk aktivitet, uanset dens retlige
status, herunder partnerskaber eller sammenslutninger, der regelmaessigt udever ekonomisk aktivitet

19) »koncern«: en virksomhed, der udever kontrol, og de af denne kontrollerede virksomheder

20) »bindende virksomhedsregler«: regler om beskyttelse af personoplysninger, som en dataansvarlig
eller databehandler, der er etableret pa en medlemsstats omrade, overholder i forbindelse med overforsel
eller en rekke overforsler af personoplysninger til en dataansvarlig eller databehandler i et eller flere
tredjelande inden for en koncern eller gruppe af foretagender, der udever en faeelles skonomisk aktivitet

21) »tilsynsmyndighed«: en uathengig offentlig myndighed, der er etableret i en medlemsstat i henhold
til artikel 51

22) »berort tilsynsmyndighed«: en tilsynsmyndighed, der er berort af en behandling af personoplysninger,
fordi:

a) den dataansvarlige eller databehandleren er etableret pa denne tilsynsmyndigheds medlemsstats omrade

b) de registrerede, der har bopzl i denne tilsynsmyndigheds medlemsstat, i veesentlig grad er pavirket af
eller sandsynligvis i veesentlig grad vil kunne blive pavirket af behandlingen, eller

c¢) en klage er blevet indgivet til denne tilsynsmyndighed
23) »graenseoverskridende behandling«:

a) behandling af personoplysninger, der finder sted som led i aktiviteter, som udferes for en dataansvar-
ligs eller en databehandlers virksomheder 1 mere end én medlemsstat i Unionen, hvor den dataansvarlige
eller databehandleren er etableret i mere end én medlemsstat, eller

b) behandling af personoplysninger, der finder sted som led i aktiviteter, som udferes for en dataan-
svarligs eller en databehandlers eneste etablering i Unionen, men som i veasentlig grad pdvirker eller
sandsynligvis 1 veesentlig grad vil kunne pavirke registrerede i mere end én medlemsstat

24) »relevant og begrundet indsigelse«: en indsigelse mod et udkast til afgerelse om, hvorvidt der forelig-
ger en overtraedelse af denne forordning, eller hvorvidt en planlagt foranstaltning 1 forbindelse med den
dataansvarlige eller databehandleren overholder denne forordning, og som klart paviser betydningen af de
risici, som udkastet til afgerelse udger for registreredes grundleeggende rettigheder og frihedsrettigheder
og, hvis det er relevant, for den frie udveksling af personoplysninger i Unionen

25) »informationssamfundstjeneste«: en tjeneste som defineret i artikel 1, stk. 1, litra b), i Europa-Parla-
mentets og Radets direktiv (EU) 2015/1535 (19)

26) »international organisation«: en folkeretlig organisation og organer, der er underordnet den, samt
ethvert andet organ, der er oprettet ved eller med hjemmel 1 en aftale mellem to eller flere lande.

KAPITEL IT

Principper
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Artikel 5
Principper for behandling af personoplysninger
1. Personoplysninger skal:

a) behandles lovligt, rimeligt og pé en gennemsigtig made i forhold til den registrerede (»lovlighed,
rimelighed og gennemsigtighed«)

b) indsamles til udtrykkeligt angivne og legitime formél og ma ikke viderebehandles pa en made, der er
uforenelig med disse formal; viderebehandling til arkivformal i samfundets interesse, til videnskabelige
eller historiske forskningsformal eller til statistiske formal 1 overensstemmelse med artikel 89, stk. 1, skal
ikke anses for at veere uforenelig med de oprindelige formal (»formélsbegraensning«)

c) veere tilstreekkelige, relevante og begranset til, hvad der er nedvendigt i forhold til de formél, hvortil de
behandles (»dataminimering«)

d) vere korrekte og om nedvendigt ajourferte; der skal tages ethvert rimeligt skridt for at sikre, at perso-
noplysninger, der er urigtige 1 forhold til de formal, hvortil de behandles, straks slettes eller berigtiges
(»rigtighed«)

e) opbevares pa en sddan méade, at det ikke er muligt at identificere de registrerede i et lengere tidsrum
end det, der er nedvendigt til de formal, hvortil de padgaldende personoplysninger behandles; personop-
lysninger kan opbevares i lengere tidsrum, hvis personoplysningerne alene behandles til arkivformal
1 samfundets interesse, til videnskabelige eller historiske forskningsformal eller til statistiske formal i
overensstemmelse med artikel 89, stk. 1, under forudsetning af, at der implementeres passende tekniske
og organisatoriske foranstaltninger, som denne forordning krever for at sikre den registreredes rettigheder
og frihedsrettigheder (»opbevaringsbegransning«)

f) behandles pd en made, der sikrer tilstreekkelig sikkerhed for de pagaldende personoplysninger, her-
under beskyttelse mod uautoriseret eller ulovlig behandling og mod handeligt tab, tilintetgerelse eller
beskadigelse, under anvendelse af passende tekniske eller organisatoriske foranstaltninger (»integritet og
fortrolighed«).

2. Den dataansvarlige er ansvarlig for og skal kunne pavise, at stk. 1 overholdes (»ansvarlighed«).

Artikel 6
Lovlig behandling
1. Behandling er kun lovlig, hvis og i det omfang mindst ét af folgende forhold ger sig geeldende:

a) Den registrerede har givet samtykke til behandling af sine personoplysninger til et eller flere specifikke
formal.

b) Behandling er nedvendig af hensyn til opfyldelse af en kontrakt, som den registrerede er part i, eller
af hensyn til gennemforelse af foranstaltninger, der treffes pd den registreredes anmodning forud for
indgéelse af en kontrakt.

c¢) Behandling er nedvendig for at overholde en retlig forpligtelse, som pahviler den dataansvarlige.

d) Behandling er nedvendig for at beskytte den registreredes eller en anden fysisk persons vitale interes-
ser.
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e) Behandling er nadvendig af hensyn til udferelse af en opgave 1 samfundets interesse eller som henherer
under offentlig myndighedsudevelse, som den dataansvarlige har fiet palagt.

f) Behandling er nedvendig for, at den dataansvarlige eller en tredjemand kan forfelge en legitim inte-
resse, medmindre den registreredes interesser eller grundleeggende rettigheder og frihedsrettigheder, der
krever beskyttelse af personoplysninger, gir forud herfor, navnlig hvis den registrerede er et barn.

Forste afsnit, litra f), gelder ikke for behandling, som offentlige myndigheder foretager som led i
udferelsen af deres opgaver.

2. Medlemsstaterne kan opretholde eller indfere mere specifikke bestemmelser for at tilpasse anvendelsen
af denne forordnings bestemmelser om behandling med henblik pa overholdelse af stk. 1, litra c) og e),
ved at fastsette mere pracist specifikke krav til behandling og andre foranstaltninger for at sikre lovlig og
rimelig behandling, herunder for andre specifikke databehandlingssituationer som omhandlet i1 kapitel IX.

3. Grundlaget for behandling i henhold til stk. 1, litra ¢) og e), skal fremga af:
a) EU-retten, eller
b) medlemsstaternes nationale ret, som den dataansvarlige er underlagt.

Formalet med behandlingen skal vare fastlagt i dette retsgrundlag eller for s& vidt angér den behandling,
der er omhandlet i stk. 1, litra e), vaere nedvendig for udferelsen af en opgave i samfundets interesse
eller som henherer under offentlig myndighedsudevelse, som den dataansvarlige har faet palagt. Dette
retsgrundlag kan indeholde specifikke bestemmelser med henblik pé at tilpasse anvendelsen af bestem-
melserne i denne forordning, bl.a. de generelle betingelser for lovlighed af den dataansvarliges behand-
ling, hvilke typer oplysninger der skal behandles, berorte registrerede, hvilke enheder personoplysninger
m4d videregives til, og formalet hermed, formélsbegransninger, opbevaringsperioder og behandlingsakti-
viteter samt behandlingsprocedurer, herunder foranstaltninger til sikring af lovlig og rimelig behandling
sasom 1 andre specifikke databehandlingssituationer som omhandlet i kapitel IX. EU-retten eller med-
lemsstaternes nationale ret skal opfylde et formél i samfundets interesse og sta i rimeligt forhold til det
legitime mal, der forfolges.

4. Nar behandling til et andet formal end det, som personoplysningerne er indsamlet til, ikke er baseret pa
den registreredes samtykke eller EU-retten eller medlemsstaternes nationale ret, som udger en nedvendig
og forholdsmaessig foranstaltning i et demokratisk samfund af hensyn til de mal, der er omhandlet 1 artikel
23, stk. 1, tager den dataansvarlige, for at afgere, om behandling til et andet forméil er forenelig med det
formél, som personoplysningerne oprindelig blev indsamlet til, bl.a. hensyn til felgende:

a) enhver forbindelse mellem det formél, som personoplysningerne er indsamlet til, og formalet med den
patenkte viderebehandling

b) den sammenhang, hvori personoplysningerne er blevet indsamlet, navnlig med hensyn til forholdet
mellem den registrerede og den dataansvarlige

c) personoplysningernes art, navnlig om sarlige kategorier af personoplysninger behandles, jf. artikel 9,
eller om personoplysninger vedrerende straffedomme og lovovertradelser behandles, jf. artikel 10

d) den patenkte viderebehandlings mulige konsekvenser for de registrerede

e) tilstedevarelse af fornedne garantier, som kan omfatte kryptering eller pseudonymisering.

Artikel 7

LOV nr 502 af 23/05/2018 55



Betingelser for samtykke

1. Hvis behandling er baseret pa samtykke, skal den dataansvarlige kunne pévise, at den registrerede har
givet samtykke til behandling af sine personoplysninger.

2. Hvis den registreredes samtykke gives 1 en skriftlig erklering, der ogsa vedrerer andre forhold, skal
en anmodning om samtykke foreleegges pa en made, som klart kan skelnes fra de andre forhold, 1 en
letforstaelig og lettilgeengelig form og i et klart og enkelt sprog. Enhver del af en sddan erklering, som
udger en overtraedelse af denne forordning, er ikke bindende.

3. Den registrerede har til enhver tid ret til at traekke sit samtykke tilbage. Tilbagetrekning af samtykke
bererer ikke lovligheden af den behandling, der er baseret pd samtykke inden tilbagetrekningen. Inden
der gives samtykke, skal den registrerede oplyses om, at samtykket kan treekkes tilbage. Det skal vere
lige sé let at traekke sit samtykke tilbage som at give det.

4. Ved vurdering af, om samtykke er givet frit, tages der sterst muligt hensyn til, bl.a. om opfyldelse af en
kontrakt, herunder om en tjenesteydelse, er gjort betinget af samtykke til behandling af personoplysning-
er, som ikke er nedvendig for opfyldelse af denne kontrakt.

Artikel 8

Betingelser for et barns samtykke i forbindelse med informationssamfundstjenester

1. Hvis artikel 6, stk. 1, litra a), finder anvendelse i1 forbindelse med udbud af informationssamfundstjene-
ster direkte til bern, er behandling af personoplysninger om et barn lovlig, hvis barnet er mindst 16 ar. Er
barnet under 16 ar, er sidan behandling kun lovlig, hvis og 1 det omfang samtykke gives eller godkendes
af indehaveren af foreldremyndigheden over barnet.

Medlemsstaterne kan ved lov fastsette en lavere aldersgranse til disse formédl, forudsat at en sddan
aldersgraense ikke er under 13 ar.

2. Under hensyntagen til den tilgengelige teknologi skal den dataansvarlige gore sig rimelige bestrabel-
ser pa 1 sadanne tilfzlde at kontrollere, at indehaveren af foreldremyndigheden over barnet har givet eller
godkendt samtykket.

3. Stk. 1 bererer ikke medlemsstaternes generelle aftaleret, som f.eks. bestemmelser om gyldighed,
indgéelse eller virkning af en kontrakt, nar der er tale om et barn.
Artikel 9
Behandling af serlige kategorier af personoplysninger

1. Behandling af personoplysninger om race eller etnisk oprindelse, politisk, religios eller filosofisk
overbevisning eller fagforeningsmaessigt tilhersforhold samt behandling af genetiske data, biometriske
data med det formal entydigt at identificere en fysisk person, helbredsoplysninger eller oplysninger om en
fysisk persons seksuelle forhold eller seksuelle orientering er forbudt.

2. Stk. 1 finder ikke anvendelse, hvis et af falgende forhold ger sig gaeldende:

a) Den registrerede har givet udtrykkeligt samtykke til behandling af sddanne personoplysninger til et
eller flere specifikke formal, medmindre det i EU-retten eller medlemsstaternes nationale ret er fastsat, at
det i stk. 1 omhandlede forbud ikke kan haves ved den registreredes samtykke.
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b) Behandling er nedvendig for at overholde den dataansvarliges eller den registreredes arbejds-, sund-
heds- og socialretlige forpligtelser og specifikke rettigheder, for sa vidt den har hjemmel 1 EU-retten eller
medlemsstaternes nationale ret eller en kollektiv overenskomst 1 medfer af medlemsstaternes nationale
ret, som giver fornedne garantier for den registreredes grundlaeggende rettigheder og interesser.

c¢) Behandling er nedvendig for at beskytte den registreredes eller en anden fysisk persons vitale interesser
i tilfzelde, hvor den registrerede fysisk eller juridisk ikke er i stand til at give samtykke.

d) Behandling foretages af en stiftelse, en sammenslutning eller et andet organ, som ikke arbejder med
gevinst for gje, og hvis sigte er af politisk, filosofisk, religios eller fagforeningsmaessig art, som led 1
organets legitime aktiviteter og med de fornedne garantier, og pd betingelse af at behandlingen alene
vedrerer organets medlemmer, tidligere medlemmer eller personer, der pa grund af organets formal er
1 regelmaessig kontakt hermed, og at personoplysningerne ikke videregives uden for organet uden den
registreredes samtykke.

e) Behandling vedrarer personoplysninger, som tydeligvis er offentliggjort af den registrerede.

f) Behandling er nedvendig, for at retskrav kan fastlegges, gores galdende eller forsvares, eller nar
domstole handler 1 deres egenskab af domstol.

g) Behandling er nedvendig af hensyn til vesentlige samfundsinteresser pa grundlag af EU-retten eller
medlemsstaternes nationale ret og stdr 1 rimeligt forhold til det mél, der forfolges, respekterer det vasent-
ligste indhold af retten til databeskyttelse og sikrer passende og specifikke foranstaltninger til beskyttelse
af den registreredes grundlaeggende rettigheder og interesser.

h) Behandling er nedvendig med henblik péd forebyggende medicin eller arbejdsmedicin til vurdering af
arbejdstagerens erhvervsevne, medicinsk diagnose, ydelse af social- og sundhedsomsorg eller -behandling
eller forvaltning af social- og sundhedsomsorg og -tjenester pa grundlag af EU-retten eller medlemsstater-
nes nationale ret eller i henhold til en kontrakt med en sundhedsperson og underlagt de betingelser og
garantier, der er omhandlet 1 stk. 3.

1) Behandling er nedvendig af hensyn til samfundsinteresser pd folkesundhedsomrédet, f.eks. beskyttelse
mod alvorlige grenseoverskridende sundhedsrisici eller sikring af heje kvalitets- og sikkerhedsstandarder
for sundhedspleje og legemidler eller medicinsk udstyr pa grundlag af EU-retten eller medlemsstaternes
nationale ret, som fastsatter passende og specifikke foranstaltninger til beskyttelse af den registreredes
rettigheder og frihedsrettigheder, navnlig tavshedspligt.

J) Behandling er nedvendig til arkivformal 1 samfundets interesse, til videnskabelige eller historiske forsk-
ningsformal eller til statistiske formal 1 overensstemmelse med artikel 89, stk. 1, pa grundlag af EU-retten
eller medlemsstaternes nationale ret og star i rimeligt forhold til det mél, der forfelges, respekterer det
vasentligste indhold af retten til databeskyttelse og sikrer passende og specifikke foranstaltninger til
beskyttelse af den registreredes grundlaeggende rettigheder og interesser.

3. Personoplysninger som omhandlet i stk. 1 kan behandles til de formal, der er omhandlet i stk. 2, litra
h), hvis disse oplysninger behandles af en fagperson, der har tavshedspligt i henhold til EU-retten eller
medlemsstaternes nationale ret eller regler, der er fastsat af nationale kompetente organer, eller under en
saddan persons ansvar, eller af en anden person, der ogsd har tavshedspligt i henhold til EU-retten eller
medlemsstaternes nationale ret eller regler, der er fastsat af nationale kompetente organer.

4. Medlemsstaterne kan opretholde eller indfere yderligere betingelser, herunder begrensninger, for
behandling af genetiske data, biometriske data eller helbredsoplysninger.
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Artikel 10
Behandling af personoplysninger vedrorende straffedomme og lovovertradelser

Behandling af personoplysninger vedrerende straffedomme og lovovertraedelser eller tilknyttede sikker-
hedsforanstaltninger pd grundlag af artikel 6, stk. 1, ma kun foretages under kontrol af en offentlig
myndighed, eller hvis behandling har hjemmel 1 EU-retten eller medlemsstaternes nationale ret, som giver
passende garantier for registreredes rettigheder og frihedsrettigheder. Ethvert omfattende register over
straffedomme m4 kun fores under kontrol af en offentlig myndighed.

Artikel 11
Behandling, der ikke kraever identifikation

1. Hvis formélene med en dataansvarligs behandling af personoplysninger ikke kraver eller ikke laengere
kraever, at den registrerede kan identificeres af den dataansvarlige, er den dataansvarlige ikke forpligtet til
at beholde, indhente eller behandle yderligere oplysninger for at kunne identificere den registrerede alene
med det formal at overholde denne forordning.

2. Hvis den dataansvarlige i tilfelde, der er omhandlet i denne artikels stk. 1, kan pavise, at
vedkommende ikke kan identificere den registrerede, underretter den dataansvarlige den registrerede
herom, hvis det er muligt. I sddanne tilfelde finder artikel 15-20 ikke anvendelse, medmindre den
registrerede for at udeve sine rettigheder i henhold til disse artikler giver yderligere oplysninger, der gor
det muligt at identificere den pageldende.

KAPITEL 111

Den registreredes rettigheder

Afdeling 1

Gennemsigtighed og nermere regler

Artikel 12

Gennemsigtig oplysning, meddelelser og nzermere regler for udevelsen af den registreredes rettig-
heder

1. Den dataansvarlige treeffer passende foranstaltninger til at give enhver oplysning som omhandlet i
artikel 13 og 14 og enhver meddelelse 1 henhold til artikel 15-22 og 34 om behandling til den registrerede
1 en kortfattet, gennemsigtig, letforstaelig og lettilgeengelig form og i et klart og enkelt sprog, navnlig
ndr oplysninger specifikt er rettet mod et barn. Oplysningerne gives skriftligt eller med andre midler, her-
under, hvis det er hensigtsmessigt, elektronisk. Nar den registrerede anmoder om det, kan oplysningerne
gives mundtligt, forudsat at den registreredes identitet godtgeres med andre midler.

2. Den dataansvarlige letter udevelsen af den registreredes rettigheder 1 henhold til artikel 15-22. I
de tilfelde, der er omhandlet i artikel 11, stk. 2, m4 den dataansvarlige ikke afvise at efterkomme
den registreredes anmodning om at udeve sine rettigheder 1 henhold til artikel 15-22, medmindre den
dataansvarlige paviser, at vedkommende ikke er i stand til at identificere den registrerede.
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3. Den dataansvarlige oplyser uden unedig forsinkelse og 1 alle tilfeelde senest en méned efter modtagel-
sen af anmodningen den registrerede om foranstaltninger, der treffes pa baggrund af en anmodning 1
henhold til artikel 15-22. Denne periode kan forlenges med to méneder, hvis det er nedvendigt, under
hensyntagen til anmodningernes kompleksitet og antal. Den dataansvarlige underretter den registrerede
om enhver sadan forlengelse senest en méaned efter modtagelsen af anmodningen sammen med begrun-
delsen for forsinkelsen. Hvis den registrerede indgiver en anmodning elektronisk, meddeles oplysninger-
ne sa vidt muligt elektronisk, medmindre den registrerede anmoder om andet.

4. Hvis den dataansvarlige ikke treffer foranstaltninger i anledning af den registreredes anmodning, un-
derretter den dataansvarlige straks og senest en mined efter modtagelsen af anmodningen den registrerede
om arsagen hertil og om muligheden for at indgive en klage til en tilsynsmyndighed og indbringe sagen
for en retsinstans.

5. Oplysninger, der gives 1 henhold til artikel 13 og 14, og enhver meddelelse og enhver foranstaltning,
der treffes 1 henhold til artikel 15-22 og 34, er gratis. Hvis anmodninger fra en registreret er dbenbart
grundlese eller overdrevne, is@r fordi de gentages, kan den dataansvarlige enten:

a) opkrave et rimeligt gebyr under hensyntagen til de administrative omkostninger ved at give oplysnin-
ger eller meddelelser eller treffe den enskede foranstaltning, eller

b) afvise at efterkomme anmodningen.
Bevisbyrden for, at anmodningen er dbenbart grundles eller overdreven, pahviler den dataansvarlige.

6. Uden at det bergrer artikel 11 kan den dataansvarlige, hvis der hersker rimelig tvivl om identiteten af
den fysiske person, der fremsetter en anmodning som omhandlet i artikel 15-21, anmode om yderligere
oplysninger, der er nadvendige for at bekrafte den registreredes identitet.

7. De oplysninger, der skal gives til registrerede i henhold til artikel 13 og 14, kan gives sammen med
standardiserede ikoner for at give et meningsfuldt overblik over den planlagte behandling pa en klart syn-
lig, letforstaelig og letleeselig méde. Hvis ikonerne praesenteres elektronisk, skal de veere maskinlesbare.

8. Kommissionen tillegges befojelse til at vedtage delegerede retsakter i overensstemmelse med artikel
92 med henblik pé at fastlegge de oplysninger, der skal fremgé af ikoner, og procedurerne for tilvejebrin-
gelse af standardiserede ikoner.

Afdeling 2

Oplysning og indsigt i personoplysninger

Artikel 13
Oplysningspligt ved indsamling af personoplysninger hos den registrerede

1. Hvis personoplysninger om en registreret indsamles hos den registrerede, giver den dataansvarlige pa
det tidspunkt, hvor personoplysningerne indsamles, den registrerede alle folgende oplysninger:

a) identitet pa og kontaktoplysninger for den dataansvarlige og dennes eventuelle reprasentant
b) kontaktoplysninger for en eventuel databeskyttelsesradgiver

c¢) formalene med den behandling, som personoplysningerne skal bruges til, og retsgrundlaget for behand-
lingen
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d) de legitime interesser, som forfolges af den dataansvarlige eller en tredjemand, hvis behandlingen er
baseret pa artikel 6, stk. 1, litra f)

e) eventuelle modtagere eller kategorier af modtagere af personoplysningerne

f) hvor det er relevant, at den dataansvarlige agter at overfore personoplysninger til et tredjeland eller en
international organisation, og om hvorvidt Kommissionen har truffet afgerelse om tilstrekkeligheden af
beskyttelsesniveauet, eller i tilfelde af overfersler 1 henhold til artikel 46 eller 47 eller artikel 49, stk. 1,
andet afsnit, litra h), henvisning til de fornedne eller passende garantier, og hvordan der kan fas en kopi
heraf, eller hvor de er blevet gjort tilgeengelige.

2. Ud over de oplysninger, der er omhandlet i stk. 1, giver den dataansvarlige pd det tidspunkt, hvor
personoplysningerne indsamles, den registrerede folgende yderligere oplysninger, der er nedvendige for
at sikre en rimelig og gennemsigtig behandling:

a) det tidsrum, hvor personoplysningerne vil blive opbevaret, eller hvis dette ikke er muligt, de kriterier,
der anvendes til at fastleegge dette tidsrum

b) retten til at anmode den dataansvarlige om indsigt i og berigtigelse eller sletning af personoplysninger
eller begrensning af behandling vedrerende den registrerede eller til at gere indsigelse mod behandling
samt retten til dataportabilitet

¢) nar behandling er baseret pa artikel 6, stk. 1, litra a), eller artikel 9, stk. 2, litra a), retten til at trekke
samtykke tilbage pa ethvert tidspunkt, uden at dette berorer lovligheden af behandling, der er baseret pad
samtykke, inden tilbagetraekning heraf

d) retten til at indgive en klage til en tilsynsmyndighed

e) om meddelelse af personoplysninger er lovpligtigt eller et krav 1 henhold til en kontrakt eller et
krav, der skal vare opfyldt for at indgd en kontrakt, samt om den registrerede har pligt til at give
personoplysningerne og de eventuelle konsekvenser af ikke at give sddanne oplysninger

f) forekomsten af automatiske afgerelser, herunder profilering, som omhandlet i artikel 22, stk. 1 og 4,
og 1 disse tilfelde som minimum meningsfulde oplysninger om logikken heri samt betydningen og de
forventede konsekvenser af en sddan behandling for den registrerede.

3. Hvis den dataansvarlige agter at viderebehandle personoplysningerne til et andet formél end det, hvortil
de er indsamlet, giver den dataansvarlige forud for denne viderebehandling den registrerede oplysninger
om dette andet formél og andre relevante yderligere oplysninger, jf. stk. 2.

4. Stk. 1, 2 og 3 finder ikke anvendelse, hvis og i det omfang den registrerede allerede er bekendt med
oplysningerne.
Artikel 14
Oplysningspligt, hvis personoplysninger ikke er indsamlet hos den registrerede

1. Hvis personoplysningerne ikke er indsamlet hos den registrerede, giver den dataansvarlige den registre-
rede folgende oplysninger:

a) identitet pa og kontaktoplysninger for den dataansvarlige og dennes eventuelle reprasentant

b) kontaktoplysninger for en eventuel databeskyttelsesradgiver
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c) formalene med den behandling, som personoplysningerne skal bruges til, samt retsgrundlaget for
behandlingen

d) de berorte kategorier af personoplysninger
e) eventuelle modtagere eller kategorier af modtagere af personoplysningerne

f) hvor det er relevant, at den dataansvarlige agter at overfere personoplysninger til en modtager i et
tredjeland eller en international organisation, og om hvorvidt Kommissionen har truffet afgerelse om
tilstreekkeligheden af beskyttelsesniveauet, eller i tilfeelde af overfersler 1 henhold til artikel 46 eller
47 eller artikel 49, stk. 1, andet afsnit, litra h), henvisning til de fornedne eller passende garantier, og
hvordan der kan fas en kopi heraf, eller hvor de er blevet gjort tilgeengelige.

2. Ud over de oplysninger, der er omhandlet 1 stk. 1, giver den dataansvarlige den registrerede folgende
oplysninger, der er nedvendige for at sikre en rimelig og gennemsigtig behandling for sd vidt angar den
registrerede:

a) det tidsrum, hvor personoplysningerne vil blive opbevaret, eller hvis dette ikke er muligt, de kriterier,
der anvendes til at fastleegge dette tidsrum

b) de legitime interesser, som forfelges af den dataansvarlige eller en tredjemand, hvis behandlingen er
baseret pa artikel 6, stk. 1, litra f)

c) retten til at anmode den dataansvarlige om indsigt i og berigtigelse eller sletning af personoplysninger
eller begrensning af behandling vedrerende den registrerede og til at gere indsigelse mod behandling
samt retten til dataportabilitet

d) nar behandling er baseret pé artikel 6, stk. 1, litra a), eller artikel 9, stk. 2, litra a), retten til at treekke
samtykke tilbage pa ethvert tidspunkt, uden at dette berorer lovligheden af behandling, der er baseret pad
samtykke, inden tilbagetrekning heraf

e) retten til at indgive en klage til en tilsynsmyndighed

f) hvilken kilde personoplysningerne hidrerer fra, og eventuelt hvorvidt de stammer fra offentligt tilgaen-
gelige kilder

g) forekomsten af automatiske afgerelser, herunder profilering, som omhandlet i artikel 22, stk. 1 og 4,
og 1 disse tilfelde som minimum meningsfulde oplysninger om logikken heri samt betydningen og de
forventede konsekvenser af en sddan behandling for den registrerede.

3. Den dataansvarlige giver de oplysninger, der er omhandlet i stk. 1 og 2:

a) inden for en rimelig frist efter indsamlingen af personoplysningerne, men senest inden for en méned
under hensyn til de specifikke forhold, som personoplysningerne er behandlet under,

b) hvis personoplysningerne skal bruges til at kommunikere med den registrerede, senest pa tidspunktet
for den forste kommunikation med den registrerede, eller

c) hvis personoplysningerne er bestemt til videregivelse til en anden modtager, senest nar personoplys-
ningerne videregives forste gang.

4. Hvis den dataansvarlige agter at viderebehandle personoplysningerne til et andet formal end det, hvortil
de er indsamlet, giver den dataansvarlige forud for denne viderebehandling den registrerede oplysninger
om dette andet formal samt andre relevante yderligere oplysninger, jf. stk. 2.
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5. Stk. 1-4 finder ikke anvendelse, hvis og 1 det omfang:
a) den registrerede allerede er bekendt med oplysningerne

b) meddelelse af sddanne oplysninger viser sig umulig eller vil kraeve en uforholdsmaessigt stor indsats,
navnlig 1 forbindelse med behandling til arkivformél i samfundets interesse, til videnskabelige eller histo-
riske forskningsformal eller til statistiske formél underlagt de betingelser og garantier, der er omhandlet
1 artikel 89, stk. 1, eller i det omfang den forpligtelse, der er omhandlet 1 narvarende artikels stk. 1,
sandsynligvis vil gere det umuligt eller i alvorlig grad vil hindre opfyldelse af formilene med denne
behandling. I sddanne tilfelde treeffer den dataansvarlige passende foranstaltninger for at beskytte den re-
gistreredes rettigheder og frihedsrettigheder samt legitime interesser, herunder ved at gere oplysningerne
offentligt tilgeengelige

c¢) indsamling eller videregivelse udtrykkelig er fastsat i EU-ret eller medlemsstaternes nationale ret,
som den dataansvarlige er underlagt, og som fastsatter passende foranstaltninger til beskyttelse af den
registreredes legitime interesser, eller

d) personoplysningerne skal forblive fortrolige som folge af tavshedspligt 1 henhold til EU-retten eller
medlemsstaternes nationale ret, herunder lovbestemt tavshedspligt.
Artikel 15
Den registreredes indsigtsret

1. Den registrerede har ret til at f& den dataansvarliges bekreftelse pa, om personoplysninger vedrerende
den pégaldende behandles, og 1 givet fald adgang til personoplysningerne og folgende information:

a) formalene med behandlingen
b) de berorte kategorier af personoplysninger

c) de modtagere eller kategorier af modtagere, som personoplysningerne er eller vil blive videregivet til,
navnlig modtagere i tredjelande eller internationale organisationer

d) om muligt det patenkte tidsrum, hvor personoplysningerne vil blive opbevaret, eller hvis dette ikke er
muligt, de kriterier, der anvendes til fastleggelse af dette tidsrum

e) retten til at anmode den dataansvarlige om berigtigelse eller sletning af personoplysninger eller
begrensning af behandling af personoplysninger vedrerende den registrerede eller til at gore indsigelse
mod en sddan behandling

f) retten til at indgive en klage til en tilsynsmyndighed

g) enhver tilgengelig information om, hvorfra personoplysningerne stammer, hvis de ikke indsamles hos
den registrerede

h) forekomsten af automatiske afgerelser, herunder profilering, som omhandlet 1 artikel 22, stk. 1 og
4, og som minimum meningsfulde oplysninger om logikken heri samt betydningen og de forventede
konsekvenser af en sddan behandling for den registrerede.

2. Hvis personoplysningerne overfores til et tredjeland eller en international organisation, har den regi-
strerede ret til at blive underrettet om de fornedne garantier i medfer af artikel 46 i forbindelse med
overforslen.
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3. Den dataansvarlige udleverer en kopi af de personoplysninger, der behandles. For yderligere kopier,
som den registrerede anmoder om, kan den dataansvarlige opkrave et rimeligt gebyr baseret pa de
administrative omkostninger. Hvis den registrerede indgiver anmodningen elektronisk, og medmindre den
registrerede anmoder om andet, udleveres oplysningerne i en almindeligt anvendt elektronisk form.

4. Retten til at modtage en kopi som omhandlet i stk. 3 m4 ikke kraenke andres rettigheder og frihedsret-
tigheder.

Afdeling 3

Berigtigelse og sletning

Artikel 16
Ret til berigtigelse

Den registrerede har ret til at fa urigtige personoplysninger om sig selv berigtiget af den dataansvarlige
uden unedig forsinkelse. Den registrerede har under hensyntagen til formélene med behandlingen ret til fa
fuldsteendiggjort ufuldsteendige personoplysninger, bl.a. ved at fremlegge en supplerende erklering.

Artikel 17
Ret til sletning (»retten til at blive glemt«)

1. Den registrerede har ret til at fa personoplysninger om sig selv slettet af den dataansvarlige uden
unedig forsinkelse, og den dataansvarlige har pligt til at slette personoplysninger uden unedig forsinkelse,
hvis et af folgende forhold ger sig gaeldende:

a) Personoplysningerne er ikke lengere nedvendige til at opfylde de formadl, hvortil de blev indsamlet
eller pa anden vis behandlet.

b) Den registrerede treekker det samtykke, der er grundlaget for behandlingen, jf. artikel 6, stk. 1, litra a),
eller artikel 9, stk. 2, litra a), tilbage, og der er ikke et andet retsgrundlag for behandlingen.

c¢) Den registrerede gor indsigelse mod behandlingen i henhold til artikel 21, stk. 1, og der foreligger ikke
legitime grunde til behandlingen, som gér forud for indsigelsen, eller den registrerede gor indsigelse mod
behandlingen 1 medfor af artikel 21, stk. 2.

d) Personoplysningerne er blevet behandlet ulovligt.

e) Personoplysningerne skal slettes for at overholde en retlig forpligtelse 1 EU-retten eller medlemsstater-
nes nationale ret, som den dataansvarlige er underlagt.

f) Personoplysningerne er blevet indsamlet i forbindelse med udbud af informationssamfundstjenester
som omhandlet i artikel 8, stk. 1.

2. Hvis den dataansvarlige har offentliggjort personoplysningerne og i henhold til stk. 1 er forpligtet
til at slette personoplysningerne, treffer den dataansvarlige under hensyntagen til den teknologi, der
er tilgengelig, og omkostningerne ved implementeringen, rimelige foranstaltninger, herunder tekniske
foranstaltninger, for at underrette de dataansvarlige, som behandler personoplysningerne, om, at den
registrerede har anmodet disse dataansvarlige om at slette alle link til eller kopier eller gengivelser af de
pagaeldende personoplysninger.
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3. Stk. 1 og 2 finder ikke anvendelse, 1 det omfang denne behandling er nedvendig:
a) for at udeve retten til ytrings- og informationsfrihed

b) for at overholde en retlig forpligtelse, der kraver behandling i henhold til EU-retten eller medlemssta-
ternes nationale ret, og som den dataansvarlige er underlagt, eller for at udfere en opgave 1 samfundets
interesse eller som henherer under offentlig myndighedsudevelse, som den dataansvarlige har faet palagt

c) af hensyn til samfundsinteresser pa folkesundhedsomridet i overensstemmelse med artikel 9, stk. 2,
litra h) og 1), samt artikel 9, stk. 3

d) til arkivformal 1 samfundets interesse, til videnskabelige eller historiske forskningsformal eller til
statistiske formél 1 overensstemmelse med artikel 89, stk. 1, i det omfang den rettighed, der er omhandlet 1
stk. 1, sandsynligvis vil gere det umuligt eller 1 alvorlig grad hindre opfyldelse af denne behandling, eller

e) for, at retskrav kan fastlegges, gores gaeldende eller forsvares.

Artikel 18
Ret til begraensning af behandling

1. Den registrerede har ret til fra den dataansvarlige at opnd begransning af behandling, hvis et af
folgende forhold gor sig gaeldende:

a) rigtigheden af personoplysningerne bestrides af den registrerede, i perioden indtil den dataansvarlige
har haft mulighed for at fastsld, om personoplysningerne er korrekte

b) behandlingen er ulovlig, og den registrerede modsetter sig sletning af personoplysningerne og i stedet
anmoder om, at anvendelse heraf begranses

c¢) den dataansvarlige ikke leengere har brug for personoplysningerne til behandlingen, men de er nedven-
dige for, at et retskrav kan fastlegges, gores gaeldende eller forsvares

d) den registrerede har gjort indsigelse mod behandlingen i medfer af artikel 21, stk. 1, i perioden
mens det kontrolleres, om den dataansvarliges legitime interesser gar forud for den registreredes legitime
interesser.

2. Hvis behandling er blevet begrenset 1 medfer af stk. 1, mi sddanne personoplysninger, bortset fra
opbevaring, kun behandles med den registreredes samtykke eller med henblik pa, at et retskrav kan
fastleegges, gores geldende eller forsvares eller for at beskytte en anden fysisk eller juridisk person eller
af hensyn til Unionens eller en medlemsstats vigtige samfundsinteresser.

3. En registreret, der har opndet begrensning af behandling i medfer af stk. 1, underrettes af den
dataansvarlige, inden begransningen af behandlingen ophaves.
Artikel 19

Underretningspligt i forbindelse med berigtigelse eller sletning af personoplysninger eller begrzaens-
ning af behandling

Den dataansvarlige underretter hver modtager, som personoplysningerne er videregivet til, om enhver
berigtigelse eller sletning af personoplysningerne eller begraensning af behandling, der er udfert i henhold
til artikel 16, artikel 17, stk. 1, og artikel 18, medmindre dette viser sig umuligt eller er uforholdsmaessigt
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vanskeligt. Den dataansvarlige oplyser den registrerede om disse modtagere, hvis den registrerede anmo-
der herom.

Artikel 20
Ret til dataportabilitet

1. Den registrerede har ret til i et struktureret, almindeligt anvendt og maskinlasbart format at modta-
ge personoplysninger om sig selv, som vedkommende har givet til en dataansvarlig, og har ret til at
transmittere disse oplysninger til en anden dataansvarlig uden hindring fra den dataansvarlige, som
personoplysningerne er blevet givet til, nar:

a) behandlingen er baseret pa samtykke, jf. artikel 6, stk. 1, litra a), eller artikel 9, stk. 2, litra a), eller pa
en kontrakt, jf. artikel 6, stk. 1, litra b), og

b) behandlingen foretages automatisk.

2. Nér den registrerede udever sin ret til dataportabilitet i henhold til stk. 1, har den registrerede ret til at
f4 transmitteret personoplysningerne direkte fra en dataansvarlig til en anden, hvis det er teknisk muligt.

3. Udevelsen af den ret, der er omhandlet i denne artikels stk. 1, bererer ikke artikel 17. Den navnte ret
finder ikke anvendelse pa behandling, der er nedvendig for udferelse af en opgave 1 samfundets interesse
eller som henherer under offentlig myndighedsudevelse, som den dataansvarlige har faet pélagt.

4. Den ret, der er omhandlet i stk. 1, ma ikke kreenke andres rettigheder eller frihedsrettigheder.

Afdeling 4

Ret til indsigelse og automatiske individuelle afgerelser

Artikel 21
Ret til indsigelse

1. Den registrerede har til enhver tid ret til af grunde, der vedrerer den pégaeldendes sarlige situation,
at gore indsigelse mod behandling af sine personoplysninger baseret pd artikel 6, stk. 1, litra e) eller f),
herunder profilering baseret pa disse bestemmelser. Den dataansvarlige ma ikke leengere behandle person-
oplysningerne, medmindre den dataansvarlige paviser vagtige legitime grunde til behandlingen, der gar
forud for registreredes interesser, rettigheder og frihedsrettigheder, eller behandlingen er nedvendig for, at
retskrav kan fastlegges, gores geldende eller forsvares.

2. Hvis personoplysninger behandles med henblik pd direkte markedsfering, har den registrerede til
enhver tid ret til at gore indsigelse mod behandling af sine personoplysninger til sidan markedsfering,
herunder at gore indsigelse mod profilering, i det omfang den vedrorer direkte markedsforing.

3. Hvis den registrerede gor indsigelse mod behandling med henblik pa direkte markedsfering, ma
personoplysningerne ikke leengere behandles til dette formal.
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4. Senest pa tidspunktet for den forste kommunikation med den registrerede skal denne udtrykkeligt gores
opmerksom pa den ret, der er omhandlet i stk. 1 og 2, og oplysninger herom skal meddeles klart og
adskilt fra alle andre oplysninger.

5. I forbindelse med anvendelse af informationssamfundstjenester og uanset direktiv 2002/58/EF kan den
registrerede udeve sin ret til indsigelse gennem automatiske midler ved brug af tekniske specifikationer.

6. Hvis personoplysninger behandles med henblik pa videnskabelige eller historiske forskningsformal
eller statistiske formél i henhold til artikel 89, stk. 1, har den registrerede ret til af grunde, der vedrerer
den pigzldendes sarlige situation, at gere indsigelse mod behandling af personoplysninger vedrerende
den pégaldende, medmindre behandlingen er nedvendig for at udfere en opgave 1 samfundets interesse.

Artikel 22

Automatiske individuelle afgerelser, herunder profilering

1. Den registrerede har ret til ikke at vare genstand for en afgerelse, der alene er baseret pd automatisk
behandling, herunder profilering, som har retsvirkning eller pé tilsvarende vis betydeligt pavirker den
pagaeldende.

2. Stk. 1 finder ikke anvendelse, hvis afgarelsen:
a) er nadvendig for indgaelse eller opfyldelse af en kontrakt mellem den registrerede og en dataansvarlig

b) er hjemlet i EU-ret eller medlemsstaternes nationale ret, som den dataansvarlige er underlagt, og som
ogsa fastsatter passende foranstaltninger til beskyttelse af den registreredes rettigheder og frihedsrettighe-
der samt legitime interesser eller

c) er baseret pa den registreredes udtrykkelige samtykke.

3. I de tilfelde, der er omhandlet i stk. 2, litra a) og c), gennemforer den dataansvarlige passende foran-
staltninger til at beskytte den registreredes rettigheder og frihedsrettigheder samt legitime interesser, i det
mindste den registreredes ret til menneskelig indgriben fra den dataansvarliges side, til at fremkomme
med sine synspunkter og til at bestride afgerelsen.

4. De afgorelser, der er omhandlet 1 stk. 2, mé ikke baseres pa s@rlige kategorier af personoplysninger, jf.
artikel 9, stk. 1, medmindre artikel 9, stk. 2, litra a) eller g), finder anvendelse, og der er indfert passende
foranstaltninger til beskyttelse af den registreredes rettigheder og frihedsrettigheder samt legitime interes-
ser.

Afdeling 5

Begransninger

Artikel 23
Begrzansninger

1. EU-ret eller medlemsstaternes nationale ret, som den dataansvarlige eller databehandleren er underlagt,
kan ved lovgivningsmassige foranstaltninger begraense rekkevidden af de forpligtelser og rettigheder, der
er omhandlet 1 artikel 12-22 og 34 samt artikel 5, for sa vidt bestemmelserne heri svarer til rettighederne
og forpligtelserne i artikel 12-22, ndr en sddan begraensning respekterer det vasentligste indhold af de
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grundleggende rettigheder og frihedsrettigheder og er en nedvendig og forholdsmeessig foranstaltning 1 et
demokratisk samfund af hensyn til:

a) statens sikkerhed
b) forsvaret
c) den offentlige sikkerhed

d) forebyggelse, efterforskning, afslering eller retsforfolgning af strafbare handlinger eller fuldbyrdelse
af strafferetlige sanktioner, herunder beskyttelse mod og forebyggelse af trusler mod den offentlige
sikkerhed

e) andre vigtige mélsatninger i forbindelse med beskyttelse af Unionens eller en medlemsstats generelle
samfundsinteresser, navnlig Unionens eller en medlemsstats vasentlige ekonomiske eller finansielle
interesser, herunder valuta-, budget- og skatteanliggender, folkesundhed og social sikkerhed

f) beskyttelse af retsvaesenets uathengighed og retssager

g) forebyggelse, efterforskning, afslering og retsforfelgning i forbindelse med brud pé etiske regler for
lovregulerede erhverv

h) kontrol-, tilsyns- eller reguleringsfunktioner, herunder opgaver af midlertidig karakter, der er forbundet
med offentlig myndighedsudevelse i de tilfelde, der er omhandlet 1 litra a)-e) og g)

1) beskyttelse af den registrerede eller andres rettigheder og frihedsrettigheder
7) handhaevelse af civilretlige krav.

2. Navnlig skal enhver lovgivningsmessig foranstaltning, der er omhandlet 1 stk. 1, som minimum, hvor
det er relevant, indeholde specifikke bestemmelser vedrerende:

a) formalene med behandlingen eller kategorierne af behandling

b) kategorierne af personoplysninger

c) rekkevidden af de indferte begraensninger

d) garantierne for at undgé misbrug eller ulovlig adgang eller overforsel
e) specifikation af den dataansvarlige eller kategorierne af dataansvarlige

f) opbevaringsperioder og de galdende garantier under hensyntagen til behandlingens karakter, omfang
og formal eller kategorier af behandling

g) risiciene for de registreredes rettigheder og frihedsrettigheder, og

h) de registreredes ret til at blive underrettet om begransningen, medmindre dette kan skade formélet med
begransningen.
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KAPITEL IV

Dataansvarlig og databehandler

Afdeling 1

Generelle forpligtelser

Artikel 24
Den dataansvarliges ansvar

1. Under hensyntagen til den padgeldende behandlings karakter, omfang, sammenhang og formal samt
risiciene af varierende sandsynlighed og alvor for fysiske personers rettigheder og frihedsrettigheder
gennemforer den dataansvarlige passende tekniske og organisatoriske foranstaltninger for at sikre og
for at vaere 1 stand til at pavise, at behandling er i overensstemmelse med denne forordning. Disse
foranstaltninger skal om nedvendigt revideres og ajourfores.

2. Hvis det star i rimeligt forhold til behandlingsaktiviteter, skal de foranstaltninger, der er omhandlet i
stk. 1, omfatte den dataansvarliges implementering af passende databeskyttelsespolitikker.

3. Overholdelse af godkendte adferdskodekser som omhandlet i artikel 40 eller godkendte certificerin-
gsmekanismer som omhandlet i artikel 42 kan bruges som et element til at pavise overholdelse af den
dataansvarliges forpligtelser.

Artikel 25
Databeskyttelse gennem design og databeskyttelse gennem standardindstillinger

1. Under hensyntagen til det aktuelle tekniske niveau, implementeringsomkostningerne og den pagalden-
de behandlings karakter, omfang, sammenhang og formal samt risiciene af varierende sandsynlighed og
alvor for fysiske personers rettigheder og frihedsrettigheder, som behandlingen indeberer, gennemforer
den dataansvarlige bade pé tidspunktet for fastleeggelse af midlerne til behandling og pé tidspunktet for
selve behandlingen passende tekniske og organisatoriske foranstaltninger, sésom pseudonymisering, som
er designet med henblik pa effektiv implementering af databeskyttelsesprincipper, sdsom dataminimering,
og med henblik pa integrering af de fornedne garantier i behandlingen for at opfylde kravene 1 denne
forordning og beskytte de registreredes rettigheder.

2. Den dataansvarlige gennemforer passende tekniske og organisatoriske foranstaltninger med henblik
pa gennem standardindstillinger at sikre, at kun personoplysninger, der er nedvendige til hvert specifikt
formal med behandlingen, behandles. Denne forpligtelse galder den mengde personoplysninger, der
indsamles, og omfanget af deres behandling samt deres opbevaringsperiode og tilgengelighed. Sadanne
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foranstaltninger skal navnlig gennem standardindstillinger sikre, at personoplysninger ikke uden den
pagaeldende fysiske persons indgriben stilles til rddighed for et ubegranset antal fysiske personer.

3. En godkendt certificeringsmekanisme i medfor af artikel 42 kan blive brugt som et element til at pavise
overholdelse af kravene i nerverende artikels stk. 1 og 2.

Artikel 26
Felles dataansvarlige

1. Hvis to eller flere dataansvarlige i fellesskab fastlegger forméilene med og hjelpemidlerne til behand-
ling, er de falles dataansvarlige. De fastlegger pd en gennemsigtig méade deres respektive ansvar for
overholdelse af forpligtelserne i henhold til denne forordning, navnlig hvad angar udevelse af den regi-
streredes rettigheder og deres respektive forpligtelser til at fremlaegge de oplysninger, der er omhandlet
1 artikel 13 og 14, ved hjelp af en ordning mellem dem, medmindre og i det omfang de dataansvarliges
respektive ansvar er fastlagt i EU-ret eller medlemsstaternes nationale ret, som de dataansvarlige er
underlagt. I ordningen kan der udpeges et kontaktpunkt for registrerede.

2. Ordningen, der er omhandlet 1 stk. 1, skal pd behorig vis afspejle de fzlles dataansvarliges respektive
roller og forhold til de registrerede. Det vasentligste indhold af ordningen skal geres tilgengeligt for de
registrerede.

3. Uanset udformningen af den ordning, der er omhandlet i stk. 1, kan den registrerede udeve sine
rettigheder 1 medfer af denne forordning med hensyn til og over for den enkelte dataansvarlige.
Artikel 27
Reprasentanter for dataansvarlige og databehandlere, der ikke er etableret i Unionen

1. Hvis artikel 3, stk. 2, finder anvendelse, udpeger den dataansvarlige eller databehandleren skriftligt en
reprasentant i Unionen.

2. Forpligtelsen fastsat i denne artikels stk. 1 gaelder ikke for:

a) behandling, der er lejlighedsvis, som ikke i stort omfang omfatter behandling af sarlige kategorier
af oplysninger, jf. artikel 9, stk. 1, eller behandling af personoplysninger vedrerende straffedomme og
lovovertraedelser, jf. artikel 10, og som sandsynligvis ikke indebarer en risiko for fysiske personers
rettigheder eller frihedsrettigheder under hensyntagen til behandlingens karakter, ssmmenh&ng, omfang
og formdl, eller

b) offentlige myndigheder eller organer.

3. Reprasentanten skal vere etableret i en af de medlemsstater, hvor de registrerede, hvis personop-
lysninger behandles i forbindelse med udbud af varer eller tjenesteydelser til dem, eller hvis adferd
overvages, er.

4. Reprasentanten bemyndiges af den dataansvarlige eller databehandleren til at modtage henvendelser
ud over eller 1 stedet for den dataansvarlige eller databehandleren, navnlig fra tilsynsmyndigheder og regi-
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strerede, 1 forbindelse med alle speorgsmal vedrerende behandling med henblik pa at sikre overholdelse af
denne forordning.

5. Den dataansvarliges eller databehandlerens udpegning af en reprasentant bererer ikke eventuelle
retlige skridt mod den dataansvarlige eller databehandleren selv.

Artikel 28
Databehandler

1. Hvis en behandling skal foretages pa vegne af en dataansvarlig, benytter den dataansvarlige udelukken-
de databehandlere, der kan stille de fornedne garantier for, at de vil gennemfore de passende tekniske og
organisatoriske foranstaltninger pa en sadan méde, at behandling opfylder kravene i denne forordning og
sikrer beskyttelse af den registreredes rettigheder.

2. Databehandleren mi ikke gore brug af en anden databehandler uden forudgaende specifik eller generel
skriftligt godkendelse fra den dataansvarlige. I tilfelde af generel skriftlig godkendelse skal databehandle-
ren underrette den dataansvarlige om eventuelle planlagte @ndringer vedrerende tilfojelse eller erstatning
af andre databehandlere og derved give den dataansvarlige mulighed for at gere indsigelse mod sadanne
@ndringer.

3. En databehandlers behandling skal vaere reguleret af en kontrakt eller et andet retligt dokument i hen-
hold til EU-retten eller medlemsstaternes nationale ret, der er bindende for databehandleren med hensyn
til den dataansvarlige, og der fastsatter genstanden for og varigheden af behandlingen, behandlingens
karakter og formal, typen af personoplysninger og kategorierne af registrerede samt den dataansvarliges
forpligtelser og rettigheder. Denne kontrakt eller dette andet retlige dokument fastsatter navnlig, at
databehandleren:

a) kun ma behandle personoplysninger efter dokumenteret instruks fra den dataansvarlige, herunder for sa
vidt angar overforsel af personoplysninger til et tredjeland eller en international organisation, medmindre
det kreeves 1 henhold til EU-ret eller medlemsstaternes nationale ret, som databehandleren er underlagt; i
sa fald underretter databehandleren den dataansvarlige om dette retlige krav inden behandling, medmin-
dre den pigaldende ret forbyder en sddan underretning af hensyn til vigtige samfundsmassige interesser

b) sikrer, at de personer, der er autoriseret til at behandle personoplysninger, har forpligtet sig til fortrolig-
hed eller er underlagt en passende lovbestemt tavshedspligt

c) ivaerksetter alle foranstaltninger, som kreeves i henhold til artikel 32
d) opfylder de betingelser, der er omhandlet i stk. 2 og 4, for at gare brug af en anden databehandler

e) under hensyntagen til behandlingens karakter, s vidt muligt bistdr den dataansvarlige ved hjelp af
passende tekniske og organisatoriske foranstaltninger, med opfyldelse af den dataansvarliges forpligtelse
til at besvare anmodninger om udevelse af de registreredes rettigheder som fastlagt i kapitel 111

f) bistdr den dataansvarlige med at sikre overholdelse af forpligtelserne 1 medfer af artikel 32-36 under
hensyntagen til behandlingens karakter og de oplysninger, der er tilgaengelige for databehandleren
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g) efter den dataansvarliges valg sletter eller tilbageleverer alle personoplysninger til den dataansvarlige,
efter at tjenesterne vedrerende behandling er ophert, og sletter eksisterende kopier, medmindre EU-retten
eller medlemsstaternes nationale ret foreskriver opbevaring af personoplysningerne

h) stiller alle oplysninger, der er nedvendige for at pdvise overholdelse af kravene i denne artikel, til
radighed for den dataansvarlige og giver mulighed for og bidrager til revisioner, herunder inspektioner,
der foretages af den dataansvarlige eller en anden revisor, som er bemyndiget af den dataansvarlige.

For sa vidt angér ferste afsnit, litra h), underretter databehandleren omgéende den dataansvarlige, hvis en
instruks efter vedkommendes mening er 1 strid med denne forordning eller databeskyttelsesbestemmelser
1 anden EU-ret eller medlemsstaternes nationale ret.

4. Gor en databehandler brug af en anden databehandler i forbindelse med udferelse af specifikke
behandlingsaktiviteter pa vegne af den dataansvarlige, paleegges denne anden databehandler de samme
databeskyttelsesforpligtelser som dem, der er fastsat i kontrakten eller et andet retligt dokument mellem
den dataansvarlige og databehandleren som omhandlet i stk. 3, gennem en kontrakt eller et andet retligt
dokument i henhold til EU-retten eller medlemsstaternes nationale ret, hvorved der navnlig stilles de
fornedne garantier for, at de vil gennemfore de passende tekniske og organisatoriske foranstaltninger pa
en sadan made, at behandlingen opfylder kravene i denne forordning. Hvis denne anden databehandler
ikke opfylder sine databeskyttelsesforpligtelser, forbliver den oprindelige databehandler fuldt ansvarlig
over for den dataansvarlige for opfyldelsen af denne anden databehandlers forpligtelser.

5. En databehandlers overholdelse af en godkendt adferdskodeks som omhandlet i artikel 40 eller en
godkendt certificeringsmekanisme som omhandlet i artikel 42 kan bruges som et element til at pavise
fornedne garantier som omhandlet i nerverende artikels stk. 1 og 4.

6. Uden at det bererer en individuel kontrakt mellem den dataansvarlige og databehandleren, kan kontrak-
ten eller det andet retlige dokument, der er omhandlet i denne artikels stk. 3 og 4, helt eller delvis baseres
pa de standardkontraktbestemmelser, der er anfort i denne artikels stk. 7 og 8, herunder nir de indgér i en
certificering, der er meddelt den dataansvarlige eller databehandleren i1 henhold til artikel 42 og 43.

7. Kommissionen kan fastsatte standardkontraktbestemmelser 1 de tilfeelde, der er omhandlet i denne
artikels stk. 3 og 4, og 1 overensstemmelse med undersegelsesproceduren, der er omhandlet 1 artikel 93,
stk. 2.

8. En tilsynsmyndighed kan vedtage standardkontraktbestemmelser i de tilfeelde, der er omhandlet i denne
artikels stk. 3 og 4, og i overensstemmelse med sammenha@ngsmekanismen, der er omhandlet i artikel 63.

9. Kontrakten eller det andet retlige dokument, der er omhandlet 1 stk. 3 og 4, skal foreligge skriftligt,
herunder elektronisk.

10. Hvis en databehandler overtraeder denne forordning ved at fastlegge formélene med og hjelpemidler-
ne til behandling, anses databehandleren for at vare en dataansvarlig for sa vidt angar den pagaldende
behandling, uden at dette bergrer artikel 82, 83 og 84.

Artikel 29

Behandling, der udferes for den dataansvarlige eller databehandleren

Databehandleren og enhver, der udferer arbejde for den dataansvarlige eller databehandleren, og som
har adgang til personoplysninger, behandler kun disse oplysninger efter instruks fra den dataansvarlige,
medmindre det kraves 1 henhold til EU-retten eller medlemsstaternes nationale ret.

LOV nr 502 af 23/05/2018 71



Artikel 30
Fortegnelser over behandlingsaktiviteter

1. Hver dataansvarlig og hvis det er relevant, den dataansvarliges repreesentant forer fortegnelser over
behandlingsaktiviteter under deres ansvar. Disse fortegnelser skal omfatte alle af felgende oplysninger:

a) navn pa og kontaktoplysninger for den dataansvarlige og, hvis det er relevant, den fzlles dataansvarli-
ge, den dataansvarliges repraesentant og databeskyttelsesradgiveren

b) formélene med behandlingen
c) en beskrivelse af kategorierne af registrerede og kategorierne af personoplysninger

d) de kategorier af modtagere, som personoplysningerne er eller vil blive videregivet til, herunder
modtagere i tredjelande eller internationale organisationer

e) hvor det er relevant, overforsler af personoplysninger til et tredjeland eller en international organi-
sation, herunder angivelse af dette tredjeland eller denne internationale organisation og i tilfelde af
overforsler 1 henhold til artikel 49, stk. 1, andet afsnit, dokumentation for passende garantier

f) hvis det er muligt, de forventede tidsfrister for sletning af de forskellige kategorier af oplysninger

g) hvis det er muligt, en generel beskrivelse af de tekniske og organisatoriske sikkerhedsforanstaltninger
omhandlet i artikel 32, stk. 1.

2. Hver databehandler og, hvis det er relevant, databehandlerens repreesentant forer fortegnelser over alle
kategorier af behandlingsaktiviteter, der foretages pa vegne af en dataansvarlig, idet fortegnelsen skal
indeholde:

a) navn pa og kontaktoplysninger for databehandleren eller databehandlerne og for hver dataansvarlig, pa
hvis vegne databehandleren handler, samt, hvis det er relevant, den dataansvarliges eller databehandlerens
reprasentant og databeskyttelsesrddgiveren

b) de kategorier af behandling, der foretages pa vegne af den enkelte dataansvarlige

c¢) hvor det er relevant, overforsler af personoplysninger til et tredjeland eller en international organi-
sation, herunder angivelse af dette tredjeland eller denne internationale organisation og i1 tilfelde af
overforsler 1 henhold til artikel 49, stk. 1, andet afsnit, dokumentation for passende garantier

d) hvis det er muligt, en generel beskrivelse af de tekniske og organisatoriske sikkerhedsforanstaltninger
omhandlet i artikel 32, stk. 1.

3. De fortegnelser, der er omhandlet 1 stk. 1 og 2, skal foreligge skriftligt, herunder elektronisk.

4. Den dataansvarlige eller databehandleren samt, hvis det er relevant, den dataansvarliges eller databe-
handlerens reprasentant stiller efter anmodning fortegnelserne til rddighed for tilsynsmyndigheden.

5. De1stk. 1 og 2 omhandlede forpligtelser finder ikke anvendelse pa et foretagende eller en organisation,
der beskaftiger under 250 personer, medmindre den behandling, som den foretager, sandsynligvis vil
medfere en risiko for registreredes rettigheder og frihedsrettigheder, behandlingen ikke er lejlighedsvis,
eller behandlingen omfatter sarlige kategorier af oplysninger, jf. artikel 9, stk. 1, eller personoplysninger
vedrerende straffedomme og lovovertraedelser, jf. artikel 10.
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Artikel 31
Samarbejde med tilsynsmyndigheden

Den dataansvarlige og databehandleren samt, hvis det er relevant, deres reprasentanter samarbejder efter
anmodning med tilsynsmyndigheden 1 forbindelse med udferelsen af dens opgaver.

Afdeling 2

Personoplysningssikkerhed

Artikel 32
Behandlingssikkerhed

1. Under hensyntagen til det aktuelle tekniske niveau, implementeringsomkostningerne og den pagelden-
de behandlings karakter, omfang, sammenhang og formél samt risiciene af varierende sandsynlighed
og alvor for fysiske personers rettigheder og frihedsrettigheder gennemforer den dataansvarlige og data-
behandleren passende tekniske og organisatoriske foranstaltninger for at sikre et sikkerhedsniveau, der
passer til disse risici, herunder bl.a. alt efter hvad der er relevant:

a) pseudonymisering og kryptering af personoplysninger

b) evne til at sikre vedvarende fortrolighed, integritet, tilgeengelighed og robusthed af behandlingssyste-
mer og -tjenester

c) evne til rettidigt at genoprette tilgeengeligheden af og adgangen til personoplysninger 1 tilfeelde af en
fysisk eller teknisk haendelse

d) en procedure for regelmassig afprovning, vurdering og evaluering af effektiviteten af de tekniske og
organisatoriske foranstaltninger til sikring af behandlingssikkerhed.

2. Ved vurderingen af, hvilket sikkerhedsniveau der er passende, tages der navnlig hensyn til de risici,
som behandling udger, navnlig ved handelig eller ulovlig tilintetgerelse, tab, @ndring, uautoriseret
videregivelse af eller adgang til personoplysninger, der er transmitteret, opbevaret eller pa anden made
behandlet.

3. Overholdelse af en godkendt adfaerdskodeks som omhandlet i artikel 40 eller en godkendt certificerin-
gsmekanisme som omhandlet i artikel 42 kan bruges som et element til at pavise overholdelse af kravene i
narvaerende artikels stk. 1.

4. Den dataansvarlige og databehandleren tager skridt til at sikre, at enhver fysisk person, der udferer
arbejde for den dataansvarlige eller databehandleren, og som far adgang til personoplysninger, kun be-
handler disse efter instruks fra den dataansvarlige, medmindre behandling kraves i henhold til EU-retten
eller medlemsstaternes nationale ret.

Artikel 33
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Anmeldelse af brud pa persondatasikkerheden til tilsynsmyndigheden

1. Ved brud pa persondatasikkerheden anmelder den dataansvarlige uden unedig forsinkelse og om
muligt senest 72 timer, efter at denne er blevet bekendt med det, bruddet pa persondatasikkerheden
til den tilsynsmyndighed, som er kompetent i overensstemmelse med artikel 55, medmindre at det er
usandsynligt, at bruddet pd persondatasikkerheden indeberer en risiko for fysiske personers rettigheder
eller frihedsrettigheder. Foretages anmeldelsen til tilsynsmyndigheden ikke inden for 72 timer, ledsages
den af en begrundelse for forsinkelsen.

2. Databehandleren underretter uden unedig forsinkelse den dataansvarlige efter at vere blevet opmeerk-
som pa, at der er sket brud pa persondatasikkerheden.

3. Den i stk. 1 omhandlede anmeldelse skal mindst:

a) beskrive karakteren af bruddet pa persondatasikkerheden, herunder, hvis det er muligt, kategorierne og
det omtrentlige antal berorte registrerede samt kategorierne og det omtrentlige antal bererte registreringer
af personoplysninger

b) angive navn pa og kontaktoplysninger for databeskyttelsesrddgiveren eller et andet kontaktpunkt, hvor
yderligere oplysninger kan indhentes

c) beskrive de sandsynlige konsekvenser af bruddet pa persondatasikkerheden

d) beskrive de foranstaltninger, som den dataansvarlige har truffet eller foreslar truffet for at handtere
bruddet péd persondatasikkerheden, herunder, hvis det er relevant, foranstaltninger for at begranse dets
mulige skadevirkninger.

4. Nar og for sa vidt som det ikke er muligt at give oplysningerne samlet, kan oplysningerne meddeles
trinvist uden unedig yderligere forsinkelse.

5. Den dataansvarlige dokumenterer alle brud pa persondatasikkerheden, herunder de faktiske omsten-
digheder ved bruddet pa persondatasikkerheden, dets virkninger og de trufne athjelpende foranstaltnin-
ger. Denne dokumentation skal kunne satte tilsynsmyndigheden i stand til at kontrollere, at denne artikel
er overholdt.

Artikel 34

Underretning om brud pa persondatasikkerheden til den registrerede

1. Nar et brud pa persondatasikkerheden sandsynligvis vil indebare en hej risiko for fysiske personers
rettigheder og frihedsrettigheder, underretter den dataansvarlige uden unedig forsinkelse den registrerede
om bruddet pé persondatasikkerheden.

2. Underretningen af den registrerede i henhold til denne artikels stk. 1 skal i et klart og forstaeligt
sprog beskrive karakteren af bruddet pa persondatasikkerheden og mindst indeholde de oplysninger og
foranstaltninger, der er omhandlet i artikel 33, stk. 3, litra b), ¢) og d).

3. Det er ikke nedvendigt at underrette den registrerede som omhandlet i stk. 1, hvis en af folgende
betingelser er opfyldt:

a) den dataansvarlige har gennemfort passende tekniske og organisatoriske beskyttelsesforanstaltninger,
og disse foranstaltninger er blevet anvendt pa de personoplysninger, som er berort af bruddet pa personda-
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tasikkerheden, navnlig foranstaltninger, der ger personoplysningerne uforstéelige for enhver, der ikke har
autoriseret adgang hertil, som f.eks. kryptering

b) den dataansvarlige har truffet efterfolgende foranstaltninger, der sikrer, at den heje risiko for de
registreredes rettigheder og frihedsrettigheder som omhandlet i stk. 1 sandsynligvis ikke laengere er reel

c¢) det vil kreeve en uforholdsmeessig indsats. I et sadant tilfaelde skal der i1 stedet foretages en offentlig
meddelelse eller tilsvarende foranstaltning, hvorved de registrerede underrettes pa en tilsvarende effektiv
made.

4. Hvis den dataansvarlige ikke allerede har underrettet den registrerede om bruddet pd persondatasik-
kerheden, kan tilsynsmyndigheden efter at have overvejet sandsynligheden for, at bruddet pa personda-
tasikkerheden indeberer en hgj risiko, kreve, at den dataansvarlige ger dette, eller beslutte, at en af
betingelserne i stk. 3 er opfyldt.

Afdeling 3

Konsekvensanalyse vedrerende databeskyttelse og forudgiaende horing

Artikel 35
Konsekvensanalyse vedrerende databeskyttelse

1. Hvis en type behandling, navnlig ved brug af nye teknologier og i medfer af sin karakter, omfang,
sammenhang og formil, sandsynligvis vil indebare en hej risiko for fysiske personers rettigheder og
frihedsrettigheder, foretager den dataansvarlige forud for behandlingen en analyse af de patenkte behand-
lingsaktiviteters konsekvenser for beskyttelse af personoplysninger. En enkelt analyse kan omfatte flere
lignende behandlingsaktiviteter, der indebarer lignende hgje risici.

2. Den dataansvarlige radferer sig med databeskyttelsesradgiveren, hvis en sddan er udpeget, nar der
foretages en konsekvensanalyse vedrerende databeskyttelse.

3. En konsekvensanalyse vedrerende databeskyttelse som omhandlet i1 stk. 1 er navnlig pakraevet i
folgende tilfzlde:

a) en systematisk og omfattende vurdering af personlige forhold vedrerende fysiske personer, der er base-
ret pa automatisk behandling, herunder profilering, og som er grundlag for afgerelser, der har retsvirkning
for den fysiske person eller pa tilsvarende vis betydeligt pavirker den fysiske person

b) behandling i stort omfang af sarlige kategorier af oplysninger, jf. artikel 9, stk. 1, eller af personoplys-
ninger vedrerende straffedomme og lovovertredelser, jf. artikel 10, eller

c) systematisk overvigning af et offentligt tilgaengeligt omrdde i stort omfang.

4. Tilsynsmyndigheden udarbejder og offentligger en liste over de typer af behandlingsaktiviteter, der
er underlagt kravet om en konsekvensanalyse vedrerende databeskyttelse 1 henhold til stk. 1. Tilsynsmyn-
digheden indgiver disse lister til det i artikel 68 omhandlede Databeskyttelsesrad.

5. Tilsynsmyndigheden kan ogsd udarbejde og offentliggere en liste over de typer af behandlingsaktivi-
teter, for hvilke der ikke kreeves nogen konsekvensanalyse vedrerende databeskyttelse. Tilsynsmyndighe-
den indgiver disse lister til Databeskyttelsesrddet.
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6. Inden vedtagelsen af listerne 1 stk. 4 og 5 anvender den kompetente tilsynsmyndighed den sammen-
hangsmekanisme, der er omhandlet i1 artikel 63, hvis sddanne lister omfatter behandlingsaktiviteter, der
vedrerer udbud af varer eller tjenesteydelser til registrerede eller overvdgning af sddanne registreredes
adferd 1 flere medlemsstater, eller som 1 vaesentlig grad kan péavirke den frie udveksling af personoplys-
ninger i Unionen.

7. Analysen skal mindst omfatte:

a) en systematisk beskrivelse af de planlagte behandlingsaktiviteter og formalene med behandlingen,
herunder 1 givet fald de legitime interesser, der forfelges af den dataansvarlige

b) en vurdering af, om behandlingsaktiviteterne er nedvendige og star i rimeligt forhold til formalene

¢) en vurdering af risiciene for de registreredes rettigheder og frihedsrettigheder som omhandlet i stk. 1,
0g

d) de foranstaltninger, der patenkes for at imedegd disse risici, herunder garantier, sikkerhedsforanstalt-
ninger og mekanismer, som kan sikre beskyttelse af personoplysninger og pavise overholdelse af denne
forordning, under hensyntagen til de registreredes og andre berorte personers rettigheder og legitime
interesser.

8. Overholdelse af godkendte adferdskodekser, jf. artikel 40, inddrages beherigt ved vurderingen af
konsekvenserne af de behandlingsaktiviteter, der udferes af de pdgaldende dataansvarlige eller databe-
handlere, navnlig 1 forbindelse med en konsekvensanalyse vedrerende databeskyttelse.

9. Den dataansvarlige indhenter, hvis det er relevant, de registreredes eller deres repraesentanters syns-
punkter vedrerende den planlagte behandling, uden at det bererer beskyttelse af kommercielle eller
samfundsmassige interesser eller behandlingsaktiviteternes sikkerhed.

10. Hvis behandling i henhold til artikel 6, stk. 1, litra c¢) eller e), har et retsgrundlag 1 EU-retten
eller i den medlemsstats nationale ret, som den dataansvarlige er underlagt, og denne ret regulerer den
eller de pageldende specifikke behandlingsaktiviteter, og der allerede er foretaget en konsekvensanalyse
vedrerende databeskyttelse som led 1 en generel konsekvensanalyse 1 forbindelse med vedtagelsen af dette
retsgrundlag, finder stk. 1-7 ikke anvendelse, medmindre medlemsstaterne anser det for nedvendigt at
foretage en sadan analyse inden behandlingsaktiviteter.

11. Den dataansvarlige foretager, hvis det er nedvendigt, en fornyet gennemgang for at vurdere, hvorvidt
behandling er foretaget i overensstemmelse med konsekvensanalysen vedrerende databeskyttelse, i hvert
fald nar der er en @ndring af den risiko, som behandlingsaktiviteterne udger.

Artikel 36

Forudgaende hering

1. Den dataansvarlige herer tilsynsmyndigheden inden behandling, sdfremt en konsekvensanalyse vedre-
rende databeskyttelse foretaget i henhold til artikel 35 viser, at behandlingen vil fore til hej risiko i
mangel af foranstaltninger truffet af den dataansvarlige for at begranse risikoen.

2. Hvis tilsynsmyndigheden finder, at den planlagte behandling omhandlet i stk. 1 overtreder denne
forordning, navnlig hvis den dataansvarlige ikke tilstraekkeligt har identificeret eller begranset risikoen,
skal tilsynsmyndigheden inden for en periode pa op til otte uger efter modtagelse af anmodningen om
hering give den dataansvarlige og, hvor det er relevant, databehandleren skriftlig rddgivning og kan 1
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den forbindelse anvende enhver af sine befgjelser, jf. artikel 58. Denne periode kan forlenges med seks
uger under hensyntagen til den patenkte behandlings kompleksitet. Tilsynsmyndigheden underretter den
dataansvarlige og, hvor det er relevant, databehandleren om enhver sddan forlengelse senest en maned
efter modtagelse af anmodningen om hering sammen med begrundelsen for forsinkelsen. Disse perioder
kan suspenderes, indtil tilsynsmyndigheden har modtaget oplysninger, som den har anmodet om med
henblik pa heringen.

3. Nér tilsynsmyndigheden skal heres i henhold til stk. 1, indgiver den dataansvarlige folgende til
tilsynsmyndigheden:

a) hvor det er relevant, ansvarsomraderne for henholdsvis den dataansvarlige, feelles dataansvarlige og
databehandleren, der er involveret i behandlingen, navnlig med hensyn til behandling inden for en
koncern

b) den planlagte behandlings formal og hjelpemidler

c) foranstaltninger og garantier til beskyttelse af de registreredes rettigheder og frihedsrettigheder 1
henhold til denne forordning

d) hvor det er relevant, databeskyttelsesradgiverens kontaktoplysninger
e) konsekvensanalysen vedrorende databeskyttelse 1 henhold til artikel 35, og
f) andre oplysninger, som tilsynsmyndigheden anmoder om.

4. Medlemsstaterne horer tilsynsmyndigheden som led i udarbejdelse af et forslag til lovgivningsmaessige
foranstaltninger, som skal vedtages af et nationalt parlament, eller af en regulerende foranstaltning, der
har hjemmel 1 en sddan lovgivningsmassig foranstaltning, som vedrerer behandling.

5. Uanset stk. 1 kan det 1 medlemsstaternes nationale ret kraves, at dataansvarlige herer og opnar
forudgiende tilladelse fra tilsynsmyndigheden i forbindelse med en dataansvarligs behandling under
udferelsen af en opgave i1 samfundets interesse, herunder behandling i1 forbindelse med social sikring og
folkesundhed.

Afdeling 4

Databeskyttelsesradgiver

Artikel 37
Udpegelse af en databeskyttelsesradgiver
1. Den dataansvarlige og databehandleren udpeger altid en databeskyttelsesradgiver, nér:

a) behandling foretages af en offentlig myndighed eller et offentligt organ, undtagen domstole, der
handler i deres egenskab af domstol

b) den dataansvarliges eller databehandlerens kerneaktiviteter bestar af behandlingsaktiviteter, der i
medfor af deres karakter, omfang og/eller formal kraever regelmessig og systematisk overvagning af
registrerede 1 stort omfang, eller
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c) den dataansvarliges eller databehandlerens kerneaktiviteter bestar af behandling i1 stort omfang af
serlige kategorier af oplysninger, jf. artikel 9, og personoplysninger vedrerende straffedomme og lov-
overtraedelser, jf. artikel 10.

2. En koncern kan udnavne en fzlles databeskyttelsesradgiver, forudsat at alle etableringer har let adgang
til databeskyttelsesrddgiveren.

3. Hvis den dataansvarlige eller databehandleren er en offentlig myndighed eller et offentligt organ, kan
en faelles databeskyttelsesrddgiver udpeges for flere af sddanne myndigheder eller organer i overensstem-
melse med deres organisatoriske struktur og sterrelse.

4. 1 andre tilfzelde end de i stk. 1 omhandlede kan eller, nar det kraeves i henhold til EU-retten eller
medlemsstaternes nationale ret, skal den dataansvarlige eller databehandleren eller sammenslutninger og
andre organer, som reprasenterer kategorier af dataansvarlige eller databehandlere, udpege en databeskyt-
telsesradgiver. Databeskyttelsesradgiveren kan handle pd vegne af sddanne sammenslutninger og andre
organer, som reprasenterer dataansvarlige eller databehandlere.

5. Databeskyttelsesrddgiveren udpeges pa grundlag af sine faglige kvalifikationer, navnlig ekspertise
inden for databeskyttelsesret og -praksis samt evne til at udfere de opgaver, der er omhandlet 1 artikel 39.

6. Databeskyttelsesradgiveren kan vare den dataansvarliges eller databehandlerens medarbejder eller kan
udfere hvervet pa grundlag af en tjenesteydelseskontrakt.

7. Den dataansvarlige eller databehandleren offentligger kontaktoplysninger for databeskyttelsesradgive-
ren og meddeler disse til tilsynsmyndigheden.

Artikel 38
Databeskyttelsesradgiverens stilling

1. Den dataansvarlige og databehandleren sikrer, at databeskyttelsesradgiveren inddrages tilstraekkeligt og
rettidigt 1 alle spergsmaél vedrerende beskyttelse af personoplysninger.

2. Den dataansvarlige og databehandleren stotter databeskyttelsesradgiveren i forbindelse med udferelsen
af de 1 artikel 39 omhandlede opgaver ved at tilvejebringe de ressourcer, der er nedvendige for at udfere
disse opgaver og opretholde databeskyttelsesradgiverens ekspertise, samt adgang til personoplysninger og
behandlingsaktiviteter.

3. Den dataansvarlige og databehandleren sikrer, at databeskyttelsesrddgiveren ikke modtager instrukser
vedrerende udferelsen af disse opgaver. Den pidgeldende ma ikke afskediges eller straffes af den dataan-
svarlige eller databehandleren for at udfere sine opgaver. Databeskyttelsesrddgiveren rapporterer direkte
til det gverste ledelsesniveau hos den dataansvarlige eller databehandleren.

4. Registrerede kan kontakte databeskyttelsesrddgiveren angdende alle spergsmal om behandling af deres
oplysninger og om udevelse af deres rettigheder i henhold til denne forordning.

5. Databeskyttelsesradgiveren er underlagt tavshedspligt eller fortrolighed vedrerende udferelsen af sine
opgaver i overensstemmelse med EU-retten eller medlemsstaternes nationale ret.

6. Databeskyttelsesradgiveren kan udfere andre opgaver og have andre pligter. Den dataansvarlige eller
databehandleren sikrer, at saddanne opgaver og pligter ikke medferer en interessekonflikt.

LOV nr 502 af 23/05/2018 78



Artikel 39
Databeskyttelsesradgiverens opgaver
1. Databeskyttelsesrddgiveren har som minimum felgende opgaver:

a) at underrette og radgive den dataansvarlige eller databehandleren og de ansatte, der behandler person-
oplysninger, om deres forpligtelser i henhold til denne forordning og anden EU-ret eller national ret i
medlemsstaterne om databeskyttelse

b) at overvige overholdelsen af denne forordning, af anden EU-ret eller national ret i medlemsstaterne om
databeskyttelse og af den dataansvarliges eller databehandlerens politikker om beskyttelse af personoplys-
ninger, herunder fordeling af ansvar, oplysningskampagner og uddannelse af det personale, der medvirker
ved behandlingsaktiviteter, og de tilherende revisioner

c) at rddgive, nar der anmodes herom, med hensyn til konsekvensanalysen vedrerende databeskyttelse og
overvage dens opfyldelse i henhold til artikel 35

d) at samarbejde med tilsynsmyndigheden

e) at fungere som tilsynsmyndighedens kontaktpunkt i spergsmal vedrerende behandling, herunder den
forudgaende hering, der er omhandlet i artikel 36, og at here tilsynsmyndigheden, nar det er hensigtsmaes-
sigt, om eventuelle andre spergsmal.

2. Databeskyttelsesrddgiveren tager under udferelsen af sine opgaver beherigt hensyn til den risiko, der
er forbundet med behandlingsaktiviteter, under hensyntagen til den pagaldende behandlings karakter,
omfang, sammenhang og formal.

Afdeling 5

Adfaerdskodekser og certificering

Artikel 40
Adfzerdskodekser

1. Medlemsstaterne, tilsynsmyndighederne, Databeskyttelsesrddet og Kommissionen tilskynder til udar-
bejdelse af adfeerdskodekser, der under hensyntagen til de s@rlige forhold i de forskellige behandlingssek-
torer og mikrovirksomheders og smé og mellemstore virksomheders specifikke behov bidrager til korrekt
anvendelse af denne forordning.

2. Sammenslutninger eller andre organer, der reprasenterer kategorier af dataansvarlige eller databehand-
lere, kan udarbejde adfaerdskodekser eller @ndre eller udvide sadanne kodekser med henblik pé at
specificere anvendelsen af denne forordning, sdsom med hensyn til:

a) rimelig og gennemsigtig behandling

b) de legitime interesser, som forfolges af den dataansvarlige i1 specifikke ssmmenhange
c¢) indsamlingen af personoplysninger

d) pseudonymiseringen af personoplysninger

e) informationen, der gives til offentligheden og til registrerede
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f) udevelsen af registreredes rettigheder

g) informationen, der gives til bern, og beskyttelsen af bern og den méde, hvorpd samtykket fra indehave-
re af foreldremyndighed over bern skal indhentes

h) foranstaltningerne og procedurerne omhandlet i artikel 24 og 25 og foranstaltningerne til at sikre
behandlingssikkerhed som omhandlet i artikel 32

1) anmeldelsen af brud pa persondatasikkerheden til tilsynsmyndighederne og underretningen af de regi-
strerede om saddanne brud pa persondatasikkerheden

J) overforslen af personoplysninger til tredjelande eller internationale organisationer, eller

k) udenretslige procedurer og andre procedurer for bileggelse af tvister mellem dataansvarlige og regi-
strerede vedrerende behandling, uden at det bererer registreredes rettigheder 1 henhold til artikel 77 og 79.

3. Adferdskodekser, der er godkendt 1 henhold til denne artikels stk. 5 og er generelt gyldige 1 henhold
til denne artikels stk. 9, kan — ud over overholdelse af de dataansvarlige eller databehandlere, der er
omfattet af denne forordning — ogséa overholdes af dataansvarlige eller databehandlere, der i henhold
til artikel 3 ikke er omfattet af denne forordning, med henblik pé at sikre fornedne garantier inden for
rammerne af overforsel af personoplysninger til tredjelande eller internationale organisationer, jf. artikel
46, stk. 2, litra e). Sadanne dataansvarlige eller databehandlere skal, gennem kontrakter eller andre retligt
bindende instrumenter, afgive bindende tilsagn, som kan héndhaves, om at anvende disse fornedne
garantier, herunder for sa vidt angér registreredes rettigheder.

4. En adferdskodeks omhandlet i denne artikels stk. 2 skal indeholde mekanismer, der setter organet
omhandlet i artikel 41, stk. 1, i stand til at foretage obligatorisk kontrol for at sikre, at den dataansvarlige
eller databehandler, der pétager sig at anvende adferdskodeksen, overholder dens bestemmelser, uden at
dette berorer opgaverne og befojelserne for de tilsynsmyndigheder, der er kompetente 1 henhold til artikel
55 eller 56.

5. Sammenslutninger og andre organer omhandlet i denne artikels stk. 2, der har til hensigt at udarbejde
en adferdskodeks eller at @ndre eller udvide en eksisterende adfaerdskodeks, forelegger et udkast til
kodeks, @ndring eller udvidelse for den tilsynsmyndighed, der er kompetent 1 henhold til artikel 55. Til-
synsmyndigheden afgiver udtalelse om, hvorvidt udkastet til adferdskodeks, @ndring eller udvidelse
overholder denne forordning, og godkender dette udkast til kodeks, @ndring eller udvidelse, hvis den
finder, at kodeksen sikrer tilstrekkelige fornedne garantier.

6. Hvis udkastet til kodeks eller @ndring eller udvidelse godkendes i overensstemmelse med stk. 5, og
hvis den pigaeldende adferdskodeks ikke vedrerer behandlingsaktiviteter i flere medlemsstater, registre-
rer og offentligger tilsynsmyndigheden kodeksen.

7. Hvis et udkast til adferdskodeks vedrerer behandlingsaktiviteter 1 flere medlemsstater, forelegger den
tilsynsmyndighed, der er kompetent i henhold til artikel 55, inden godkendelsen af udkastet til kodeks,
@ndring eller udvidelse, efter proceduren i artikel 63 udkastet for Databeskyttelsesradet, der afgiver en
udtalelse om, hvorvidt udkastet til kodeks, @ndring eller udvidelse overholder denne forordning eller
sikrer fornedne garantier 1 den situation, der er omhandlet i denne artikels stk. 3.

8. Hvis den i stk. 7 omhandlede udtalelse bekrafter, at udkastet til kodeks, endring eller udvidelse
overholder denne forordning eller sikrer fornedne garantier i den situation, der er omhandlet i stk. 3,
indsender Databeskyttelsesradet sin udtalelse til Kommissionen.
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9. Kommissionen kan ved hjelp af gennemforelsesretsakter afgere, at den godkendte adferdskodeks,
@ndring eller udvidelse, som den har modtaget 1 henhold til denne artikels stk. 8, generelt er gyldige 1
Unionen. Disse gennemforelsesretsakter vedtages efter undersggelsesproceduren i artikel 93, stk. 2.

10. Kommissionen tilser, at de godkendte kodekser, som i henhold til Kommissionen har generel gyldig-
hed, jf. stk. 9, offentliggeres pa passende vis.

11. Databeskyttelsesrddet samler alle godkendte adfeerdskodekser, @ndringer og udvidelser 1 et register og
gor dem offentligt tilgeengelige pa passende vis.

Artikel 41
Kontrol af godkendte adfaerdskodekser

1. Uden at dette bererer den kompetente tilsynsmyndigheds opgaver og befojelser 1 henhold til artikel 57
og 58, kan kontrol af overholdelsen af en adfaerdskodeks i1 henhold til artikel 40 foretages af et organ, der
har et passende ekspertiseniveau for si vidt angar kodeksens genstand, og som er akkrediteret til dette
formal af den kompetente tilsynsmyndighed.

2. Et organ som omhandlet i stk. 1 kan akkrediteres til at kontrollere overholdelsen af en adfaerdskodeks,
hvis dette organ har:

a) pavist sin uathengighed og ekspertise for sd vidt angar kodeksens genstand til den kompetente
tilsynsmyndigheds tilfredshed

b) fastlagt procedurer, der gor det muligt for organet at vurdere dataansvarliges og databehandleres
egnethed til at anvende kodeksen, kontrollere deres overholdelse af dens bestemmelser og regelmaessigt
vurdere kodeksens virkeméde

c¢) fastlagt procedurer og ordninger for behandling af klager over overtredelser af kodeksen eller den
made, hvorpa kodeksen er blevet eller bliver gennemfort af en dataansvarlig eller en databehandler, og at
gare disse procedurer og ordninger gennemsigtige for registrerede og offentligheden, og

d) pavist til den kompetente tilsynsmyndigheds tilfredshed, at dets opgaver og pligter ikke forer til en
interessekonflikt.

3. Den kompetente tilsynsmyndighed foreleegger et udkast til kriterier for akkreditering af et organ som
omhandlet i denne artikels stk. 1 for Databeskyttelsesradet i henhold til sammenhangsmekanismen, der er
omhandlet i artikel 63.

4. Uden at dette berorer den kompetente tilsynsmyndigheds opgaver og befojelser eller bestemmelserne
1 kapitel VIII, treeffer et organ som omhandlet i denne artikels stk. 1 under forudsatning af fornedne
garantier de nedvendige foranstaltninger 1 tilfeelde af en dataansvarligs eller databehandlers overtreedelse
af kodeksen, herunder suspension eller udelukkelse af den dataansvarlige eller databehandleren fra kodek-
sen. Organet underretter den kompetente tilsynsmyndighed om sddanne foranstaltninger og begrundelsen
for at have truffet dem.

5. Den kompetente tilsynsmyndighed tilbagekalder akkrediteringen af et organ som omhandlet i stk. 1,
hvis betingelserne for akkreditering ikke er eller ikke leengere er opfyldt, eller hvis foranstaltninger truftet
af organet overtreeder denne forordning.

6. Denne artikel finder ikke anvendelse pa behandling, der udferes af offentlige myndigheder og organer.
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Artikel 42
Certificering

1. Medlemsstaterne, tilsynsmyndighederne, Databeskyttelsesradet og Kommissionen tilskynder navnlig
pa EU-plan til fastleggelse af certificeringsmekanismer for databeskyttelse samt databeskyttelsesmeerk-
ninger og -marker med henblik pa at pavise, at dataansvarliges og databehandleres behandlingsaktiviteter
overholder denne forordning. Mikrovirksomheders og sméd og mellemstore virksomheders sarlige behov
tages 1 betragtning.

2. Certificeringsmekanismer for databeskyttelse samt databeskyttelsesmarkninger eller -merker, der er
godkendt i1 henhold til denne artikels stk. 5, kan — ud over overholdelse af de dataansvarlige eller data-
behandlere, der er omfattet af denne forordning — fastlegges med det formal at pavise tilstedevarelse
af fornedne garantier afgivet af dataansvarlige eller databehandlere, der i henhold til artikel 3 ikke er
omfattet af denne forordning, inden for rammerne af overforsel af personoplysninger til tredjelande eller
internationale organisationer, jf. artikel 46, stk. 2, litra f). Disse dataansvarlige eller databehandlere skal,
gennem kontrakter eller andre retligt bindende instrumenter, afgive bindende tilsagn, som kan handheves,
om at anvende disse forngdne garantier, herunder for s& vidt angar registreredes rettigheder.

3. Certificering skal vaere frivillig og tilgengelig gennem en gennemsigtig proces.

4. Certificering 1 henhold til denne artikel indskrenker ikke den dataansvarliges eller databehandlerens
ansvar for at overholde denne forordning og berarer ikke opgaverne og befojelserne for de tilsynsmyndig-
heder, der er kompetente 1 henhold til artikel 55 eller 56.

5. Certificering 1 henhold til denne artikel udstedes af certificeringsorganer, jf. artikel 43, eller af den
kompetente tilsynsmyndighed pa grundlag af kriterier, der er godkendt af den pageldende kompetente
tilsynsmyndighed i henhold til artikel 58, stk. 3, eller af Databeskyttelsesrddet 1 henhold til artikel
63. Hvis kriterierne er godkendt af Databeskyttelsesrddet, kan det fore til en falles certificering, Den
Europziske Databeskyttelsesmarkning.

6. Den dataansvarlige eller databehandler, der foreleegger sin behandling for certificeringsmekanismen,
giver det 1 artikel 43 omhandlede certificeringsorgan eller eventuelt den kompetente tilsynsmyndighed
alle oplysninger og adgang til de behandlingsaktiviteter, der er nedvendige for at gennemfore certificerin-
gsproceduren.

7. Certificering udstedes til en dataansvarlig eller en databehandler for en periode pé hgjst tre dr og kan
forlenges pd de samme betingelser, s& la&nge de relevante krav stadig er opfyldt. Certificering treekkes
tilbage af certificeringsorganerne, jf. artikel 43, eller i givet fald den kompetente tilsynsmyndighed, hvis
kravene til certificering ikke er eller ikke leengere er opfyldt.

8. Databeskyttelsesrddet samler alle certificeringsmekanismer og databeskyttelsesmaerkninger og -maerker
1 et register og gor dem offentligt tilgeengelige péd passende vis.

Artikel 43
Certificeringsorganer

1. Uden at dette berarer den kompetente tilsynsmyndigheds opgaver og befojelser i henhold til artikel 57
og 58, udsteder og forleenger certificeringsorganer, der har et passende ekspertiseniveau for sa vidt angér
databeskyttelse, certificering, efter at have underrettet tilsynsmyndigheden for at gere det muligt for den
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at udeve sine befojelser 1 henhold til artikel 58, stk. 2, litra h), hvis det er nedvendigt. Medlemsstaterne
sikrer, at disse certificeringsorganer akkrediteres af en eller begge af folgende:

a) den tilsynsmyndighed, der er kompetent i henhold til artikel 55 eller 56

b) det nationale akkrediteringsorgan, som er udpeget i overensstemmelse med Europa-Parlamentets og
Radets forordning (EF) nr. 765/2008 (20) 1 overensstemmelse med EN-ISO/IEC 17065/2012 og med de
supplerende krav, der er fastsat af den tilsynsmyndighed, som er kompetent 1 henhold til artikel 55 eller
56.

2. Certificeringsorganer som omhandlet i stk. 1 akkrediteres kun i overensstemmelse med navnte stykke,
hvis de har:

a) pavist deres uathangighed og ekspertise med hensyn til certificeringens genstand til den kompetente
tilsynsmyndigheds tilfredshed

b) pataget sig at opfylde kriterierne i artikel 42, stk. 5, og er blevet godkendt af den tilsynsmyndighed, der
er kompetent i henhold til artikel 55 eller 56, eller af Databeskyttelsesradet i henhold til artikel 63

c) fastlagt procedurer for udstedelse, regelmaessig revision og tilbagetrekning af databeskyttelsescertifice-
ringer, -markninger og -marker

d) fastlagt procedurer og ordninger for behandling af klager over overtreedelser af certificering eller den
mdde, hvorpa certificering er blevet eller bliver gennemfort af en dataansvarlig eller en databehandler, og
for, hvordan disse procedurer og ordninger gores gennemsigtige for registrerede og offentligheden, og

e) vist til den kompetente tilsynsmyndigheds tilfredshed, at deres opgaver og pligter ikke forer til en
interessekonflikt.

3. Akkreditering af de i denne artikels stk. 1 og 2 omhandlede certificeringsorganer finder sted pa
grundlag af kriterier, der er godkendt af den tilsynsmyndighed, som er kompetent i henhold til artikel
55 eller 56, eller af Databeskyttelsesraddet i henhold til artikel 63. I tilfeelde af akkreditering i henhold til
narverende artikels stk. 1, litra b), supplerer disse krav kravene i forordning (EF) nr. 765/2008 og de
tekniske regler, der beskriver certificeringsorganers metoder og procedurer.

4. De 1 stk. 1 omhandlede certificeringsorganer er ansvarlige for en korrekt vurdering, der ferer til
certificering eller tilbagetreekning af certificering, uden at dette bererer den dataansvarliges eller databe-
handlerens ansvar for at overholde denne forordning. Akkreditering udstedes for en periode péd hgjst
fem &r og kan forlenges pa samme betingelser, safremt certificeringsorganet opfylder de i denne artikel
fastsatte krav.

5. De i stk. 1 omhandlede certificeringsorganer giver de kompetente tilsynsmyndigheder oplysninger om
begrundelsen for at udstede eller tilbagetreekke den certificering, der er anmodet om.

6. Tilsynsmyndigheden offentligger de i denne artikels stk. 3 omhandlede krav og de 1 artikel 42, stk. 5,
omhandlede kriterier 1 lettilgeengelig form. Tilsynsmyndighederne meddeler ogsé disse krav og kriterier
til Databeskyttelsesrddet. Databeskyttelsesradet samler alle certificeringsmekanismer og databeskyttelses-
markninger 1 et register og gor dem offentligt tilgaengelige pa passende vis.

7. Uden at dette bererer kapitel VIII, tilbagekalder den kompetente tilsynsmyndighed eller det nationale
akkrediteringsorgan en akkreditering af et certificeringsorgan, jf. denne artikels stk. 1, hvis betingelserne
for akkrediteringen ikke er eller ikke leengere er opfyldt, eller hvis de foranstaltninger, som organet har
truffet, overtraeeder denne forordning.
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8. Kommissionen tillegges befojelse til at vedtage delegerede retsakter i overensstemmelse med artikel
92 med henblik pd at fastleegge de krav, der skal tages i betragtning vedrerende de certificeringsmekanis-
mer for databeskyttelse, der er omhandlet 1 artikel 42, stk. 1.

9. Kommissionen kan vedtage gennemforelsesretsakter, der fastleegger tekniske standarder for certificer-
ingsmekanismer og databeskyttelsesmarkninger og -merker samt ordninger, der har til formal at fremme
og anerkende disse certificeringsmekanismer, merkninger og -marker. Disse gennemforelsesretsakter
vedtages efter undersggelsesproceduren i artikel 93, stk. 2.

KAPITELV

Overforsler af personoplysninger til tredjelande eller internationale organisationer

Artikel 44
Generelt princip for overforsler

Enhver overforsel af personoplysninger, som underkastes behandling eller planlegges behandlet efter
overforsel til et tredjeland eller en international organisation, ma kun finde sted, hvis betingelserne 1
dette kapitel med forbehold af de ovrige bestemmelser 1 denne forordning opfyldes af den dataansvarlige
og databehandleren, herunder ved videreoverforsel af personoplysninger fra det pagaldende tredjeland
eller den pagaldende internationale organisation til et andet tredjeland eller en anden international
organisation. Alle bestemmelserne i dette kapitel anvendes for at sikre, at det beskyttelsesniveau, som
fysiske personer garanteres 1 medfer af denne forordning, ikke undermineres.

Artikel 45
Overforsler baseret pa en afgerelse om tilstraekkeligheden af beskyttelsesniveauet

1. Overforsel af personoplysninger til et tredjeland eller en international organisation kan finde sted,
hvis Kommissionen har fastslaet, at tredjelandet, et omrade eller en eller flere specifikke sektorer 1 dette
tredjeland, eller den pageldende internationale organisation har et tilstraekkeligt beskyttelsesniveau. En
saddan overforsel kraever ikke specifik godkendelse.

2. Ved vurdering af beskyttelsesniveauets tilstreekkelighed tager Kommissionen navnlig folgende elemen-
ter 1 betragtning:

a) retsstatsprincippet, respekt for menneskerettighederne og de grundleggende frihedsrettigheder, relevant
lovgivning, bade generel og sektorbestemt, herunder vedrerende offentlig sikkerhed, forsvar, statens
sikkerhed og strafferet og offentlige myndigheders adgang til personoplysninger, samt gennemferelsen
af saddan lovgivning, databeskyttelsesregler, faglige regler og sikkerhedsforanstaltninger, herunder regler
for videreoverforsel af personoplysninger til et andet tredjeland eller en anden international organisation,
der geelder 1 dette land eller denne internationale organisation, retspraksis samt effektive rettigheder for
registrerede, som kan hdndheves, og effektiv administrativ og retslig provelse for de registrerede, hvis
personoplysninger overfores
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b) tilstedevarelse af en eller flere velfungerende uathengige tilsynsmyndigheder 1 tredjelandet, eller som
den internationale organisation er underlagt, med ansvar for at sikre og handheve, at databeskyttelsesreg-
lerne overholdes, herunder tilstreekkelige hdndhavelsesbefojelser, for at bistd og radgive de registrerede,
ndr de udever deres rettigheder, og for samarbejde med tilsynsmyndighederne i medlemsstaterne, og

c¢) de internationale forpligtelser, som tredjelandet eller den internationale organisation har pataget sig,
eller andre forpligtelser, der folger af retligt bindende konventioner eller instrumenter og af landets
eller organisationens deltagelse i multilaterale eller regionale systemer, navnlig vedrerende beskyttelse af
personoplysninger.

3. Kommissionen kan efter vurdering af beskyttelsesniveauets tilstrekkelighed ved hjelp af en gennemfo-
relsesretsakt fastsld, at et tredjeland, et omrade eller en eller flere specifikke sektorer i et tredjeland, eller
en international organisation sikrer et tilstraeekkeligt beskyttelsesniveau i overensstemmelse med denne ar-
tikels stk. 2. I den pigeldende gennemforelsesretsakt fastsattes en mekanisme for regelmaessig revision,
som foretages mindst hvert fjerde ar, og som inddrager enhver relevant udvikling i tredjelandet eller
den internationale organisation. I gennemforelsesretsakten angives dennes territoriale og sektorbestemte
anvendelsesomrade og 1 pdkommende tilfelde den eller de tilsynsmyndigheder, der er omhandlet i denne
artikels stk. 2, litra b). Gennemforelsesretsakten vedtages efter undersogelsesproceduren 1 artikel 93, stk.
2.

4. Kommissionen overvager lebende udvikling i tredjelande og internationale organisationer, der kan
pavirke virkningen af afgerelser, der er vedtaget i henhold til denne artikels stk. 3, og afgerelser og
beslutninger, der er vedtaget pd grundlag af artikel 25, stk. 6, i direktiv 95/46/EF.

5. Kommissionen ophever, @ndrer eller suspenderer 1 det omfang, det er nedvendigt, uden tilbagevirken-
de kraft afgerelsen omhandlet 1 denne artikels stk. 3 ved hjelp af gennemforelsesretsakter, hvis tilgenge-
lige oplysninger, navnlig efter den 1 denne artikels stk. 3 omhandlede revision, viser, at et tredjeland,
et omrdde eller en eller flere specifikke sektorer i et tredjeland, eller en international organisation ikke
leengere sikrer et tilstrekkeligt beskyttelsesniveau 1 overensstemmelse med denne artikels stk. 2. Disse
gennemforelsesretsakter vedtages efter undersogelsesproceduren 1 artikel 93, stk. 2.

I behorigt begrundede serligt hastende tilfeelde vedtager Kommissionen efter proceduren i artikel 93, stk.
3, gennemforelsesretsakter, der finder anvendelse straks.

6. Kommissionen forer konsultationer med tredjelandet eller den internationale organisation med henblik
pa at afthjelpe den situation, der har givet anledning til en afgerelse vedtaget i henhold til stk. 5.

7. En afgerelse som angivet i denne artikels stk. 5 bererer ikke overforsel af personoplysninger til det
pageldende tredjeland, et omréde eller en eller flere specifikke sektorer i dette tredjeland, eller den
pageldende internationale organisation i medfor af artikel 46-49.

8. Kommissionen offentligger 1 Den Europaiske Unions Tidende og pé sit websted en liste over tredjelan-
de, omrader og specifikke sektorer 1 tredjelande samt internationale organisationer, som den har fastslaet
sikrer eller ikke leengere sikrer et tilstraeekkeligt beskyttelsesniveau.

9. Afgorelser og beslutninger, der er vedtaget af Kommissionen pa grundlag af artikel 25, stk. 6, i direktiv
95/46/EF, gelder fortsat, indtil de @ndres, erstattes eller ophaves ved en kommissionsafgerelse, der
vedtages 1 henhold til nerverende artikels stk. 3 eller 5.

Artikel 46

Overforsler omfattet af fornedne garantier
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1. Hvis der ikke er vedtaget en afgerelse 1 henhold til artikel 45, stk. 3, m& en dataansvarlig eller
databehandler kun overfere personoplysninger til et tredjeland eller en international organisation, hvis
vedkommende har givet de fornedne garantier, og pa betingelse af at rettigheder, som kan handhaves, og
effektive retsmidler for registrerede er tilgengelige.

2. De fornedne garantier i stk. 1 kan uden krav om specifik godkendelse fra en tilsynsmyndighed sikres
gennem:

a) et retligt bindende instrument, som kan hdndhaves, mellem offentlige myndigheder eller organer
b) bindende virksomhedsregler i overensstemmelse med artikel 47

c) standardbestemmelser om databeskyttelse vedtaget af Kommissionen efter undersogelsesproceduren 1
artikel 93, stk. 2

d) standardbestemmelser om databeskyttelse vedtaget af en tilsynsmyndighed og godkendt af Kommissio-
nen efter undersogelsesproceduren i artikel 93, stk. 2

e) en godkendt adfaerdskodeks 1 medfer af artikel 40 sammen med bindende tilsagn, som kan handhaves,
fra den dataansvarlige eller databehandleren 1 tredjelandet om at anvende de fornedne garantier, herunder
vedrerende registreredes rettigheder, eller

f) en godkendt certificeringsmekanisme 1 medfer af artikel 42 sammen med bindende tilsagn, som
kan hdndhaves, fra den dataansvarlige eller databehandleren i tredjelandet om at anvende de fornedne
garantier, herunder vedrarende registreredes rettigheder.

3. Med forbehold af godkendelse fra den kompetente tilsynsmyndighed kan de fornedne garantier i stk. 1
ogsa sikres gennem navnlig:

a) kontraktbestemmelser mellem den dataansvarlige eller databehandleren og den dataansvarlige, databe-
handleren eller modtageren af personoplysninger i tredjelandet eller den internationale organisation, eller

b) bestemmelser, der medtages i administrative ordninger mellem offentlige myndigheder eller organer,
og som omfatter effektive rettigheder, som kan handhaeves, for registrerede.

4. Tilsynsmyndigheden anvender den sammenhangsmekanisme, der er omhandlet i artikel 63, i de
tilfeelde, der er omhandlet i nervarende artikels stk. 3.

5. Godkendelser fra en medlemsstat eller en tilsynsmyndighed pa grundlag af artikel 26, stk. 2, i direk-
tiv 95/46/EF er gyldige, indtil de om nedvendigt @ndres, erstattes eller ophaves af den pagaldende
tilsynsmyndighed. Afgorelser og beslutninger, der er vedtaget af Kommissionen pé grundlag af artikel
26, stk. 4, 1 direktiv 95/46/EF, er i kraft, indtil de om nedvendigt andres, erstattes eller ophaves ved en
kommissionsafgerelse, der vedtages 1 henhold til nervarende artikels stk. 2.

Artikel 47

Bindende virksomhedsregler

1. I overensstemmelse med den sammenhangsmekanisme, der er omhandlet i1 artikel 63, godkender den
kompetente tilsynsmyndighed bindende virksomhedsregler, sdfremt de:

a) er retligt bindende og gelder for og hindhaves af alle bererte medlemmer i den koncern eller gruppe
af foretagender, der udever en falles oskonomisk aktivitet, herunder deres medarbejdere
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b) udtrykkeligt tillegger registrerede rettigheder, som kan handhaves, for sa vidt angar behandling af
deres personoplysninger, og

c) opfylder kravene i stk. 2.
2. De bindende virksomhedsregler i stk. 1 skal mindst angive:

a) strukturen i og kontaktoplysningerne for den koncern eller gruppe af foretagender, der er udever en
feelles okonomisk aktivitet, og hvert af dens medlemmer

b) overforslerne eller reekken af overfersler af oplysninger, herunder kategorier af personoplysninger,
behandlingstype og -formadl, typen af berorte registrerede og angivelse af det pdgeldende tredjeland eller
de pageldende tredjelande

c) deres retligt bindende karakter, bdde internt og eksternt

d) anvendelsen af de generelle databeskyttelsesprincipper, navnlig formalsbegraensning, dataminimering,
begraensede opbevaringsperioder, datakvalitet, databeskyttelse gennem design og databeskyttelse gennem
standardindstillinger, retsgrundlag for behandling, behandling af sarlige kategorier af personoplysninger,
foranstaltninger til at sikre datasikkerhed og krav til videreoverforsel til organer, der ikke er underlagt de
bindende virksomhedsregler

e) de registreredes rettigheder med hensyn til behandling og midler til at udeve disse rettigheder, herun-
der til ikke at blive gjort til genstand for afgerelser, som alene er truffet pa grundlag af automatisk
behandling, herunder profilering, jf. artikel 22, samt retten til at indgive klage til den kompetente tilsyns-
myndighed og de kompetente domstole 1 medlemsstaterne, jf. artikel 79, og til at modtage godtgerelse og,
hvis det er relevant, erstatning for brud péa de bindende virksomhedsregler

f) den dataansvarliges eller databehandlerens accept af ansvaret for ethvert brud pa de bindende virksom-
hedsregler, der begas af en berert virksomhed i1 koncernen, som ikke er etableret i Unionen, nar den
dataansvarlige eller databehandleren er etableret inden for en medlemsstats omrade; den dataansvarlige
eller databehandleren fritages kun helt eller delvis for dette ansvar, hvis vedkommende beviser, at den
pageldende virksomhed ikke er skyld i den begivenhed, der medferte skaden

g) hvordan informationen om bindende virksomhedsregler, navnlig de bestemmelser, der er omhandlet i
litra d), e) og 1), gives til de registrerede ud over den information, der er omhandlet i artikel 13 og 14

h) opgaverne for enhver databeskyttelsesradgiver, der er udpeget 1 henhold til artikel 37, eller enhver
anden person eller enhed med ansvar for overvdgning af overholdelse af de bindende virksomhedsregler
inden for koncernen eller gruppen af foretagender, der udever en fzlles ekonomisk aktivitet, samt
overvagning af uddannelse og handtering af klager

1) klageprocedurerne

j) de mekanismer 1 koncernen eller gruppen af foretagender, der udever en felles skonomisk aktivitet,
som skal sikre kontrol af overholdelse af de bindende virksomhedsregler. Sidanne mekanismer skal
omfatte databeskyttelsesrevisioner og metoder til at sikre korrigerende foranstaltninger med henblik pé
at beskytte de registreredes rettigheder. Resultaterne af denne revision ber meddeles den person eller
enhed, der er omhandlet 1 litra h), og bestyrelsen 1 kontrolvirksomheden i1 en koncern eller i gruppen af
foretagender, der udever en falles okonomisk aktivitet, og ber vere tilgengelige pd anmodning af den
kompetente tilsynsmyndighed
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k) mekanismerne til indberetning og registrering af @ndringer af reglerne og indberetning af disse
@ndringer til tilsynsmyndigheden

1) den mekanisme til samarbejde med tilsynsmyndigheden, som har til formal at sikre, at alle virksom-
heder i koncernen eller gruppen af foretagender, der udever en felles gkonomisk aktivitet, overholder
reglerne, navnlig ved at forelegge tilsynsmyndigheden resultaterne af revisionen af de foranstaltninger,
der er omhandlet i litra j)

m) mekanismerne til indberetning til den kompetente tilsynsmyndighed af retlige forpligtelser, som en
virksomhed 1 koncernen eller gruppen af foretagender, der udever en falles okonomisk aktivitet, er
omfattet af 1 et tredjeland, og som sandsynligvis vil have betydelig negativ indvirkning pa garantierne i de
bindende virksomhedsregler, og

n) den passende databeskyttelsesuddannelse, som personale, der har permanent eller regelmassig adgang
til personoplysninger, skal folge.

3. Kommissionen kan angive formatet og procedurerne for udveksling af oplysninger mellem dataansvar-
lige, databehandlere og tilsynsmyndigheder for bindende virksomhedsregler som omhandlet i denne
artikel. Disse gennemforelsesretsakter vedtages efter undersegelsesproceduren 1 artikel 93, stk. 2.

Artikel 48
Overforsel eller videregivelse uden hjemmel i EU-retten

Enhver dom afsagt af en domstol eller ret og enhver afgorelse truffet af en administrativ myndighed
1 et tredjeland, der kraever, at en dataansvarlig eller en databehandler overforer eller videregiver person-
oplysninger, kan kun anerkendes eller handhaves pa nogen made, hvis den bygger pa en international
aftale, sdsom en traktat om gensidig retshjelp mellem det anmodende tredjeland og Unionen eller en
medlemsstat, uden at det bererer andre grunde til overfersel 1 henhold til dette kapitel.

Artikel 49

Undtagelser i serlige situationer

1. I mangel af en afgerelse om tilstreekkeligheden af beskyttelsesniveauet i henhold til artikel 45, stk. 3,
eller fornedne garantier 1 henhold til artikel 46, herunder bindende virksomhedsregler, md en overforsel
eller flere overforsler af personoplysninger til et tredjeland eller en international organisation kun finde
sted pa en af folgende betingelser:

a) den registrerede udtrykkelig har givet samtykke til den foresldede overforsel efter at vere blevet
informeret om de mulige risici, som sddanne overforsler kan medfere for den registrerede pa grund af den
manglende afgerelse om tilstreekkeligheden af beskyttelsesniveauet eller fornedne garantier

b) overferslen er nodvendig af hensyn til opfyldelse af en kontrakt mellem den registrerede og den
dataansvarlige eller af hensyn til gennemforelse af foranstaltninger, der treffes pd den registreredes
anmodning forud for indgéelsen af en sadan kontrakt

c) overforslen er nedvendig af hensyn til indgdelse eller opfyldelse af en kontrakt, der i den registreredes
interesse indgés mellem den dataansvarlige og en anden fysisk eller juridisk person

d) overferslen er nedvendig af hensyn til vigtige samfundsinteresser
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e) overforslen er nodvendig for, at retskrav kan fastleegges, gores gaeldende eller forsvares

f) overforslen er nadvendig for at beskytte den registreredes eller andre personers vitale interesser, hvis
den registrerede ikke fysisk eller juridisk er i stand til at give samtykke

g) overforslen finder sted fra et register, der ifolge EU-ret eller medlemsstaternes nationale ret er beregnet
til at informere offentligheden, og som er tilgengeligt for offentligheden generelt eller for personer, der
kan godtgere at have en legitim interesse heri, men kun i det omfang de ved EU-ret eller medlemsstater-
nes nationale ret fastsatte betingelser for offentlig tilgaengelighed er opfyldt i det specifikke tilfeelde

Hvis overfersel ikke kan have hjemmel i en bestemmelse i artikel 45 eller 46, herunder bestemmelserne
om bindende virksomhedsregler, og ingen af undtagelserne i sa@rlige situationer omhandlet i dette stykkes
forste afsnit finder anvendelse, mé en videregivelse til et tredjeland eller en international organisation kun
finde sted, hvis overferslen ikke gentages, kun vedrerer et begraenset antal registrerede, er nedvendig af
hensyn til vagtige legitime interesser, som forfolges af den dataansvarlige, den registreredes interesser
eller rettigheder og frihedsrettigheder ikke gar forud for disse interesser, og den dataansvarlige har vurde-
ret alle omstendigheder i forbindelse med overforslen og pa grundlag af denne vurdering giver passende
garantier for beskyttelse af personoplysningerne. Den dataansvarlige underretter tilsynsmyndigheden om
overforslen. Ud over oplysningerne i artikel 13 og 14 underretter den dataansvarlige den registrerede om
overforslen og om de vagtige legitime interesser, der forfelges.

2. En overfersel 1 henhold til stk. 1, forste afsnit, litra g), ma ikke omfatte alle personoplysninger eller
hele kategorier af personoplysninger 1 et register. Nar et register er beregnet til at blive konsulteret af
personer, der har en legitim interesse heri, md overforsel kun ske pd anmodning af disse personer, eller
hvis de skal veere modtagerne.

3. Stk. 1, forste afsnit, litra a), b) og ¢), og stk. 1, andet afsnit, finder ikke anvendelse pa aktiviteter, der
gennemfores af offentlige myndigheder som led udevelsen af deres offentligretlige befojelser.

4. De samfundsinteresser, der er omhandlet 1 stk. 1, forste afsnit, litra d), skal veere anerkendt i EU-retten
eller retten 1 den medlemsstat, som den dataansvarlige er underlagt.

5. Hvis der ikke er vedtaget en afgerelse om tilstreekkeligheden af beskyttelsesniveauet, kan EU-retten
eller medlemsstaternes nationale ret af hensyn til vigtige samfundsinteresser udtrykkelig fastsatte gren-
ser for overforsel af sarlige kategorier af oplysninger til et tredjeland eller en international organisa-
tion. Medlemsstaterne giver Kommissionen meddelelse om disse bestemmelser.

6. Den dataansvarlige eller databehandleren dokumenterer vurderingen og de passende garantier i denne
artikels stk. 1, andet afsnit, 1 de fortegnelser, der er omhandlet i artikel 30.
Artikel 50
Internationalt samarbejde om beskyttelse af personoplysninger

Kommissionen og tilsynsmyndighederne traffer i forhold til tredjelande og internationale organisationer
de nedvendige foranstaltninger til at:

a) udvikle internationale samarbejdsmekanismer med henblik pé at lette effektiv handhavelse af lovgiv-
ningen om beskyttelse af personoplysninger

b) yde international gensidig bistand 1 handhavelse af lovgivningen om beskyttelse af personoplysninger,
herunder gennem anmeldelse, indbringelse af klager, efterforskningsbistand og informationsudveksling,
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under iagttagelse af de fornedne garantier for beskyttelse af personoplysninger og andre grundleggende
rettigheder og frihedsrettigheder

c) inddrage relevante interessenter i dreftelser og aktiviteter, der har til formal at fremme det internationa-
le samarbejde om handhevelse af lovgivningen om beskyttelse af personoplysninger

d) fremme udveksling og dokumentation af lovgivning om beskyttelse af personoplysninger og praksis pa
omradet, herunder om kompetencekonflikter med tredjelande.

KAPITEL VI

Uafhceengige tilsynsmyndigheder

Afdeling 1

Uafhaengig status

Artikel 51
Tilsynsmyndighed

1. Hver medlemsstat sikrer, at en eller flere uathangige offentlige myndigheder er ansvarlige for at fore
tilsyn med anvendelsen af denne forordning, for at beskytte fysiske personers grundleggende rettigheder
og frihedsrettigheder i forbindelse med behandling og for at lette fri udveksling af personoplysninger i
Unionen (»tilsynsmyndighed«).

2. Hver enkelt tilsynsmyndighed bidrager til ensartet anvendelse af denne forordning i hele Unionen. Til
dette formal samarbejder tilsynsmyndighederne med hinanden og med Kommissionen i henhold til
kapitel VII.

3. Hvis der er mere end ¢én tilsynsmyndighed i en medlemsstat, udpeger den padgeldende medlemsstat
en tilsynsmyndighed, der skal repraesentere disse myndigheder i Databeskyttelsesradet, og fastsatter en
mekanisme, som sikrer, at de andre myndigheder overholder reglerne vedrerende den sammenhangsme-
kanisme, der er omhandlet i artikel 63.

4. Hver medlemsstat giver senest den 25. maj 2018 Kommissionen meddelelse om de bestemmelser, som
den vedtager 1 henhold til dette kapitel, og underretter den straks om alle senere @ndringer, der bergrer
dem.

Artikel 52
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Uafhaengighed

1. Hver tilsynsmyndighed udferer sine opgaver og udever sine befgjelser i henhold til denne forordning i
fuld uathaengighed.

2. Medlemmet eller medlemmerne af hver tilsynsmyndighed skal i1 forbindelse med udferelsen af deres
opgaver og udevelsen af deres befojelser 1 henhold til denne forordning veare frie for udefrakommende
indflydelse, det vaere sig direkte eller indirekte, og ma hverken soge eller modtage instrukser fra andre.

3. Et medlem eller medlemmer af den enkelte tilsynsmyndighed skal afholde sig fra enhver handling, der
er uforenelig med deres hverv, og ma ikke, sé l&nge deres embedsperiode varer, udeve uforenelig lonnet
eller ulennet virksomhed.

4. Hver medlemsstat sikrer, at den enkelte tilsynsmyndighed rdder over de nedvendige menneskelige,
tekniske og finansielle ressourcer samt lokaler og infrastruktur til effektivt at kunne udfere sine opgaver
og udeve sine befgjelser, herunder opgaver og befojelser vedrerende gensidig bistand samt samarbejde
med og deltagelse 1 Databeskyttelsesradet.

5. Hver medlemsstat sikrer, at den enkelte tilsynsmyndighed velger og rdder over sit eget personale, der
alene er under ledelse af medlemmet eller medlemmerne af den pédgaldende tilsynsmyndighed.

6. Hver medlemsstat sikrer, at den enkelte tilsynsmyndighed er underlagt finansiel kontrol, som ikke
pavirker dens uathengighed, og at den forer serskilte, offentlige arsbudgetter, der kan vare en del af det
samlede statsbudget eller nationale budget.

Artikel 53

Generelle betingelser for medlemmer af en tilsynsmyndighed

1. Medlemsstaterne sikrer, at hvert medlem af en tilsynsmyndighed udnevnes efter en gennemsigtig
procedure af:

— deres parlament
— deres regering
— deres statschef, eller

— et uathengigt organ, der 1 henhold til medlemsstaternes nationale ret har fiet overdraget ansvaret for
udnazvnelsen.

2. Hvert medlem skal have de kvalifikationer, den erfaring og den kompetence, navnlig pd omradet
beskyttelse af personoplysninger, der er nedvendige for at varetage dets hverv og udeve dets befojelser.

3. Et medlems hverv opherer ved udlebet af embedsperioden, ved frivillig fratraedelse eller ved obligato-
risk fratraedelse 1 overensstemmelse med den pageldende medlemsstats nationale ret.

4. Et medlem mé kun afskediges 1 tilfelde af alvorligt embedsmisbrug, eller hvis medlemmet ikke
leengere opfylder betingelserne for at varetage sit hverv.

Artikel 54

Regler om oprettelse af en tilsynsmyndighed
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1. Hver medlemsstat fastsatter ved lov alle af folgende:
a) den enkelte tilsynsmyndigheds oprettelse

b) de nedvendige kvalifikationer og udvalgelseskriterier, der skal vere opfyldt for at kunne blive ud-
navnt til medlem af den enkelte tilsynsmyndighed

¢) reglerne og procedurerne for udnevnelse af medlemmet eller medlemmerne af den enkelte tilsynsmyn-
dighed

d) embedsperioden for medlemmet eller medlemmerne af den enkelte tilsynsmyndighed p& mindst fire
ar, med undtagelse af den forste udnaevnelse efter den 24. maj 2016, som kan vare af kortere varighed,
hvis det er nedvendigt for at beskytte den pagaldende tilsynsmyndigheds uathangighed ved hjelp af en
forskudt udnavnelsesprocedure

e) om og i bekreftende fald for hvor mange embedsperioder medlemmet eller medlemmerne af den
enkelte tilsynsmyndighed kan genudnavnes

f) betingelserne vedrerende forpligtelser for den enkelte tilsynsmyndigheds medlem eller medlemmer og
personale, forbud mod handlinger, hverv og fordele, der er uforenelige hermed, under og efter embedspe-
rioden, og regler for arbejdsopher.

2. Den enkelte tilsynsmyndigheds medlem eller medlemmer og personale har i overensstemmelse med
EU-retten eller medlemsstaternes nationale ret sdvel under som efter deres embedsperiode tavshedspligt
for sd vidt angér alle fortrolige oplysninger, der er kommet til deres kendskab under udferelsen af
deres opgaver eller udevelsen af deres befojelser. I deres embedsperiode gelder denne tavshedspligt iser
indberetninger fra fysiske personer af overtredelser af denne forordning.

Afdeling 2

Kompetence, opgaver og befajelser

Artikel 55
Kompetence

1. Hver tilsynsmyndighed er kompetent til at udfere de opgaver og udeve de befojelser, der tillegges den
1 overensstemmelse med denne forordning, pa sin egen medlemsstats omrade.

2. Hvis behandling foretages af offentlige myndigheder eller af private organer, der handler pa grundlag
af artikel 6, stk. 1, litra c) eller e), er tilsynsmyndigheden i1 den padgeldende medlemsstat kompetent. I sd
fald finder artikel 56 ikke anvendelse.

3. Tilsynsmyndigheder er ikke kompetente til at fore tilsyn med domstoles behandlingsaktiviteter, nar
disse handler i deres egenskab af domstol.

Artikel 56
Den ledende tilsynsmyndigheds kompetence

1. Uden at det bererer artikel 55 er tilsynsmyndigheden for den dataansvarliges eller databehandlerens
hovedvirksomhed eller eneste etablering kompetent til at fungere som ledende tilsynsmyndighed for
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den grenseoverskridende behandling, der foretages af denne dataansvarlige eller databehandler efter
proceduren 1 artikel 60.

2. Uanset stk. 1 er hver tilsynsmyndighed kompetent til at behandle en indgivet klage eller en eventuel
overtredelse af denne forordning, hvis genstanden alene vedrerer en etablering i dens medlemsstat eller
alene i vaesentlig grad pdvirker registrerede i dens medlemsstat.

3. I de i1 denne artikels stk. 2 omhandlede tilfeelde underretter tilsynsmyndigheden straks den ledende
tilsynsmyndighed om dette forhold. Den ledende tilsynsmyndighed beslutter inden for en frist pa tre
uger efter at vere blevet underrettet, om den vil behandle sagen efter proceduren i artikel 60 under
hensyntagen til, hvorvidt den dataansvarlige eller databehandleren er etableret i den underrettende tilsyns-
myndigheds medlemsstat

4. Hvis den ledende tilsynsmyndighed beslutter at behandle sagen, finder proceduren i artikel 60 anven-
delse. Den tilsynsmyndighed, der underrettede den ledende tilsynsmyndighed, kan foreleegge den ledende
tilsynsmyndighed et udkast til afgerelse. Den ledende tilsynsmyndighed tager sterst muligt hensyn til
dette udkast, ndr den udarbejder udkastet til afgerelse, jf. artikel 60, stk. 3.

5. Beslutter den ledende tilsynsmyndighed ikke at behandle sagen, behandler den tilsynsmyndighed, der
forelagde sagen for den ledende tilsynsmyndighed, sagen i overensstemmelse med artikel 61 og 62.

6. Den ledende tilsynsmyndighed er den dataansvarliges eller databehandlerens eneste kontakt i forbindel-
se med den graenseoverskridende behandling, der foretages af denne dataansvarlige eller databehandler.
Artikel 57
Opgaver

1. Uden at dette bererer andre opgaver, der er fastsat i denne forordning, skal hver tilsynsmyndighed pa
sit omrade:

a) fore tilsyn med og handhave anvendelsen af denne forordning

b) fremme offentlighedens kendskab til og forstielse af risici, regler, garantier og rettigheder i forbindelse
med behandling Der skal sattes sarlig fokus pd aktiviteter, der er direkte rettet mod bern

c¢) 1 henhold til medlemsstaternes nationale ret radgive det nationale parlament, regeringen og andre
institutioner og organer om lovgivningsmessige og administrative foranstaltninger til beskyttelse af
fysiske personers rettigheder og frihedsrettigheder i forbindelse med behandling

d) fremme dataansvarliges og databehandleres kendskab til deres forpligtelser i henhold til denne forord-
ning
e) efter anmodning informere registrerede om udevelse af deres rettigheder 1 henhold til denne forordning

og med henblik herpd samarbejde med tilsynsmyndighederne 1 andre medlemsstater, hvis det er relevant

f) behandle klager, der indgives af en registreret eller af et organ, en organisation eller en sammenslutning
1 overensstemmelse med artikel 80, og, for sd vidt det er hensigtsmassigt, undersoge genstanden for
klagen og underrette klageren om forlebet og resultatet af undersogelsen inden for en rimelig frist,
navnlig hvis yderligere undersegelse eller koordinering med en anden tilsynsmyndighed er nedvendig

g) samarbejde med andre tilsynsmyndigheder, herunder gennem udveksling af oplysninger og gensidig
bistand, med henblik pa at sikre ensartet anvendelse og hdndheavelse af denne forordning
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h) gennemfore undersogelser om anvendelsen af denne forordning, herunder pd grundlag af oplysninger,
der er modtaget fra en anden tilsynsmyndighed eller en anden offentlig myndighed

1) holde gje med relevant udvikling, for sa vidt den har indvirkning pd beskyttelse af personoplysninger,
navnlig udviklingen inden for informations- og kommunikationsteknologi og handelspraksis

J) vedtage standardkontraktbestemmelser som omhandlet i artikel 28, stk. 8, og i artikel 46, stk. 2, litra d)

k) opstille og fore en liste i forbindelse med kravet om en konsekvensanalyse vedrerende databeskyttelse i
henhold til artikel 35, stk. 4

1) rddgive om behandlingsaktiviteter som omhandlet i artikel 36, stk. 2

m) tilskynde til udarbejdelse af adfeerdskodekser i henhold til artikel 40, stk. 1, og afgive udtalelse om og
godkende sddanne adferdskodekser, som sikrer tilstreekkelige garantier 1 henhold til artikel 40, stk. 5

n) tilskynde til fastleeggelse af certificeringsmekanismer for databeskyttelse og databeskyttelsesmarknin-
ger og -mearker 1 henhold til artikel 42, stk. 1, og godkende kriterierne for certificering i henhold til artikel
42, stk. 5

0) nér det er relevant, regelmassigt gennemga certificeringer udstedt i henhold til artikel 42, stk. 7

p) opstille og offentliggere kriterierne for akkreditering af et organ til kontrol af adferdskodekser i
henhold til artikel 41 og af et certificeringsorgan i henhold til artikel 43

q) foretage akkreditering af et organ til kontrol af adferdskodekser i henhold til artikel 41 og af et
certificeringsorgan i henhold til artikel 43

r) godkende kontraktbestemmelser og bestemmelser som omhandlet i artikel 46, stk. 3
s) godkende bindende virksomhedsregler i henhold til artikel 47
t) bidrage til Databeskyttelsesradets aktiviteter

u) fore interne fortegnelser over overtreedelser af denne forordning og over foranstaltninger, der er truffet
1 henhold til artikel 58, stk. 2, og

v) udfere enhver anden opgave 1 forbindelse med beskyttelse af personoplysninger.

2. Hver tilsynsmyndighed letter indgivelse af klager, jf. stk. 1, litra f), gennem foranstaltninger som f.eks.
en klageformular, der ogsa kan udfyldes elektronisk, uden at udelukke andre kommunikationsmidler.

3. Hver tilsynsmyndighed varetager sine opgaver uden udgifter for den registrerede og, hvis det er
relevant, for databeskyttelsesradgiveren.

4. Hvis anmodninger er abenbart grundlese eller uforholdsmessige, iser fordi de gentages, kan tilsyns-
myndigheden opkreve et rimeligt gebyr baseret pa de administrative omkostninger eller afvise at efter-
komme anmodningen. Bevisbyrden for, at anmodningen er &benbart grundles eller uforholdsmassig,
pahviler tilsynsmyndigheden.

Artikel 58

Befajelser

1. Hver tilsynsmyndighed har alle af folgende undersogelsesbefojelser:
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a) at give den dataansvarlige og databehandleren samt den dataansvarliges eller databehandlerens eventu-
elle reprasentant pabud om at give alle oplysninger, der kraves til udferelse af myndighedens opgaver

b) at foretage undersogelser i form af databeskyttelsesrevisioner
c) at foretage en revision af certificeringer udstedt i henhold til artikel 42, stk. 7
d) at underrette den dataansvarlige eller databehandleren om en pastdet overtraedelse af denne forordning

e) af den dataansvarlige eller databehandleren at fa adgang til alle personoplysninger og oplysninger, der
er nodvendige for at varetage dens opgaver

f) at f4 adgang til alle lokaler hos den dataansvarlige og databehandleren, herunder til databehandlingsud-
styr og -midler, i overensstemmelse med retsplejeregler i EU-retten eller medlemsstaternes nationale ret.

2. Hver tilsynsmyndighed har alle af folgende korrigerende befojelser:

a) at udstede advarsler til en dataansvarlig eller en databehandler om, at planlagte behandlingsaktiviteter
sandsynligvis vil vere i strid med denne forordning

b) at udtale kritik af en dataansvarlig eller en databehandler, hvis behandlingsaktiviteter har veret 1 strid
med denne forordning

c) at give den dataansvarlige eller databehandleren pabud om at imedekomme den registreredes anmod-
ninger om at udeve sine rettigheder i henhold til denne forordning

d) at give den dataansvarlige eller databehandleren pabud om at bringe behandlingsaktiviteter i overens-
stemmelse med bestemmelserne i denne forordning og, hvis det er hensigtsmessigt, pd en naermere
angivet made og inden for en nermere angivet frist

e) at give den dataansvarlige pabud om at underrette den registrerede om et brud pa persondatasikkerhe-
den

f) midlertidigt eller definitivt at begraense, herunder forbyde, behandling

g) at give pdbud om berigtigelse eller sletning af personoplysninger eller begraensning af behandling i
henhold til artikel 16, 17 og 18 og meddelelse af sdédanne handlinger til de modtagere, som personoplys-
ningerne er videregivet til i henhold til artikel 17, stk. 2, og artikel 19

h) at trekke en certificering tilbage eller at give et certificeringsorgan pabud om at traekke en certifice-
ring, der er udstedt 1 henhold til artikel 42 og 43, tilbage eller at give certificeringsorganet pdbud om ikke
at udstede en certificering, hvis kravene til certificering ikke er eller ikke leengere er opfyldt

1) at paleegge en administrativ bede i henhold til artikel 83 i tillaeg til eller i stedet for foranstaltningerne i
dette stykke, athangigt af omstendighederne i hvert enkelt tilfzlde, og

) at pdbyde suspension af overforsel af oplysninger til en modtager 1 et tredjeland eller til en international
organisation.

3. Hver tilsynsmyndighed har alle af folgende godkendelses- og radgivningsbefojelser:

a) at rddgive den dataansvarlige efter den procedure for forudgdende hering, der er omhandlet i artikel 36
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b) pa eget initiativ eller pA anmodning at afgive udtalelser til det nationale parlament, medlemsstatens
regering eller 1 overensstemmelse med medlemsstaternes nationale ret til andre institutioner og organer
samt offentligheden om ethvert spergsmal om beskyttelse af personoplysninger

c) at godkende den i artikel 36, stk. 5, omhandlede behandling, hvis en sddan forudgéende godkendelse er
pakraevet 1 henhold til den pdgaldende medlemsstats nationale ret

d) at afgive udtalelse og godkende forslag til adferdskodekser i henhold til artikel 40, stk. 5
e) at akkreditere certificeringsorganer i henhold til artikel 43

f) at udstede certificeringer og godkende kriterier for certificering i overensstemmelse med artikel 42, stk.
5

g) at vedtage standardbestemmelser om databeskyttelse som omhandlet i artikel 28, stk. 8, og i artikel 46,
stk. 2, litra d)

h) at godkende kontraktbestemmelser som omhandlet i artikel 46, stk. 3, litra a)
1) at godkende administrative ordninger som omhandlet i artikel 46, stk. 3, litra b)
J) at godkende bindende virksomhedsregler 1 henhold til artikel 47.

4. Udevelse af de befojelser, der tillegges tilsynsmyndigheden i medfer af denne artikel, er underlagt de
fornedne garantier, herunder effektive retsmidler og retfaerdig procedure, der er fastsat i EU-retten eller
medlemsstaternes nationale ret i overensstemmelse med chartret.

5. Hver medlemsstat fastsetter ved lov, at dens tilsynsmyndighed har befojelse til at indbringe overtrae-
delser af denne forordning for de judicielle myndigheder og om nedvendigt at indlede eller pd anden
made deltage 1 retssager med henblik pa at hdndhave bestemmelserne i denne forordning.

6. Hver medlemsstat kan ved lov fastsatte, at dens tilsynsmyndighed har yderligere befojelser end dem,
der er omhandlet i stk. 1, 2 og 3. Udevelsen af disse befojelser mé ikke hindre en effektiv anvendelse af
kapitel VII.
Artikel 59
Aktivitetsrapport

Hver tilsynsmyndighed udarbejder en arlig rapport om sin virksomhed, eventuelt med en liste over,
hvilke typer overtradelser der er blevet anmeldt, og hvilke typer foranstaltninger der er truffet i henhold
til artikel 58, stk. 2. Disse rapporter fremsendes til det nationale parlament, regeringen og andre myndig-
heder, der er udpeget efter medlemsstaternes nationale ret. De gores tilgengelige for offentligheden,
Kommissionen og Databeskyttelsesradet.

KAPITEL VII

Samarbejde og sammenhceng

Afdeling 1

Samarbejde
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Artikel 60
Samarbejde mellem den ledende tilsynsmyndighed og de andre bererte tilsynsmyndigheder

1. Den ledende tilsynsmyndighed samarbejder 1 henhold til denne artikel med de andre bererte tilsyns-
myndigheder med henblik pa at na til enighed. Den ledende tilsynsmyndighed og de bererte tilsynsmyn-
digheder udveksler alle relevante oplysninger med hinanden.

2. Den ledende tilsynsmyndighed kan til enhver tid anmode andre bererte tilsynsmyndigheder om at yde
gensidig bistand i henhold til artikel 61 og kan gennemfore falles aktiviteter i henhold til artikel 62,
navnlig med henblik pa at foretage undersogelser eller overvage gennemforelsen af en foranstaltning
vedrarende en dataansvarlig eller en databehandler, der er etableret i en anden medlemsstat.

3. Den ledende tilsynsmyndighed underretter straks de andre bererte tilsynsmyndigheder om sagens
relevante oplysninger. Den forelaegger straks de andre berorte tilsynsmyndigheder et udkast til afgerelse
med henblik pa deres udtalelse og tager beherigt hensyn til deres synspunkter.

4. Hvis en af de andre berorte tilsynsmyndigheder inden for fire uger efter at vare blevet hert, jf. denne
artikels stk. 3, fremkommer med en relevant og begrundet indsigelse mod udkastet til afgerelse, forelaeg-
ger den ledende tilsynsmyndighed, hvis den ikke folger den relevante og begrundede indsigelse eller er
af den opfattelse, at indsigelsen ikke er relevant eller begrundet, sagen for den sammenhangsmekanisme,
der er omhandlet i artikel 63.

5. Agter den ledende tilsynsmyndighed at folge den relevante og begrundede indsigelse, forelegger den
de andre berorte tilsynsmyndigheder et revideret udkast til afgerelse med henblik péd deres udtalelse. Dette
reviderede udkast til afgerelse er underlagt den 1 stk. 4 omhandlede procedure inden for en frist pa to
uger.

6. Har ingen af de andre bererte tilsynsmyndigheder gjort indsigelse mod udkastet til afgerelse, som
den ledende tilsynsmyndighed har forelagt inden for den frist, der er omhandlet i stk. 4 og 5, anses den
ledende tilsynsmyndighed og de bererte tilsynsmyndigheder for at veere enige i dette udkast til afgerelse
og er bundet af det.

7. Den ledende tilsynsmyndighed vedtager og meddeler afgerelsen til den dataansvarliges eller databe-
handlerens hovedvirksomhed eller eneste etablering, alt efter omstaendighederne, og underretter de andre
berorte tilsynsmyndigheder og Databeskyttelsesrddet om den pageldende afgerelse, herunder et resumé
af de relevante faktiske omstendigheder og begrundelser. Den tilsynsmyndighed, til hvilken der er
indgivet klage, underretter klageren om afgerelsen.

8. Hvis en klage er blevet afsliet eller afvist, vedtager den tilsynsmyndighed, til hvilken klagen er
indgivet, uanset stk. 7, afgerelsen og meddeler denne til klageren og underretter den dataansvarlige
herom.

9. Hvis den ledende tilsynsmyndighed og de bererte tilsynsmyndigheder er enige om at afsld eller
afvise dele af en klage og at behandle andre dele af klagen, vedtages der en serskilt afgerelse for hver
af disse dele af sagen. Den ledende tilsynsmyndighed vedtager afgerelsen for den del, der vedrerer
foranstaltninger over for den dataansvarlige, meddeler dette til den dataansvarliges eller databehandlerens
hovedvirksomhed eller eneste etablering pd dens medlemsstats omrdde og underretter klageren herom,
mens tilsynsmyndigheden for klageren vedtager afgerelsen for den del, der vedrerer afslag eller afvisning
af klagen, og underretter klageren herom og meddeler dette til den dataansvarlige eller databehandleren.
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10. Den dataansvarlige eller databehandleren traeffer efter at veere blevet underrettet om den ledende til-
synsmyndigheds afgerelse 1 henhold til stk. 7 og 9 de nedvendige foranstaltninger til at sikre overholdelse
af afgorelsen for sd vidt angdr behandlingsaktiviteter 1 forbindelse med alle vedkommendes etableringer
1 Unionen. Den dataansvarlige eller databehandleren underretter den ledende tilsynsmyndighed, der
underretter de andre berorte tilsynsmyndigheder, om de foranstaltninger, der er truffet for at overholde
afgerelsen.

11. Hvis en berort tilsynsmyndighed under ekstraordinare omstendigheder har grund til at mene, at det er
nedvendigt at handle omgaende for at beskytte registreredes interesser, finder den 1 artikel 66 omhandlede
hasteprocedure anvendelse.

12. Den ledende tilsynsmyndighed og de andre berorte tilsynsmyndigheder udveksler elektronisk de 1
denne artikel omhandlede oplysninger med hinanden i et standardformat.

Artikel 61
Gensidig bistand

1. Tilsynsmyndighederne udveksler relevante oplysninger og yder hinanden gensidig bistand med henblik
pa at gennemfore og anvende denne forordning pa en ensartet méde og treffer foranstaltninger med
henblik pé et effektivt samarbejde med hinanden. Gensidig bistand omfatter navnlig anmodninger om
oplysninger og tilsynsforanstaltninger, som f.eks. anmodninger om gennemforelse af forudgdende god-
kendelser og heringer, inspektioner og undersagelser.

2. Hver tilsynsmyndighed traeffer alle passende foranstaltninger, som er nedvendige for at besvare en
anmodning fra en anden tilsynsmyndighed uden unedig forsinkelse og senest en méned efter modtagelsen
af anmodningen. Sddanne foranstaltninger kan bl.a. omfatte videregivelse af relevante oplysninger om
gennemforelsen af en undersogelse.

3. Anmodninger om bistand skal indeholde alle nedvendige oplysninger, herunder formélet med og
grunden til anmodningen. Udvekslede oplysninger ma kun anvendes til det formal, som er angivet 1
anmodningen.

4. Den anmodede tilsynsmyndighed mé ikke afvise at imedekomme anmodningen, medmindre:

a) den ikke har kompetence med hensyn til genstanden for anmodningen eller de foranstaltninger, som
den anmodes om at ivaerksatte, eller

b) imgdekommelse af anmodningen ville udgere en overtraedelse af denne forordning eller af EU-ret eller
medlemsstaternes nationale ret, som den tilsynsmyndighed, der modtager anmodningen, er underlagt.

5. Den anmodede tilsynsmyndighed underretter den anmodende tilsynsmyndighed om resultaterne eller
efter omstendighederne om fremskridtene med de foranstaltninger, der er truffet for at imedekomme
anmodningen. Den anmodede tilsynsmyndighed begrunder enhver afvisning af at imedekomme en an-
modning 1 henhold til stk. 4.

6. Anmodede tilsynsmyndigheder fremsender som hovedregel de oplysninger, som andre tilsynsmyndig-
heder anmoder om, elektronisk i et standardformat.
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7. Anmodede tilsynsmyndigheder ma ikke opkraeve gebyr for foranstaltninger, der treffes af dem pa
grundlag af en anmodning om gensidig bistand. Tilsynsmyndighederne kan vedtage regler om at godtgere
hinanden for specifikke udgifter, der opstar under ekstraordinzere omstaendigheder, nar der ydes gensidig
bistand.

8. Hvis en tilsynsmyndighed ikke giver de oplysninger, der er omhandlet i denne artikels stk. 5, inden
for en méned efter modtagelsen af en anmodning fra en anden tilsynsmyndighed, kan den anmodende
tilsynsmyndighed vedtage en forelebig foranstaltning pa sin medlemsstats omrade i henhold til artikel 55,
stk. 1. I dette tilfaelde antages kravet om behovet for at handle omgéende, jf. artikel 66, stk. 1, at veere
opfyldt, og at kreeve en hurtig bindende afgerelse fra Databeskyttelsesrddet, jf. artikel 66, stk. 2.

9. Kommissionen kan ved gennemforelsesretsakter fastlegge format og procedurer for gensidig bistand
som omhandlet 1 denne artikel og ordninger for elektronisk udveksling af oplysninger mellem tilsynsmyn-
digheder og mellem tilsynsmyndigheder og Databeskyttelsesrddet, navnlig standardformatet omhandlet 1
denne artikels stk. 6. Disse gennemforelsesretsakter vedtages efter undersggelsesproceduren 1 artikel 93,
stk. 2.

Artikel 62
Tilsynsmyndigheders felles aktiviteter

1. Hvis det er hensigtsmaessigt, gennemforer tilsynsmyndighederne felles aktiviteter, herunder felles
undersogelses- og hdndhavelsesforanstaltninger, som medlemmer eller medarbejdere fra andre medlems-
staters tilsynsmyndigheder deltager 1.

2. Hvis den dataansvarlige eller databehandleren har etableringer i1 flere medlemsstater, eller hvor et
betydeligt antal registrerede i mere end én medlemsstat sandsynligvis pdvirkes 1 vaesentlig grad af
behandlingsaktiviteter, har tilsynsmyndigheden i hver af disse medlemsstater ret til at deltage i faelles
aktiviteter. Den tilsynsmyndighed, der er kompetent i henhold til artikel 56, stk. 1 eller 4, indbyder
tilsynsmyndigheden i hver af disse medlemsstater til at deltage i de faelles aktiviteter og besvarer straks en
tilsynsmyndigheds anmodning om deltagelse.

3. En tilsynsmyndighed kan i overensstemmelse med medlemsstatens nationale ret og med den ud-
sendende tilsynsmyndigheds godkendelse delegere befgjelser, herunder undersegelsesbefojelser, til den
udsendende tilsynsmyndigheds medlemmer eller medarbejdere, som deltager i felles aktiviteter, eller,
for sa vidt national ret 1 veertstilsynsmyndighedens medlemsstat tillader det, tillade, at den udsendende
tilsynsmyndigheds medlemmer eller medarbejdere udever deres undersggelsesbefojelser 1 overensstem-
melse med retten 1 den udsendende tilsynsmyndigheds medlemsstat. Sddanne undersegelsesbefojelser
ma kun udeves under vejledning og 1 tilstedevarelse af veartstilsynsmyndighedens medlemmer eller
medarbejdere. Den udsendende tilsynsmyndigheds medlemmer eller medarbejdere er underlagt national
ret 1 veertstilsynsmyndighedens medlemsstat.

4. Hvis en udsendende tilsynsmyndigheds medarbejdere i henhold til stk. 1 udferer aktiviteter i en
anden medlemsstat, patager vertstilsynsmyndighedens medlemsstat sig ansvaret for deres handlinger,
herunder erstatningsansvar for enhver skade, som de matte forvolde under udferelsen af deres aktiviteter,
1 overensstemmelse med retten i den medlemsstat, pd hvis omrade de udferer aktiviteter.

5. Den medlemsstat, pa hvis omrade skade forvoldes, erstatter den pdgaeldende skade pd samme betingel-
ser som skader forvoldt af dens egne medarbejdere. Den udsendende tilsynsmyndigheds medlemsstat,
hvis medarbejdere har forvoldt skade pa personer pd en anden medlemsstats omride, skal fuldt ud
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godtgere alle belgb, som denne anden medlemsstat har betalt 1 skadeserstatning til de berettigede personer
pa deres vegne.

6. Uden at det berorer udevelsen af rettigheder over for tredjemand og med undtagelse af det i stk. 5
omhandlede tilfeelde, giver den enkelte medlemsstat i1 det tilfalde, der er omhandlet i stk. 1, afkald pa at
kraeve godtgerelse fra en anden medlemsstat i forbindelse med skade som omhandlet i stk. 4.

7. Hvis der planlaegges en felles aktivitet, og en tilsynsmyndighed ikke opfylder forpligtelsen i stk. 2,
andet punktum, inden for en méned, kan de andre tilsynsmyndigheder vedtage en forelobig foranstaltning
pa deres medlemsstats omrdde i overensstemmelse med artikel 55. I dette tilfeelde antages kravet om
behovet for at handle omgaende, jf. artikel 66, stk. 1, at veere opfyldt, og at kraeve en hurtig bindende
afgerelse fra Databeskyttelsesradet, jf. artikel 66, stk. 2.

Afdeling 2

Sammenhaeng

Artikel 63
Sammenhangsmekanisme

Med henblik pa at bidrage til en ensartet anvendelse af denne forordning i hele Unionen samarbejder
tilsynsmyndighederne med hinanden og, hvis det er relevant, med Kommissionen gennem den sammen-
hangsmekanisme, der er omhandlet i denne afdeling.
Artikel 64
Udtalelse fra Databeskyttelsesradet

1. Databeskyttelsesradet afgiver en udtalelse, ndr en kompetent tilsynsmyndighed har til hensigt at
vedtage en af nedenstdende foranstaltninger. Med henblik herpa sender den kompetente tilsynsmyndighed
et udkast til afgerelse til Databeskyttelsesradet, nér den:

a) har til hensigt at vedtage en liste over typer af behandlingsaktiviteter, som er underlagt kravet om en
konsekvensanalyse vedrerende databeskyttelse 1 henhold til artikel 35, stk. 4

b) behandler et spergsmal i henhold til artikel 40, stk. 7, om, hvorvidt et udkast til adfzerdskodeks eller en
@ndring eller udvidelse af en adferdskodeks overholder denne forordning

¢) har til hensigt at godkende kriterierne for akkreditering af et organ i henhold til artikel 41, stk. 3, eller
et certificeringsorgan 1 henhold til artikel 43, stk. 3

d) har til hensigt at vedtage standardbestemmelser om databeskyttelse som omhandlet i artikel 46, stk. 2,
litra d), og 1 artikel 28, stk. 8

e) har til hensigt at godkende kontraktbestemmelser som omhandlet i artikel 46, stk. 3, litra a), eller
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f) har til hensigt at godkende bindende virksomhedsregler som omhandlet 1 artikel 47.

2. En tilsynsmyndighed, formanden for Databeskyttelsesrddet eller Kommissionen kan kreeve, at ethvert
almengyldigt spergsmaél eller ethvert spergsmal, der har virkninger i mere end én medlemsstat, droftes
af Databeskyttelsesrddet med henblik pa en udtalelse, navnlig hvis en kompetent tilsynsmyndighed ikke
opfylder forpligtelserne vedrerende gensidig bistand, jf. artikel 61, eller vedrerende fzlles aktiviteter, jf.
artikel 62.

3. I de tilfeelde, der er omhandlet 1 stk. 1 og 2, afgiver Databeskyttelsesrddet udtalelse om det sporgsmaél,
som det har féet forelagt, forudsat at det ikke allerede har afgivet en udtalelse om samme sporgsmaél. Den-
ne udtalelse vedtages inden for otte uger med simpelt flertal blandt medlemmerne af Databeskyttelsesra-
det. Denne frist kan forlenges med yderligere seks uger under hensyntagen til spergsmaélets kompleksi-
tet. Med hensyn til det i stk. 1 omhandlede udkast til afgerelse, der i henhold til stk. 5 udsendes til
medlemmerne af Databeskyttelsesradet, anses et medlem, som ikke har gjort indsigelse inden for en
rimelig frist, der angives af formanden, for at vere enigt 1 udkastet til afgerelse.

4. Tilsynsmyndigheder og Kommissionen sender uden unedig forsinkelse elektronisk og i et standardfor-
mat Databeskyttelsesradet alle relevante oplysninger, herunder et resumé af de faktiske omstaendigheder,
den foresldede afgorelse, begrundelsen for vedtagelse af en sddan foranstaltning og andre berorte tilsyns-
myndigheders synspunkter.

5. Formanden for Databeskyttelsesrddet underretter uden unedig forsinkelse elektronisk:

a) medlemmerne af Databeskyttelsesradet og Kommissionen om alle relevante oplysninger, som
vedkommende har modtaget, i et standardformat. Sekretariatet for Databeskyttelsesrddet serger efter
behov for oversattelse af de relevante oplysninger, og

b) den tilsynsmyndighed, der er omhandlet i stk. 1 og 2, og Kommissionen om den pagaldende udtalelse
og offentligger den.

6. Den kompetente tilsynsmyndighed vedtager ikke sit udkast til afgerelse omhandlet i stk. 1 i den
periode, der er omhandlet i stk. 3.

7. Den tilsynsmyndighed, der er omhandlet i stk. 1, tager videst muligt hensyn til Databeskyttelsesradets
udtalelse og giver senest to uger efter modtagelsen af udtalelsen formanden for Databeskyttelsesradet
elektronisk meddelelse om, hvorvidt den agter at fastholde eller @&ndre sit udkast til afgerelse, og forelaeg-
ger 1 givet fald det @ndrede udkast til afgerelse 1 et standardformat.

8. Hvis den berorte tilsynsmyndighed inden for den frist, der er omhandlet i denne artikels stk. 7, under-
retter formanden for Databeskyttelsesradet om, at den helt eller delvist ikke agter at folge udtalelsen fra
Databeskyttelsesradet, og den giver en relevant begrundelse herfor, finder artikel 65, stk. 1, anvendelse.
Artikel 65
Tvistbileeggelse ved Databeskyttelsesradet

1. Med henblik pé at sikre korrekt og konsekvent anvendelse af denne forordning i hvert enkelt tilfelde
vedtager Databeskyttelsesrddet en bindende afgerelse i folgende tilfelde:

a) hvis en berort tilsynsmyndighed 1 et tilfelde som omhandlet i artikel 60, stk. 4, er fremkommet med en
relevant og begrundet indsigelse mod et udkast til afgerelse udarbejdet af den ledende myndighed, eller
den ledende myndighed har afvist en sddan indsigelse som vearende uden relevans eller ubegrundet. Den
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bindende afgerelse skal vedrere alle spergsmal, der er genstand for den relevante og begrundede indsigel-
se, navnlig hvorvidt denne forordning er overtradt

b) hvis der er uenighed om, hvilken af de bererte tilsynsmyndigheder der er kompetent med hensyn til
hovedvirksomheden

¢) hvis en kompetent tilsynsmyndighed ikke anmoder om udtalelse fra Databeskyttelsesradet i de tilfelde,
der er omhandlet 1 artikel 64, stk. 1, eller ikke folger Databeskyttelsesradets udtalelse udstedt 1 henhold
til artikel 64. I sa fald kan enhver berort tilsynsmyndighed eller Kommissionen indbringe spergsmalet for
Databeskyttelsesradet.

2. Den afgerelse, der er omhandlet i stk. 1, vedtages inden for en maned fra foreleggelsen af spergsmalet
med et flertal pd to tredjedele blandt medlemmerne af Databeskyttelsesrddet. Denne frist kan forlaenges
med yderligere en méned péd grund af spergsmaélets kompleksitet. Afgarelsen i stk. 1 skal vare begrundet
og rettet til den ledende tilsynsmyndighed og alle de bererte tilsynsmyndigheder og have bindende
virkning for dem.

3. Hvis Databeskyttelsesrddet ikke har vearet 1 stand til at treeffe en afgerelse inden for de 1 stk. 2 omhand-
lede frister, vedtager det sin afgorelse senest to uger efter udlebet af den anden maned som omhandlet
1 stk. 2 med simpelt flertal blandt Databeskyttelsesradets medlemmer. I tilfelde af stemmelighed blandt
medlemmerne af Databeskyttelsesradet er formandens stemme udslagsgivende.

4. De berorte tilsynsmyndigheder mé ikke vedtage en afgerelse om et spergsmél, der er forelagt for
Databeskyttelsesrddet 1 henhold til stk. 1, i lebet af de i stk. 2 og 3 omhandlede perioder.

5. Formanden for Databeskyttelsesrddet meddeler uden unedig forsinkelse den i1 stk. 1 omhandlede
afgerelse til de berorte tilsynsmyndigheder. Formanden underretter Kommissionen herom. Afgerelsen of-
fentliggares straks pd Databeskyttelsesrddets websted, nar tilsynsmyndigheden har meddelt den endelige
afgerelse, jf. stk. 6.

6. Den ledende tilsynsmyndighed eller efter omstendighederne den tilsynsmyndighed, til hvem en klage
er indgivet, vedtager sin endelige afgerelse pa grundlag af den i denne artikels stk. 1 omhandlede
afgorelse uden unedig forsinkelse og senest en maned efter, at Databeskyttelsesrddet har meddelt sin
afgerelse. Den ledende tilsynsmyndighed eller efter omstendighederne den tilsynsmyndighed, til hvem
klagen er indgivet, underretter Databeskyttelsesradet om datoen for meddelelse af sin endelige afgerelse
til henholdsvis den dataansvarlige eller databehandleren og den registrerede. Den bererte tilsynsmyndig-
heds endelige afgerelse vedtages i henhold til artikel 60, stk. 7, 8 og 9. Den endelige afgorelse skal
indeholde en henvisning til den afgerelse, der er omhandlet i narvarende artikels stk. 1, og angive,
at den i navnte stykke omhandlede afgerelse vil blive offentliggjort pa Databeskyttelsesradets websted
1 overensstemmelse med narverende artikels stk. 5. Den i narvarende artikels stk. 1 omhandlede
afgerelse vedlaegges den endelige afgorelse.

Artikel 66

Hasteprocedure

1. Nar en berort tilsynsmyndighed under ekstraordinere omstaendigheder mener, at det er nedvendigt
at handle omgéaende for at beskytte registreredes rettigheder og frihedsrettigheder, kan den uanset den i
artikel 63, 64 og 65 omhandlede sammenhangsmekanisme eller den 1 artikel 60 omhandlede procedure
omgéende treffe forelobige foranstaltninger, der skal have retsvirkning pa dens eget omrade med en
angivet gyldighedsperiode, som ikke ma overstige tre maneder. Tilsynsmyndigheden meddeler straks de
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andre berorte tilsynsmyndigheder, Databeskyttelsesrddet og Kommissionen disse foranstaltninger og en
begrundelse for vedtagelsen heraf.

2. Hvis en tilsynsmyndighed har vedtaget en foranstaltning 1 henhold til stk. 1 og mener, at der omgéende
skal vedtages endelige foranstaltninger, kan den anmode om en hasteudtalelse eller en hurtig bindende
afgorelse fra Databeskyttelsesradet, idet tilsynsmyndigheden begrunder anmodningen om en sédan udta-
lelse eller afgorelse.

3. Enhver tilsynsmyndighed kan anmode om en hasteudtalelse eller efter omstendighederne en hurtig
bindende afgorelse, fra Databeskyttelsesradet, hvis en kompetent tilsynsmyndighed ikke har truffet de
fornedne foranstaltninger 1 en situation, hvor det er nedvendigt at handle omgaende for at beskytte
registreredes rettigheder og frihedsrettigheder, idet tilsynsmyndigheden begrunder anmodningen om en
sddan udtalelse eller afgerelse, herunder behovet for at handle omgédende.

4. Uanset artikel 64, stk. 3, og artikel 65, stk. 2, vedtages en hasteudtalelse eller en hurtig bindende
afgorelse som omhandlet i nerverende artikels stk. 2 og 3 inden for to uger med simpelt flertal blandt
medlemmerne af Databeskyttelsesradet.

Artikel 67
Udveksling af oplysninger

Kommissionen kan vedtage gennemforelsesretsakter af generel karakter med henblik pd nermere at
angive ordningerne for elektronisk udveksling af oplysninger mellem tilsynsmyndigheder og mellem
tilsynsmyndigheder og Databeskyttelsesrddet, navnlig det standardformat, der er omhandlet i artikel 64.

Disse gennemforelsesretsakter vedtages efter undersogelsesproceduren 1 artikel 93, stk. 2.

Afdeling 3

Det Europziske Databeskyttelsesrad

Artikel 68
Det Europziske Databeskyttelsesrad

1. Det Europaiske Databeskyttelsesrdd (»Databeskyttelsesradet«) oprettes herved som et EU-organ med
status som juridisk person.

2. Databeskyttelsesrddet repraesenteres af sin formand.

3. Databeskyttelsesrddet sammensattes af chefen for en tilsynsmyndighed i hver medlemsstat og af Den
Europziske Tilsynsferende for Databeskyttelse eller deres respektive repraesentanter.

4. Hvis mere end ¢én tilsynsmyndighed 1 en medlemsstat er ansvarlig for at fore tilsyn med af anvendelsen
af bestemmelserne 1 denne forordning, udnavnes en falles reprasentant i henhold til den pagaldende
medlemsstats nationale ret.

5. Kommissionen har ret til at deltage i Databeskyttelsesradets aktiviteter og meder uden stemme-
ret. Kommissionen udpeger en repraesentant. Formanden for Databeskyttelsesradet underretter Kommissi-
onen om aktiviteterne i Databeskyttelsesradet.
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6. I de 1 artikel 65 omhandlede tilflde har Den Europaiske Tilsynsferende for Databeskyttelse kun stem-
meret 1 forbindelse med afgerelser, der vedrerer principper og bestemmelser, som gelder for Unionens
institutioner, organer, kontorer og agenturer, og som indholdsmaessigt er i overensstemmelse med denne
forordnings principper og bestemmelser.

Artikel 69
Uafthaengighed

1. Databeskyttelsesrddet handler uathengigt, nar det udferer sine opgaver eller udever sine befojelser 1
henhold til artikel 70 og 71.

2. Uden at det bererer anmodninger fra Kommissionen som omhandlet i artikel 70, stk. 1, litra b), og stk.
2, ma Databeskyttelsesraddet ikke soge eller modtage instrukser fra andre i forbindelse med udferelsen af
sine opgaver eller udevelsen af sine befojelser.

Artikel 70
Databeskyttelsesradets opgaver

1. Databeskyttelsesradet sikrer ensartet anvendelse af denne forordning. Med henblik herpa skal Databe-
skyttelsesradet pa eget initiativ eller, nar det er relevant, efter anmodning fra Kommissionen navnlig:

a) fore tilsyn med og sikre korrekt anvendelse af denne forordning 1 de tilfaelde, der er omhandlet 1 artikel
64 og 65, uden at dette bergrer de nationale tilsynsmyndigheders opgaver

b) rddgive Kommissionen om ethvert spergsmal vedrerende beskyttelse af personoplysninger i Unionen,
herunder om ethvert forslag til @ndring af denne forordning

¢) rddgive Kommissionen om format og procedurer for videregivelse af oplysninger mellem dataansvarli-
ge, databehandlere og tilsynsmyndigheder vedrerende bindende virksomhedsregler

d) udstede retningslinjer, henstillinger og bedste praksis vedrerende procedurer for sletning af link til
og kopier eller gengivelser af personoplysninger fra offentligt tilgaengelige kommunikationstjenester som
omhandlet i artikel 17, stk. 2

e) pd eget initiativ, efter anmodning fra et af sine medlemmer eller efter anmodning fra Kommissionen
undersoge ethvert sporgsmil vedrerende anvendelsen af denne forordning og udstede retningslinjer,
henstillinger og bedste praksis for at fremme ensartet anvendelse af denne forordning

f) udstede retningslinjer, henstillinger og bedste praksis i overensstemmelse med dette stykkes litra e)
med henblik pd nermere at angive kriterierne og betingelserne for afgerelser baseret pa profilering i
henhold til artikel 22, stk. 2

g) udstede retningslinjer, henstillinger og bedste praksis i overensstemmelse med dette stykkes litra e)
med henblik pé fastleggelse af brud pa persondatasikkerheden og den unedige forsinkelse omhandlet
1 artikel 33, stk. 1 og 2, og vedrerende de s@rlige omstaendigheder, hvor en dataansvarlig eller en
databehandler har pligt til at anmelde brud pa persondatasikkerheden
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h) udstede retningslinjer, henstillinger og bedste praksis 1 overensstemmelse med dette stykkes litra e)
vedrerende de omstendigheder, hvor brud péd persondatasikkerheden sandsynligvis vil indebare en hgj
risiko for fysiske personers rettigheder og frihedsrettigheder som omhandlet i artikel 34, stk. 1

1) udstede retningslinjer, henstillinger og bedste praksis i overensstemmelse med dette stykkes litra e)
med henblik pd naermere at angive kriterierne for og kravene til overfersel af personoplysninger baseret
pa bindende virksomhedsregler, som dataansvarlige overholder, og bindende virksomhedsregler, som da-
tabehandlere overholder, og vedrerende yderligere krav til at sikre beskyttelse af de berorte registreredes
personoplysninger som omhandlet i artikel 47

J) udstede retningslinjer, henstillinger og bedste praksis 1 overensstemmelse med dette stykkes litra ) med
henblik pa nermere at angive kriterierne for og kravene til overforsel af personoplysninger pa grundlag af
artikel 49, stk. 1

k) udarbejde retningslinjer for tilsynsmyndighederne vedrerende anvendelse af foranstaltninger, jf. artikel
58, stk. 1, 2 og 3, og fastsattelse af administrative bader i henhold til artikel 83

1) gennemgé den praktiske anvendelse af de retningslinjer og henstillinger og den bedste praksis, der er
omhandlet i litra e) og f)

m) udstede retningslinjer, henstillinger og bedste praksis i overensstemmelse med dette stykkes litra e)
med henblik pa fastleggelse af faelles procedurer for fysiske personers indberetning af overtreedelser af
denne forordning, jf. artikel 54, stk. 2,

n) tilskynde til udarbejdelse af adferdskodekser og fastleggelse af certificeringsmekanismer for databe-
skyttelse og databeskyttelsesmaerkninger og -merker 1 henhold til artikel 40 og 42

o) foretage akkreditering af certificeringsorganer og regelmaessig revision heraf i henhold til artikel 43
og fore et offentligt register over akkrediterede organer i henhold til artikel 43, stk. 6, og over de
akkrediterede dataansvarlige eller databehandlere i tredjelande 1 henhold til artikel 42, stk. 7

p) angive de krav, der er omhandlet i artikel 43, stk. 3, med henblik péd akkreditering af certificeringsorga-
ner 1 henhold til artikel 42

q) afgive udtalelse til Kommissionen om de certificeringskrav, der er omhandlet 1 artikel 43, stk. 8
r) afgive udtalelse til Kommissionen om de ikoner, der er omhandlet i artikel 12, stk. 7

s) afgive udtalelse til Kommissionen med henblik pa vurdering af tilstraekkeligheden af beskyttelsesni-
veauet 1 et tredjeland eller en international organisation, herunder vurdering af, om et tredjeland, et
omrdde eller en eller flere specifikke sektorer i det pdgaldende tredjeland, eller en international organisa-
tion ikke laengere sikrer et tilstraekkeligt beskyttelsesniveau. Til dette formal forelegger Kommissionen
Databeskyttelsesradet al nedvendig dokumentation vedrerende tredjelandet, omrddet eller den specifikke
sektor, eller den internationale organisation, herunder korrespondance med regeringen i tredjelandet,

t) afgive udtalelser om tilsynsmyndigheders udkast til afgerelse 1 overensstemmelse med den sammen-
haengsmekanisme, der er omhandlet i artikel 64, stk. 1, og om sager, der er forelagt i henhold til artikel
64, stk. 2, og udstede bindende afgerelser i henhold til artikel 65, herunder i de tilfeelde, der er omhandlet
1 artikel 66

u) fremme samarbejdet og effektiv bilateral og multilateral udveksling af oplysninger og bedste praksis
mellem tilsynsmyndighederne

LOV nr 502 af 23/05/2018 105



v) fremme felles uddannelsesprogrammer og udveksling af personale mellem tilsynsmyndighederne og i
relevante tilfeelde med tilsynsmyndighederne 1 tredjelande eller med internationale organisationer

w) fremme udveksling af viden og dokumentation vedrerende databeskyttelseslovgivning og -praksis med
datatilsynsmyndigheder over hele verden

x) afgive udtalelser om adferdskodekser, der udarbejdes pd EU-plan, jf. artikel 40, stk. 9, og

y) fore et offentligt tilgengeligt elektronisk register over afgerelser truffet af tilsynsmyndigheder og
domstole om spergsmal, der er blevet behandlet i sammenhaengsmekanismen.

2. Hvis Kommissionen anmoder Databeskyttelsesradet om radgivning, kan den fastsette en frist under
hensyntagen til, hvor meget den pagaeldende sag haster.

3. Databeskyttelsesrddet fremsender sine udtalelser, retningslinjer, henstillinger og bedste praksis til
Kommissionen og det udvalg, der er omhandlet i artikel 93, og offentligger dem.

4. Databeskyttelsesrddet herer efter omstendighederne berorte parter og giver dem mulighed for at
fremsette bemaerkninger inden for en rimelig frist. Databeskyttelsesrddet offentligger med forbehold af
artikel 76 resultaterne af heringsproceduren.

Artikel 71

Rapporter

1. Databeskyttelsesradet udarbejder en arlig rapport om beskyttelse af fysiske personer 1 forbindelse med
behandling 1 Unionen og, hvis det er relevant, i tredjelande og internationale organisationer. Rapporten
offentliggares og forelaegges Europa-Parlamentet, Radet og Kommissionen.

2. Den arlige rapport skal omfatte en gennemgang af den praktiske anvendelse af de retningslinjer og
henstillinger og den bedste praksis, der er omhandlet i artikel 70, stk. 1, litra 1), og de bindende afgerelser,
der er omhandlet 1 artikel 65.

Artikel 72

Procedure

1. Databeskyttelsesridet traeffer afgerelse med simpelt flertal blandt sine medlemmer, medmindre andet er
fastsat i denne forordning.

2. Databeskyttelsesradet vedtager sin forretningsorden med et flertal pé to tredjedele blandt sine medlem-
mer og tilrettelegger sin drift.

Artikel 73
Formand

1. Databeskyttelsesradet vaelger med simpelt flertal en formand og to nastformend blandt sine medlem-
mer.

2. Embedsperioden for formanden og de to nastformand er fem ar med mulighed for forlengelse én
gang.
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Artikel 74
Formandens opgaver
1. Formanden har folgende opgaver:
a) at indkalde til meder i Databeskyttelsesradet og udarbejde dagsordenen herfor

b) at underrette den ledende tilsynsmyndighed og de bererte tilsynsmyndigheder om de afgerelser, der
vedtages af Databeskyttelsesradet 1 henhold til artikel 65

c) at sikre, at Databeskyttelsesradets opgaver udferes rettidigt, navnlig i forbindelse med den sammen-
hangsmekanisme, der er omhandlet i artikel 63.

2. Databeskyttelsesradet fastlegger fordelingen af opgaver mellem formanden og nastformendene i sin
forretningsorden.

Artikel 75
Sekretariat

1. Databeskyttelsesrddet har et sekretariat, som stilles til rddighed af Den Europziske Tilsynsferende for
Databeskyttelse.

2. Sekretariatet udferer udelukkende sine opgaver efter instruks fra formanden for Databeskyttelsesradet.

3. Det personale ved Den Europaiske Tilsynsforende for Databeskyttelse, der deltager i udferelsen af
Databeskyttelsesrddets opgaver i henhold til denne forordning, skal have serskilte rapporteringsveje i
forhold til det personale, der deltager i udferelsen af opgaver, som Den Europaiske Tilsynsferende for
Databeskyttelse har féet tildelt.

4. Databeskyttelsesrddet og Den Europ@iske Tilsynsferende for Databeskyttelse udarbejder og offentlig-
gor om ngdvendigt et aftalememorandum til gennemferelse af denne artikel, som fastsetter vilkarene for
deres samarbejde, og som galder for det personale ved Den Europaiske Tilsynsferende for Databeskyt-
telse, der deltager 1 udferelsen af Databeskyttelsesraddets opgaver 1 henhold til denne forordning.

5. Sekretariatet yder analytisk, administrativ og logistisk stette til Databeskyttelsesradet.

6. Sekretariatet er navnlig ansvarligt for:

a) Databeskyttelsesradets daglige arbejde

b) kommunikation mellem medlemmerne af Databeskyttelsesradet, dets formand og Kommissionen
¢) kommunikation med andre institutioner og offentligheden

d) brug af elektroniske midler til intern og ekstern kommunikation

e) oversattelse af relevante oplysninger

f) forberedelse og opfelgning af Databeskyttelsesradets meder
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g) forberedelse, udarbejdelse og offentliggarelse af udtalelser, afgerelser om bileggelse af tvister mellem
tilsynsmyndigheder og andre dokumenter, der vedtages af Databeskyttelsesradet.
Artikel 76
Fortrolighed

1. Databeskyttelsesradets dreftelser er fortrolige, hvis Databeskyttelsesradet vurderer, at det er nedven-
digt, jf. dets forretningsorden.

2. Aktindsigt i dokumenter, der forelegges medlemmer af Databeskyttelsesradet, eksperter og reprasen-
tanter for tredjemand, er omfattet af Europa-Parlamentets og Rédets forordning (EF) nr. 1049/2001 (21).

KAPITEL VIl

Retsmidler, ansvar og sanktioner

Artikel 77
Ret til at indgive klage til en tilsynsmyndighed

1. Uden at det bergrer andre administrative klageadgange eller adgang til retsmidler, har enhver registreret
ret til at indgive klage til en tilsynsmyndighed, navnlig 1 den medlemsstat, hvor vedkommende har
sit seedvanlige opholdssted eller sit arbejdssted, eller hvor den pastaede overtredelse har fundet sted,
hvis den registrerede finder, at behandlingen af personoplysninger vedrerende vedkommende overtreeder
denne forordning.

2. Den tilsynsmyndighed, som klagen er indgivet til, underretter klageren om forlgbet og resultatet af
klagen, herunder om muligheden for anvendelse af retsmidler, jf. artikel 78.
Artikel 78
Adgang til effektive retsmidler over for en tilsynsmyndighed

1. Uden at det bererer andre administrative eller udenretslige klageadgange, har enhver fysisk eller
juridisk person ret til effektive retsmidler over for en juridisk bindende afgerelse truffet af en tilsynsmyn-
dighed vedrerende vedkommende.

2. Uden at det bergrer andre administrative eller udenretslige klageadgange, har den enkelte registrerede
adgang til effektive retsmidler, hvis den tilsynsmyndighed, der er kompetent 1 henhold til artikel 55 og
56, ikke behandler en klage eller undlader at underrette den registrerede om forlgbet eller resultatet af en
klage, der er indgivet i henhold til artikel 77, inden for tre maneder.

3. En sag mod en tilsynsmyndighed anlegges ved en domstol i den medlemsstat, hvor tilsynsmyndighe-
den er etableret.
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4. Hvis sag anlegges mod en afgorelse fra en tilsynsmyndighed, der er truffet efter en udtalelse eller en
afgerelse fra Databeskyttelsesrddet 1 forbindelse med sammenha@ngsmekanismen, fremsender tilsynsmyn-
digheden denne udtalelse eller afgerelse til domstolen.

Artikel 79
Adgang til effektive retsmidler over for en dataansvarlig eller databehandler

1. Uden at det berorer andre tilgeengelige administrative eller udenretslige klageadgange, herunder retten
til at indgive klage til en tilsynsmyndighed 1 henhold til artikel 77, skal den enkelte registrerede have
adgang til effektive retsmidler, hvis vedkommende finder, at vedkommendes rettigheder 1 henhold til
denne forordning er blevet kraenket som folge af behandling af vedkommendes personoplysninger 1 strid
med denne forordning.

2. En sag mod en dataansvarlig eller en databehandler anlegges ved en domstol i den medlemsstat,
hvor den dataansvarlige eller databehandleren er etableret. Alternativt kan en sddan sag anlegges ved en
domstol 1 den medlemsstat, hvor den registrerede har sit seedvanlige opholdssted, medmindre den dataan-
svarlige eller databehandleren er en offentlig myndighed i en medlemsstat, der udever sine offentligretlige
befojelser.

Artikel 80
Reprasentation af registrerede

1. Den registrerede har ret til at bemyndige et organ, en organisation eller en sammenslutning, der er
etableret i overensstemmelse med en medlemsstats nationale ret, som ikke arbejder med gevinst for
gje, hvis vedtegtsmassige formal er af almen interesse, og som er aktiv pd omradet for beskyttelse af
registreredes rettigheder og frihedsrettigheder med hensyn til beskyttelse af deres personoplysninger, til at
indgive en klage pa sine vegne, til at udeve de rettigheder, der er omhandlet i artikel 77, 78 og 79, pé sine
vegne og til, hvis det er fastsat i medlemsstaternes nationale ret, at udeve retten til at modtage erstatning
som omhandlet i artikel 82 pa sine vegne.

2. Medlemsstaterne kan fastsette, at ethvert organ, enhver organisation eller enhver sammenslutning, jf.
denne artikels stk. 1, uathengigt af en bemyndigelse fra den registrerede har ret til at indgive en klage 1
den pageldende medlemsstat til den tilsynsmyndighed, der er kompetent 1 henhold til artikel 77, og til at
udeve de rettigheder, der er omhandlet 1 artikel 78 og 79, hvis den/det har grund til at formode, at den
registreredes rettigheder 1 henhold til denne forordning er blevet kreenket som folge af behandling.

Artikel 81

Udseettelse af en sag

1. Hvis en kompetent domstol i en medlemsstat har oplysninger om, at der verserer en sag vedreorende
samme genstand for si vidt angar behandling foretaget af den samme dataansvarlige eller databehandler
ved en domstol 1 en anden medlemsstat, skal den rette henvendelse til pageldende domstol i den anden
medlemsstat for at bekrafte eksistensen af en sddan sag.

2. Hvis der verserer en sag vedrerende samme genstand for sa vidt angar behandling foretaget af den
samme dataansvarlige eller databehandler ved en domstol i en anden medlemsstat, kan enhver anden
kompetent domstol end den, ved hvilken sagen forst er anlagt, udsatte sagen.
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3. Hvis denne sag verserer ved forste instans, kan enhver anden domstol end den, ved hvilken sagen forst
er anlagt, efter anmodning fra en af parterne ogsé erklere sig inkompetent, hvis den domstol, ved hvilken
sagen forst er anlagt, har kompetence til at behandle de pagaldende sager, og forening heraf er tilladt 1
henhold til dens lovgivning.

Artikel 82
Ret til erstatning og erstatningsansvar

1. Enhver, som har lidt materiel eller immateriel skade som folge af en overtraedelse af denne forordning,
har ret til erstatning for den forvoldte skade fra den dataansvarlige eller databehandleren.

2. Enhver dataansvarlig, der er involveret i behandling, hafter for den skade, der er forvoldt af behand-
ling, der overtreeder denne forordning. En databehandler hafter kun for den skade, der er forvoldt af
behandling, hvis pigaldende ikke har opfyldt forpligtelser i denne forordning, der er rettet specifikt mod
databehandlere, eller hvis pageldende har undladt at felge eller handlet i strid med den dataansvarliges
lovlige instrukser.

3. En dataansvarlig eller databehandler er fritaget for erstatningsansvar i henhold til stk. 2, hvis det
bevises, at den pageldende ikke er skyld i den begivenhed, der medferte skaden.

4. Hvis mere end én dataansvarlig eller databehandler eller bade en dataansvarlig og en databehandler er
involveret i den samme behandling, og hvis de i henhold til stk. 2 og 3 er ansvarlige for skader, der er
forvoldt af behandling, haefter de solidarisk for hele skaden for at sikre fuld erstatning til den registrerede.

5. Hvis en dataansvarlig eller en databehandler i overensstemmelse med stk. 4 har betalt fuld erstatning
for den forvoldte skade, har den pageldende dataansvarlige eller databehandler ret til at kraeeve den del
af erstatningen, der svarer til andres del af ansvaret for skaden, tilbage fra de andre dataansvarlige eller
databehandlere, der er involveret 1 den samme behandling, 1 overensstemmelse med betingelserne 1 stk. 2.

6. Retssager med henblik pd udevelse af retten til at modtage erstatning anlaegges ved de domstole, der er
kompetente i henhold til national ret i den medlemsstat, der er omhandlet i artikel 79, stk. 2.
Artikel 83
Generelle betingelser for paleeggelse af administrative beder

1. Hver tilsynsmyndighed sikrer, at paleggelse af administrative beder i henhold til denne artikel for
overtredelse af denne forordning som omhandlet i stk. 4, 5 og 6 1 hver enkelt sag er effektiv, star i
rimeligt forhold til overtreedelsen og har afskreekkende virkning.

2. Afhengigt af omstendighederne 1 hver enkelt sag pdlegges administrative beder 1 tilleg til eller 1
stedet for foranstaltninger som omhandlet 1 artikel 58, stk. 2, litra a)-h) og j). Nér der treffes afgorelse
om, hvorvidt der skal palegges en administrativ bade, og om den administrative bades sterrelse 1 hver
enkelt sag, tages der behorigt hensyn til folgende:

a) overtredelsens karakter, alvor og varighed under hensyntagen til pdgaldende behandlings karakter,
omfang eller formél samt antal registrerede, der er berort, og omfanget af den skade, som de har lidt

b) hvorvidt overtraedelsen blev begaet forsatligt eller uagtsomt
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c¢) eventuelle foranstaltninger, der er truffet af den dataansvarlige eller databehandleren for at begraense
den skade, som den registrerede har lidt

d) den dataansvarliges eller databehandlerens grad af ansvar under hensyntagen til tekniske og organisato-
riske foranstaltninger, som de har gennemfort 1 henhold til artikel 25 og 32

e) den dataansvarliges eller databehandlerens eventuelle relevante tidligere overtraedelser

f) graden af samarbejde med tilsynsmyndigheden for at athjelpe overtraedelsen og begrense de negative
konsekvenser, som overtredelsen matte have givet anledning til

g) de kategorier af personoplysninger, der er berert af overtreedelsen

h) den méde, hvorpé tilsynsmyndigheden fik kendskab til overtredelsen, navnlig om den dataansvarlige
eller databehandleren har underrettet om overtradelsen, og i givet fald i hvilket omfang

1) overholdelse af de foranstaltninger, der er omhandlet 1 artikel 58, stk. 2, hvis der tidligere over for den
pageldende dataansvarlige eller databehandler er blevet truffet sidanne foranstaltninger med hensyn til
samme genstand

J) overholdelse af godkendte adfeerdskodekser i henhold til artikel 40 eller godkendte certificeringsmeka-
nismer i henhold til artikel 42, og

k) om der er andre skarpende eller formildende faktorer ved sagens omstendigheder, sdsom opnaede
okonomiske fordele eller undgaede tab som direkte eller indirekte folge af overtraedelsen.

3. Hvis en dataansvarlig eller en databehandler forsatligt eller uagtsomt i forbindelse med de samme eller
forbundne behandlingsaktiviteter overtreder flere bestemmelser i denne forordning, ma den administrati-
ve bades samlede storrelse ikke overstige belabet for den alvorligste overtredelse.

4. Overtredelse af folgende bestemmelser straffes 1 overensstemmelse med stk. 2 med administrative
beder pd op til 10 000 000 EUR, eller hvis det drejer sig om en virksomhed, med op til 2 % af dens
samlede globale drlige omsa&tning i1 det foregdende regnskabsar, safremt dette belab er hgjere:

a) den dataansvarliges og databehandlerens forpligtelser i henhold til artikel 8, 11, 25-39 og 42 og 43
b) certificeringsorganets forpligtelser 1 henhold til artikel 42 og 43
c) kontrolorganets forpligtelser i henhold til artikel 41, stk. 4.

5. Overtraedelse af folgende bestemmelser straffes 1 overensstemmelse med stk. 2 med administrative
beder pd op til 20 000 000 EUR, eller hvis det drejer sig om en virksomhed, med op til 4 % af dens
samlede globale drlige oms&tning 1 det foregdende regnskabsar, safremt dette belab er hgjere:

a) de grundlaggende principper for behandling, herunder betingelserne for samtykke, i artikel 5, 6, 7 og 9
b) de registreredes rettigheder 1 henhold til artikel 12-22

c) overforsel af personoplysninger til en modtager i et tredjeland eller en international organisation i
henhold til artikel 44-49

d) eventuelle forpligtigelser i medfer af medlemsstaternes nationale ret vedtaget 1 henhold til kapitel IX
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e) manglende overholdelse af et pdbud eller en midlertidig eller definitiv begraensning af behandling
eller tilsynsmyndighedens suspension af overforsel af oplysninger i1 henhold til artikel 58, stk. 2, eller
manglende adgang i strid med artikel 58, stk. 1.

6. Manglende overholdelse af et pabud fra tilsynsmyndigheden som omhandlet i artikel 58, stk. 2, straffes
1 overensstemmelse med narvaerende artikels stk. 2 med administrative beder pd op til 20 000 000 EUR,
eller hvis det drejer sig om en virksomhed, med op til 4 % af dens samlede globale arlige omsatning i det
foregdende regnskabsar, sdfremt dette belob er hgjere.

7. Uden at det bererer tilsynsmyndighedernes korrigerende befojelser 1 henhold til artikel 58, stk. 2, kan
hver medlemsstat fastsette regler om, hvorvidt og 1 hvilket omfang administrative beder mé palaegges
offentlige myndigheder og organer, der er etableret 1 den pageldende medlemsstat.

8. Tilsynsmyndighedens udevelse af befojelser 1 henhold til denne artikel skal vere underlagt fornadne
proceduremassige garantier i overensstemmelse med EU-retten og medlemsstaternes nationale ret, bl.a.
effektive retsmidler og retferdig procedure.

9. Hvis en medlemsstats retssystem ikke giver mulighed for at paleegge administrative beader, kan denne
artikel anvendes pd en sddan mdde, at den kompetente tilsynsmyndighed tager skridt til beder, og de
kompetente nationale domstole palegger dem, idet det sikres, at disse retsmidler er effektive, og at deres
virkning svarer til virkningen af administrative beder, som pélegges af tilsynsmyndighederne. Boder skal
under alle omstaendigheder vaere effektive, std 1 rimeligt forhold til overtredelsen og have afskraekkende
virkning. De pédgeldende medlemsstater giver Kommissionen meddelelse om bestemmelserne 1 deres
love, som de vedtager i henhold til dette stykke, senest den 25. maj 2018 og underretter den straks om alle
senere &ndringslove eller @ndringer, der bergrer dem.

Artikel 84

Sanktioner

1. Medlemsstaterne fastsatter regler om andre sanktioner, der skal anvendes i tilfelde af overtraedelser
af denne forordning, navnlig overtraedelser, som ikke er underlagt administrative beader i henhold til
artikel 83, og treeffer alle nedvendige foranstaltninger for at sikre, at de anvendes. Sanktionerne skal veare
effektive, std 1 et rimeligt forhold til overtreedelsen og have afskrakkende virkning.

2. Hver medlemsstat giver senest den 25. maj 2018 Kommissionen meddelelse om de bestemmelser, som
den vedtager i henhold til stk. 1, og underretter den straks om alle senere @ndringer, der bererer dem.

KAPITEL IX

Bestemmelser vedrorende specifikke behandlingssituationer

Artikel 85
Behandling og ytrings- og informationsfriheden

1. Medlemsstaterne forener ved lov retten til beskyttelse af personoplysninger 1 henhold til denne forord-
ning med retten til ytrings- og informationsfrihed, herunder behandling 1 journalistisk @jemed og med
henblik pa akademisk, kunstnerisk eller litteraer virksomhed.
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2. Til behandling 1 journalistisk gjemed eller med henblik pd akademisk, kunstnerisk eller litterser virk-
somhed fastsatter medlemsstaterne undtagelser eller fravigelser fra kapitel II (principper), kapitel I1I (den
registreredes rettigheder), kapitel IV (dataansvarlig og databehandler), kapitel V (overfersel af personop-
lysninger til tredjelande eller internationale organisationer), kapitel VI (uathangige tilsynsmyndigheder),
kapitel VII (samarbejde og sammenhang) og kapitel IX (specifikke databehandlingssituationer), hvis de
er nadvendige for at forene retten til beskyttelse af personoplysninger med ytrings- og informationsfrihe-
den.

3. Hver medlemsstat giver Kommissionen meddelelse om de lovbestemmelser, som den har vedtaget i
henhold til stk. 2, og underretter den straks om alle senere @ndringslove eller &ndringer, der bererer dem.

Artikel 86
Behandling og aktindsigt i officielle dokumenter

Personoplysninger i officielle dokumenter, som en offentlig myndighed eller et offentligt eller privat
organ er i besiddelse af med henblik pa udferelse af en opgave i samfundets interesse, ma videregives af
myndigheden eller organet i overensstemmelse med EU-retten eller medlemsstaternes nationale ret, som
den offentlige myndighed eller organet er underlagt, for at forene aktindsigt i officielle dokumenter med
retten til beskyttelse af personoplysninger i henhold til denne forordning.

Artikel 87
Behandling af nationalt identifikationsnummer

Medlemsstaterne kan nermere fastsatte de specifikke betingelser for behandling af et nationalt identifika-
tionsnummer eller andre almene midler til identifikation. I sd fald anvendes det nationale identifikations-
nummer eller ethvert andet alment middel til identifikation udelukkende med de fornedne garantier for
den registreredes rettigheder og frihedsrettigheder i henhold til denne forordning.

Artikel 88
Behandling i forbindelse med anszattelsesforhold

1. Medlemsstaterne kan ved lov eller i medfer af kollektive overenskomster fastsatte mere specifikke be-
stemmelser for at sikre beskyttelse af rettighederne og frihedsrettighederne i forbindelse med behandling
af arbejdstageres personoplysninger i anse@ttelsesforhold, navnlig med henblik pd ansattelse, ansattelses-
kontrakter, herunder opfyldelse af forpligtelser fastsat ved lov eller i kollektive overenskomster, ledelse,
planlegning og tilretteleggelse af arbejdet, ligestilling og mangfoldighed pé arbejdspladsen, arbejdsmiljo
samt beskyttelse af arbejdsgiveres eller kunders ejendom og med henblik pé individuel eller kollektiv
udevelse og nydelse af rettigheder og fordele 1 forbindelse med ansattelse samt med henblik pa opher af
ansettelsesforhold.

2. Disse bestemmelser skal omfatte passende og specifikke foranstaltninger til beskyttelse af den registre-
redes menneskelige vaerdighed, legitime interesser og grundleggende rettigheder, sarlig med hensyn til
gennemsigtighed 1 behandlingen, overforsel af personoplysninger inden for en koncern eller gruppe af
foretagender, der udever en felles skonomisk aktivitet, og overvagningssystemer pa arbejdspladsen.
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3. Hver medlemsstat giver senest den 25. maj 2018 Kommissionen meddelelse om de bestemmelser, som
den vedtager 1 henhold til stk. 1, og underretter den straks om alle senere a&ndringer, der bererer dem.

Artikel 89

Garantier og undtagelser i forbindelse med behandling til arkivformal i samfundets interesse, til
videnskabelige eller historiske forskningsformal eller til statistiske formal

1. Behandling til arkivformal i samfundets interesse, til videnskabelige eller historiske forskningsformaél
eller til statistiske formal skal vere underlagt fornedne garantier for registreredes rettigheder og friheds-
rettigheder 1 overensstemmelse med denne forordning. Disse garantier skal sikre, at der er truffet tekniske
og organisatoriske foranstaltninger, iser for at sikre overholdelse af princippet om dataminimering. Disse
foranstaltninger kan omfatte pseudonymisering, forudsat at disse formal kan opfyldes pad denne made. Nar
disse formdl kan opfyldes ved viderebehandling, som ikke gor det muligt eller ikke leengere gor det
muligt at identificere de registrerede, skal formalene opfyldes pa denne méde.

2. Nér personoplysninger behandles til videnskabelige eller historiske forskningsformal eller til statistiske
formél, kan EU-retten eller medlemsstaternes nationale ret fastsaette undtagelser fra de rettigheder, der er
omhandlet i artikel 15, 16, 18 og 21, under iagttagelse af de betingelser og garantier, der er omhandlet i
narvaerende artikels stk. 1, sdfremt sddanne rettigheder sandsynligvis vil gere det umuligt eller i alvorlig
grad hindre opfyldelse af de specifikke formal, og sddanne undtagelser er nedvendige for at opfylde
formalene.

3. Nar personoplysninger behandles til arkivformal i samfundets interesse, kan EU-retten eller medlems-
staternes nationale ret fastsette undtagelser fra de rettigheder, der er omhandlet 1 artikel 15, 16, 18, 19,
20 og 21, under iagttagelse af de betingelser og garantier, der er omhandlet 1 nervarende artikels stk. 1,
safremt sddanne rettigheder sandsynligvis vil gere det umuligt eller i alvorlig grad hindre opfyldelse af de
specifikke formal, og sddanne undtagelser er nodvendige for at opfylde formalene.

4. Nér behandling som omhandlet i stk. 2 og 3 samtidig tjener et andet formal, anvendes undtagelser kun
pa behandling til de formal, der er omhandlet i nevnte stykker.
Artikel 90
Tavshedspligt

1. Medlemsstaterne kan vedtage specifikke regler om tilsynsmyndighedernes befejelser i henhold til
artikel 58, stk. 1, litra e) og f), vedrerende dataansvarlige eller databehandlere, der i henhold til EU-ret
eller medlemsstaternes nationale ret eller regler fastsat af nationale kompetente organer er underlagt
faglig eller anden tilsvarende tavshedspligt, hvis dette er nedvendigt og rimeligt for at forene retten til
beskyttelse af personoplysninger med tavshedspligt. Disse regler gaelder kun for personoplysninger, som
den dataansvarlige eller databehandleren har modtaget som et resultat af eller indhentet under en aktivitet,
der er underlagt denne tavshedspligt.

2. Hver medlemsstat giver senest den 25. maj 2018 Kommissionen meddelelse om de regler, som den
vedtager 1 henhold til stk. 1, og underretter den straks om alle senere @ndringer, der bergrer dem.

Artikel 91

Kirkers og religiose sammenslutningers eksisterende databeskyttelsesregler
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1. Hvis kirker og religiose sammenslutninger eller samfund 1 en medlemsstat pa tidspunktet for denne
forordnings ikrafttreden anvender omfattende regler om beskyttelse af fysiske personer hvad angar be-
handling, kan disse eksisterende regler fortsat finde anvendelse, forudsat at de bringes i1 overensstemmelse
med denne forordning.

2. Kirker og religiose sammenslutninger, der anvender omfattende regler i henhold til denne artikels stk.
1, underlaegges tilsyn af en uafthangig tilsynsmyndighed, som kan vare specifik, forudsat at den opfylder
betingelserne i kapitel VI.

KAPITEL X

Delegerede retsakter og gennemforelsesforanstaltninger

Artikel 92
Udevelse af de delegerede befejelser

1. Befojelsen til at vedtage delegerede retsakter tillegges Kommissionen pa de i denne artikel fastlagte
betingelser.

2. Befojelsen til at vedtage delegerede retsakter, jf. artikel 12, stk. 8, og artikel 43, stk. 8, tillegges
Kommissionen for en ubegrenset periode fra den 24.maj 2016.

3. Den 1 artikel 12, stk. 8, og artikel 43, stk. 8, omhandlede delegation af befojelser kan til enhver tid
tilbagekaldes af Europa-Parlamentet eller Rddet. En afgerelse om tilbagekaldelse bringer delegationen
af de befojelser, der er angivet 1 den pagzldende afgerelse, til opher. Den fir virkning dagen efter
offentliggarelsen af afgerelsen 1 Den Europaiske Unions Tidende eller pé et senere tidspunkt, der angives
1 afgerelsen. Den berorer ikke gyldigheden af delegerede retsakter, der allerede er 1 kraft.

4. Sa snart Kommissionen vedtager en delegeret retsakt, giver den samtidigt Europa-Parlamentet og Radet
meddelelse herom.

5. En delegeret retsakt vedtaget i henhold til artikel 12, stk. 8, og artikel 43, stk. 8, treeder kun 1 kraft,
hvis hverken Europa-Parlamentet eller Rddet har gjort indsigelse inden for en frist pa tre méneder fra
meddelelsen af den pageeldende retsakt til Europa-Parlamentet eller Radet, eller hvis Europa-Parlamentet
og Rédet inden udlebet af denne frist begge har informeret Kommissionen om, at de ikke agter at gore
indsigelse. Fristen forlenges med tre maneder pad Europa-Parlamentets eller Radets initiativ.

Artikel 93

Udvalgsprocedure

1. Kommissionen bistds af et udvalg. Dette udvalg er et udvalg som omhandlet i forordning (EU) nr.
182/2011.

2. Nar der henvises til dette stykke, finder artikel 5 i forordning (EU) nr. 182/2011 anvendelse.

3. Nar der henvises til dette stykke, finder artikel 8 1 forordning (EU) nr. 182/2011 sammenholdt med
dennes artikel 5 anvendelse.

KAPITEL XI
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Afsluttende bestemmelser

Artikel 94
Ophaevelse af direktiv 95/46/EF
1. Direktiv 95/46/EF ophaves med virkning fra den 25. maj 2018.

2. Henvisninger til det ophavede direktiv geelder som henvisninger til denne forordning. Henvisninger til
Gruppen vedrerende Beskyttelse af Personer i forbindelse med Behandling af Personoplysninger, der er
nedsat ved artikel 29 i direktiv 95/46/EF, gaelder som henvisninger til Det Europaiske Databeskyttelses-
rad oprettet ved denne forordning.
Artikel 95
Forhold til direktiv 2002/58/EF

Denne forordning indferer ikke yderligere forpligtelser for fysiske eller juridiske personer for sa vidt an-
gér behandling i1 forbindelse med levering af offentligt tilgeengelige elektroniske kommunikationstjenester
1 offentlige kommunikationsnet i Unionen for sd vidt angar spergsmaél, hvor de er underlagt specifikke
forpligtelser med samme formél som det, der er fastsat i direktiv 2002/58/EF.
Artikel 96
Forhold til tidligere indgidede aftaler

Internationale aftaler, der omfatter overforsel af personoplysninger til tredjelande eller internationale

organisationer, som er indgdet af medlemsstaterne inden den 24. maj 2016, og som overholder den

EU-ret, der finder anvendelse inden denne dato, forbliver i kraft, indtil de @ndres, erstattes eller ophaves.
Artikel 97

Kommissionsrapporter

1. Senest den 25. maj 2020 og hvert fjerde ar derefter foreleegger Kommissionen Europa-Parlamentet og
Rédet en rapport om evaluering og revision af denne forordning.

2. I forbindelse med de 1 stk. 1 omhandlede evalueringer og revisioner underseger Kommissionen
navnlig, hvordan felgende anvendes og fungerer:

a) kapitel V om overforsel af personoplysninger til tredjelande eller internationale organisationer, serlig
med hensyn til afgerelser vedtaget i henhold til denne forordnings artikel 45, stk. 3, og afgerelser vedtaget
pa grundlag af artikel 25, stk. 6, i direktiv 95/46/EF

b) kapitel VII om samarbejde og sammenhang.

3. Kommissionen kan med henblik pé stk. 1 anmode om oplysninger fra medlemsstaterne og tilsynsmyn-
dighederne.

4. Nar Kommissionen foretager evaluering og revision, jf. stk. 1 og 2, tager den hensyn til holdninger og
resultater fra Europa-Parlamentet, fra Radet og fra andre relevante organer eller kilder.
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5. Kommissionen forelegger om nedvendigt relevante forslag til &ndring af denne forordning, navnlig
under hensyntagen til udviklingen inden for informationsteknologi og 1 lyset af fremskridtene 1 informati-
onssamfundet.

Artikel 98

Gennemgang af andre EU-retsakter om databeskyttelse

Hvis det er relevant, fremsatter Kommissionen lovgivningsforslag til @ndring af andre EU-retsakter
om beskyttelse af personoplysninger for at sikre ensartet og konsekvent beskyttelse af fysiske personer
1 forbindelse med behandling. Dette galder iser bestemmelser om beskyttelse af fysiske personer 1
forbindelse med EU-institutioners, -organers, -kontorers og -agenturers behandling og om fri udveksling
af sddanne oplysninger.

Artikel 99

Ikrafttraeden og anvendelse

1. Denne forordning traeder 1 kraft pd tyvendedagen efter offentliggerelsen 1 Den Europ@iske Unions
Tidende.

2. Den anvendes fra den 25. maj 2018.
Denne forordning er bindende i alle enkeltheder og gaelder umiddelbart i hver medlemsstat.
Udferdiget i Bruxelles, den 27. april 2016.

Pa Europa-Parlamentets vegne

M. SCHULZ
Formand
Pad Radets vegne
J. A. HENNIS-PLASSCHAERT
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(20) Europa-Parlamentets og Rédets forordning (EF) nr. 765/2008 af 9. juli 2008 om kravene til akkredi-
tering og markedsovervigning 1 forbindelse med markedsfering af produkter og om ophavelse af Radets
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